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Keep this User's Guide handy for quick reference when necessary.
SAFETY INDICATIONS
To use NEC Express5800 series safely, follow the instructions in this User's Guide.

This guide explains components that pose a danger, types of dangers, and actions taken to prevent
them; such components are labeled warning.

This guide and warning labels use “WARNING” and “CAUTION" to indicate a danger depending on
the degree. These terms are defined as follows:

Indicates a danger that could lead to a death or serious injury.

A CAUTION Indicates a danger that could lead to a burn, other injuries or damage to

physical assets.

This guide uses the following three types of symbols to give indications and precautions against a
danger. They are defined as follows:

Indicates that there is a risk of danger. Each image symbolizes a particular type of
danger. (Attention)

Indicates what you must not do. Each image symbolizes a particular type of
prohibition. (Prohibited actions)

Indicates what you must do. Each image symbolizes a particular type of action
necessary to avoid a danger. (Mandatory actions)

o>

(Example)
Symbol to draw attention
/ Term indicating a degree of danger
|
[ CAUTION]
High temperature.
f} Immediately after the power-off, system components such as hard disk are
very hot. Wait the server to cool down completely before adding/removing
‘ some component.
\
Symbol indicating a prohibited Description of a danger

action (may not always be
indicated)



SYMBOLS USED IN THIS USER'S GUIDE AND WARNING LABELS

Attention

Indicates a risk of an electric shock.

Indicates a risk of a personal injury due to heat.

Indicates a risk of catching your fingers.

Indicates a risk of a fire or smoke.

Indicates a general precaution or warning that is not defined herein.

Indicates a risk of losing eyesight due to laser beam.

Indicates a risk of an explosion.

Indicates a risk of a personal injury.

D e el e

Prohibited actions

Indicates a general prohibition that is not defined herein.

Do no touch the indicated area. There is a risk of an electric shock or fire.

Do not touch with wet hands. There is a risk of an electric shock.

Keep from flame. There is a risk of a fire.

Avoid using water or liquid nearby. If it spills on the equipment, there is a risk of an
electric shock or fire.

Do not disassemble, repair, or modify the equipment. There is a risk of an electric
shock or fire.

DB




Mandatory actions

Indicates a general action to take that is not defined herein. Make sure to follow the
instructions.

% Unplug the server. There is a risk of an electric shock or fire.




NOTE: This equipment has been tested and found to comply with the limits for a Class A digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference when the equipment is operated in a commercial
environment. This equipment generates, uses, and can radiate radio frequency energy and, if not
installed and used in accordance with the instruction manual, may cause harmful interference to
radio communications. Operation of this equipment in a residential area is likely to cause harmful
interference in which case the user will be required to correct the interference at his own expense.
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This class A digital apparatus meets all requirements of the Canadian Interference-Causing
Equipment Regulations.

Cet appareil numérigeu de la classe A respecte toutes les exigences du Reglement sur le matériel
brouilleur du Canada.

CE Statement

Warning: This is a Class A product. In residential environment, this product may cause radio
interference, in which case the user may be required to take adequate measures (EN55022).

This system is classified as a CLASS 1 LASER PRODUCT. This label id located on

CLASS 1 the internal CD-ROM installed in your system.
LASER PRODUCT

NOTE: This product provides resistance against hardware faults with its redundant hardware
modules. However, this does not mean complete fault-tolerance is assured. For example,
there is a risk of system down when:

— A fatal fault occurs in software.

— Both modules within a redundant hardware pair break down.

— A fatal fault occurs in a non-redundant component, such as the clock generator circuitry
or the interconnect backplane.

— The entire system is cut off from AC power.
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NOTE: This equipment has been tested and found to comply with the limits for a
Class A digital device, pursuant to Part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference when the
equipment is operated in a commercial environment. This equipment generates,
uses, and can radiate radio frequency energy and, if not installed and used in
accordance with the instruction manual, may cause harmful interference to radio
communications. Operation of this equipment in a residential area is likely to cause
harmful interference in which case the user will be required to correct the
interference at his own expense.
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Trademarks and Patents

NEC EXPRESSBUILDER and NEC ESMPRO are trademarks of NEC Corporation.

Microsoft, and Windows are registered trademarks of Microsoft Corporation in the United States
and other countries.

Avocent and Dambrackas Video Compression (DVC) are trademarks or registered trademarks of
Avocent Corporation in the United States and other countries.

Mozilla is a trademark of Mozilla Foundation.

Netscape is a trademark or registered trademark of Netscape Communications Corporation in the
United States and other countries. Java is a trademark or registered trademark of Sun Microsystems,
Inc. in the United States and other countries.

All other product, brand, or trade names used in this publication are the trademarks or registered
trademarks of their respective trademark owners.

The Dambrackas Video Compression algorithm from Avocent Corporation is used for ft Remote
Management Card.

U.S. Patent Numbers: 5,732,212, 5,937,176, 6,633,905, 6,681,250, 6,701,380 and other patents
pending

Taiwanese Patent Number: 173784
European Patent Number: 0 740 811

Microsoft Windows Server 2003 R2 32-bit Standard Edition operating system, Microsoft Windows
Server 2003 R2 32-bit Enterprise Edition operating system, Microsoft Windows Server 2003
Standard Edition operating system and Microsoft Windows Server 2003 Enterprise Edition
operating system are called Windows Server 2003 for short. Microsoft Windows 2000 Server
operating system, Microsoft Windows 2000 Advanced Server operating system and Microsoft
Windows 2000 Professional operating system are called Windows 2000 for short. Microsoft
Windows NT Server network operating system version 3.51/4.0 and Microsoft Windows NT
Workstation operating system version 3.51/4.0 are called Windows NT for short. Microsoft
Windows Millennium Edition Operating System is called Windows Me for short. Microsoft
Windows 98 operating system is called Windows 98 for short. Microsoft Windows 95 operating
system is called Windows 95 for short.

Names used with sample applications are all fictitious. They are unrelated to any existing product
names, names of organizations, or individual names.

To prevent voltage sag:

This product may be affected by voltage sag caused due to lightning. To prevent voltage sag, you
are recommended to use an AC uninterruptible power supply (UPS) unit.

Notes:

(1) No part of this manual may be reproduced in any form without prior written permission of
NEC Corporation.



(2) The contents of this manual are subject to change without prior notice.

(3) The contents of this manual shall not be copied or altered without prior written permission of
NEC Corporation.

(4) All efforts have been made to ensure the accuracy of all information in this manual. If you find
any part unclear, incorrect, or omitted in this manual, contact the sales agent where you
purchased this product.

(5) NEC assumes no liability arising from the use of this product, nor any liability for incidental or
consequential damage arising from the use of this manual regardless of (4) above.

PREFACE
Welcome to the NEC Express5800/ft series.

NEC Express5800/ft series is a “fault-tolerant (ft)” server focusing on “high reliability” in terms of
fault-tolerance, in addition to “high performance,” “scalability,” and “general versatility” provided
by NEC Express5800 series. In the event of trouble, its dual configuration will allow the system to
instantaneously isolate the failed parts to assure non-stop running; operation will be moved
smoothly from one module to the other, minimizing damage to it. You can use this NEC
Express5800/ft series in a mission-critical system where high availability is required. By the use of
Windows Server 2003 operating system, it also provides outstanding openness for general-purpose
applications, etc.

To make the best use of these features, read this User's Guide thoroughly to understand how to
operate NEC Express5800/ft series.



ABOUT THIS USER'S GUIDE

This User's Guide helps a user to properly setup and use the product.

Consult this guide to ensure safety as well as to cope with trouble during a system setup and daily
operation.

Keep this manual handy.

This User's Guide is intended for users who have a good knowledge on the basic use of
Windows2000/NT operating systems and general 1/0 devices such as a keyboard and mouse.

How to Use This User's Guide

This guide consists of eight chapters and appendices. To help you find a solution quickly, the guide
contains the following information:

For descriptions on setting up this product, see the separate volume “User’s Guide (Setup).”

Read “Precautions for Use” first.

Before going on to main chapters, be sure to read “Precautions for Use.” These precautions are very
important for using the product safely.

Chapter 1 Precautions for Use
This chapter describes precautions necessary to use the product safely and properly. Be
sure to read this chapter before using the product. It also provides information on user
support. It will be helpful when you need maintenance service, support, etc.

Chapter 2 General Description
This chapter describes what you should know about the product: its component names,
functions, operating procedures as well as handling of devices and other parts.

Chapter 3 Windows Setup and Operation
This chapter describes setup and operation specific to the product when it is on
Windows.

Chapter 4 System Configuration
This chapter describes how to make settings of built-in basic input/output system. It also
describes factory-shipped parameters.

Chapter 5 Installing and Using Utilities
This chapter describes features and operating procedures of a standard utility “NEC
EXPRESSBUILDER.” It also describes procedures to install and operate various
software programs contained in its CD-ROM.

Chapter 6 Maintenance
This chapter describes maintenance procedures and use of maintenance tools. If you
need to move the product for maintenance purposes, follow the steps provided in this
chapter.

Chapter 7 Troubleshooting
If the product does not work properly, see this chapter before deciding that it is a
breakdown.

Chapter 8 System Upgrade
This chapter describes procedures to add options and precautions. See also this chapter
when you replace failed components.

Appendix A Specifications
This appendix lists specifications of the product.

Appendix B 1/0O Port Addresses
This appendix lists factory-assigned 1/O port addresses.



Additional symbols

The following symbols are used throughout this User's Guide in addition to the caution symbols
describe at the beginning.

IMPORTANT: Important points or instructions to keep in mind when using the
server or software

CHECK: Something you need to make sure when using the server of
software

TIPS: Helpful information, something useful to know

Accessories

This product is shipped with various accessories. See the attached list to make sure everything is
included and check the individual items. If some component is missing or damaged, contact your
sales agent.

m Keep the accessories in a safe place. You will need them when you perform setup,
addition of options, or replacement of failed components.

m To check NEC EXPRESSBUILDER components, see the attached list.

m Be sure to fill out and mail the software registration card that is attached to your operating
system.

m Make backup copies of included floppy disks, if any. Keep the original disks as the master
disks; use these copies in operation.

m Improper use of an included floppy disk or CD-ROM may alter your system environment.
If you find something unclear, stop using them and contact your sales agent.
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Chapter 1

Precautions for Use

This chapter includes information necessary for proper and safe operation of the server.
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WARNING LABELS

Warning labels are placed in certain parts of the system so that the user stays alert to possible risks

(Do not remove or damage these labels).

If some label is missing, about to peel off, or illegible, contact your sales agent.
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Rack model
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CPU/IO modules

The following shows the place on CPU/IO modules where the label is attached.
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Water-Cooling kit
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PRECAUTIONS FOR SAFETY

This section provides precautions for using the server safely. Read this section carefully to ensure
proper and safe use of the server. For symbol meanings, see "SAFETY INDICATIONS" described
in the previous section.

General

A\ WARNING

N

>

Do not use the equipment in an operation where human lives are involved or
high reliability is required.

This equipment is not intended for use in controlling or use with facilities or
systems where human lives are involved or high reliability is required, including
medical devices or nuclear, aerospace, transportation, and traffic control
facilities. NEC assumes no liability for any accidents or damage to physical
assets resulting from the use of this equipment in such systems or facilities.

Do not continue to use the equipment if you detect smoke, odor, or noise.

If the equipment emits smoke, odor, or noise, immediately flip off the POWER
switch, unplug the cord, and contact your sales agent. There is a risk of a fire.

Do not insert a wire or metal object.

Do not insert a wire or metal objects into a vent or disk drive slot. There is a risk
of an electric shock.

Do not use the equipment in an unsuitable place.

Do not install a server rack in an unsuitable environment.

Other systems also may be affected, and the rack may fall over to cause a fire
or injuries. For details about installation environment and quake-resistant
engineering, see the attached manual or contact your sales agent.

A CAUTION

>

Prevent water or foreign objects from getting into the equipment.

Do not let water or foreign objects (e.g., pins or paper clips) enter the
equipment. There is a risk of a fire, electric shock, and breakdown. When such
things accidentally enter the equipment, immediately turn off the power and
unplug the cord. Contact your sales agent instead of trying to disassemble it
yourself.
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Use of Power Supply and Power Cord

£\ WARNING

ﬁ Do not handle a power plug with a wet hand.

Do not plug/unplug a power cord with a wet hand. There is a risk of an electric
shock.

Do not connect the ground wire to a gas pipe.

%,

Never connect the ground wire to a gas pipe. There is a risk of a gas explosion.

A CAUTION

Do not plug the attached cord in a nonconforming outlet.

Use a wall outlet with specified voltage and power type. There is a risk of a fire
or current leakage.

Avoid installing the equipment where you may need an extension cord. If the
cord that does not meet the power specifications, there is a risk of overheating
that could lead to a fire.

Do not plug too many cords in a single outlet.

If the rated current is exceeded, there is a risk of overheating that could lead to
a fire.

Do not plug the cord insecurely.

Insert the plug firmly into an outlet. There is a risk of heat or fire due to poor
contact. If dust settles on the slots and it absorbs moisture, there is also a risk
of heat or fire.

Do not use nonconforming power cords.

AC cord is to spend the thing of the next specifications.

Maximum 4.5m (14.76 ft) long. Rated minimum 125V, 10A, Type SJT flexible
cord.

You also have to observe the following prohibitions about handling and
connecting interface cables.

Do not pull on the cord.

Do not pinch the cord.

Do not bend the cord.

Keep chemicals away from the cord.

Do not twist the cord.

Do not tread on the cord.

Do not place any object on the cord.

Do not use cords as bundled.

Do not alter, modify, or repair the cord.

Do not staple the cord.

Do not use any damaged cord. (Replace it with a new one of the same
specifications. For replacement procedures, contact your sales agent.)

> B B PP




1-8 Precautions for Use

Installation, Relocation, Storage and Connection

A\ WARNING

<

Disconnect the power cord(s) before installing or removing the equipment.

Be sure to power off the equipment and unplug its power cords from the wall
outlet before installation/relocation. All voltage is removed only when the power
cords are unplugged.

A CAUTION

> B

Do not install or store the equipment in an unsuitable place.

Install or store the equipment in such a place as specified in this User's Guide.
Avoid the following, or there is a risk of a fire.

m a dusty place

® a humid place located near a boiler, etc

m a place exposed to direct sunlight

® an unstable place

Be careful not to hurt your fingers.

Exercise great care not to hurt your fingers on the rail when you
mount/dismount the equipment into/from the rack.

Do not use or store this product in corrosive environment.

Avoid the usage or storage of this product in an environment which may be
exposed to corrosive gases, such as those including but not limited to:

sulfur dioxide, hydrogen sulfide, nitrogen dioxide, chlorine, ammonia and/or
ozone.

Avoid installing this product in a dusty environment or one that may be exposed
to corrosive materials such as sodium chloride and/or sulfur.

Avoid installing this product in an environment which may have excessive metal
flakes or conductive particles in the air.

Such environments may cause corrosion or short circuits within this product,
resulting in not only damage to this product, but may even lead to be a fire
hazard.

If there are any concerns regarding the environment at the planned site of
installation or storage, please contact your sales agent.
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A CAUTION

>

Do not connect any interface cable with the power cord of the server plugged to
a power source.

Make sure to power off the server and unplug the power cord from a power
outlet before installing/removing any optional internal device or
connecting/disconnecting any interface cable to/from the server. If the server is
off-powered but its power cord is plugged to a power source, touching an
internal device, cable, or connector may cause an electric shock or a fire
resulted from a short circuit.

Do not use any non-designated interface cable.

Use only interface cables designated by NEC; identify which component or
connector to attach beforehand. If you use a wrong cable or make a wrong
connection, there is a risk of short-circuit that could lead to a fire.

You also have to observe the following prohibitions about handling and
connecting interface cables:

® Do not use any damaged cable connector.

® Do not step on the cable.

m Do not place any object on the cable.

m Do not use the equipment with loose cable connections.

m Do not use any damaged cable.
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Cleaning and Handling of Internal Devices

£ WARNING

> PO PP

Do not disassemble, repair, or alter the server.

Unless described herein, never attempt to disassemble, repair, or alter the
equipment. There is a risk of an electric shock or fire as well as malfunction.

Do not look into the DVD-ROM drive.

The DVD-ROM drive uses a laser beam. Do not look or insert a mirror inside
while the system is on. A laser beam is invisible; if your eyes get exposed to it,
there is a risk of losing eyesight.

Do not detach a lithium battery yourself.

This equipment has a lithium battery. Do not detach it yourself. If the battery is
exposed to fire or water, it could explode.

When the lithium battery is running down and the equipment doesn’t work
correctly, contact your sales agent instead of disassembling, replacing or
recharging it yourself.

Disconnect the power plug before cleaning the server.

Make sure to power off the server and disconnect the power plug from a power
outlet before cleaning or installing/removing internal optional devices. Touching
any internal device of the server with its power cord connected to a power
source may cause an electric shock even if the server is off-powered.

Disconnect the power plug from the outlet occasionally and clean the plug with
a dry cloth. Heat will be generated if condensation is formed on a dusty plug,
which may cause a fire.

A CAUTION

High temperature

Immediately after powering off the system, system components such as hard
disk may be very hot. Wait for the server to cool down completely before
adding/removing components.

Make sure to complete installation.

Firmly install all power cords, interface cables and/or boards. An incompletely
installed component may cause a contact failure, resulting in fire and/or smoke.
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A CAUTION

Protect the unused connectors with the protective cap.

The unused power cord connectors are covered with the protective cap to
prevent short circuits and electrical hazards. When removing the power cord
connector from the internal devices, attach the protective cap to the connector.
Failure to follow this warning may cause a fire or an electric shock.

>

During Operation

A CAUTION

Do not pull out a device during operation.

Do not pull out or remove a device while it works. There is a risk of malfunction
and injuries.

Do not touch the equipment when it thunders.

a O

Unplug the equipment when it threatens to thunder. If it starts to thunder before
you unplug the equipment, do not touch the equipment and cables. There is a
risk of a fire or electric shock.

Keep animals away.

Animal’s waste or hair may get inside the equipment to cause a fire or electric
shock.

Do not place any object on top of the server.
The object may fall off to cause injuries, damage to hardware and/or a fire.
Do not leave the CD tray ejected.

Dust may get in the equipment to cause malfunction. The ejected tray may also
become a cause of injuries.

Do not use a cellular phone or pager around the equipment.

© B bbbk

Turn off your cellular phone or pager when you use the equipment. Their radio
waves may cause the equipment to malfunction.
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Rack-mount Model

A CAUTION

N

> 0 0o 0o © 0

Do not install the equipment on a nonconforming rack.

Install the equipment on a 19-inch rack conforming to the EIA standard. Do not
use the equipment without a rack or install it on a nonconforming rack. The
equipment may not function properly, and there is a risk of damage to physical
assets or injuries. For suitable racks, contact your sales agent.

Do not attempt to install the server yourself.

To avoid a risk of injuries, users should not attempt to install the equipment into
a rack. Installation should be performed by trained maintenance personnel.

< For Maintenance Personnel Only >
Do not install the equipment in such a manner that its weight is imposed on a
single place.

To distribute the weight, attach stabilizers or install two or more racks. It may
fall down to cause injuries.

Do not assemble parts alone.

It takes at least two people to mount doors and trays to a rack. You may drop
some parts to cause a breakage or injuries.

Do not pull a device out of the rack if it is unstable.

Before pulling out a device, make sure that the rack is fixed (by stabilizers or
gquake-resistant engineering).

Do not leave two or more devices pulled out from the rack.

If you pull out two or more devices the rack may fall down. You can only pull out
one device at a time.

Do not install excessive wiring.

To prevent burns, fires, and damage to the equipment, make sure that the rated
load of the power branch circuit is not exceeded. For more information on
installation and wiring of power-related facilities, contact your electrician or local
power company.
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For Proper Operation

Observe the following instructions for successful operation of the server. Failure to observe them
could lead to malfunction or breakdown.

Perform installation in a place where the system can operate correctly. For details, see the
separate volume “User’s Guide (Setup).”

Before turning off the power or ejecting a disk, make sure that the access LED is off.
When you have just turned off the power, wait at least 30 seconds before turning it on again.

Once you have turned on the server, do not turn it off until the "NEC" logo appears on the
screen.

Plug the attached cord in the outlet whose AC input voltage is 100V.
After plugging in the power cord, do not turn on the power of the equipment for 30 seconds.
Before you move the equipment, turn off the power and unplug the cord.

This server shall not assure reproduction of copy-protect CDs using reproduction equipment
if such disks do not comply with CD standards.

Clean the equipment regularly. (For procedures, see Chapter 6.) Regular cleaning is effective
in preventing various types of trouble.

Lightning may cause voltage sag. As a preventive measure, it is recommended to use UPS
(uninterruptible power supply).

This equipment does not support the connection through an UPS serial port (RS-232C) or the
control using PowerChutePlus.

Check and adjust the system clock before operation in the following conditions:

- After transporting the equipment

- After storing the equipment

- After the equipment halt under the conditions which is out of the guranteed

environment conditions (Temperature: 10 to 35°C, Humidity: 20 to 80%).

Check the system clock once in a month. It is recommended to operate the system clock
using a time server (NTP server) if it is installed on the system which requires high level of
time accuracy. If the system clock goes out of alignment remarkably as time goes by, though
the system clock adjustment is performed, contact your sales agent.

When you store the equipment, keep it under storage environment conditions (Temperature:
-10 to 55°C, Humidity: 20 to 80%, non-condensing).

If NEC Express5800/ft series, the built-in optional devices, and the media set for the backup
devices (tape cartridges) are moved from a cold place to a warm place in a short time,
condensation will occur and cause malfunctions and breakdown when these are used in such
state. In order to protect important stored data and assets, make sure to wait for a sufficient
period of time to use the server or components in the operating environment.

Reference: Length of the time effective at avoiding condensation in winter (more than 10°C
differences between room temperature and atmospheric temperature)
Disk devices: Approximately 2-3 hours
Tape media: Approximately 1 day
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Make sure that the optional devices are attachable and connectable to the equipment. There is
a risk of malfunctions that could lead to a breakdown of the equipment even if you could
attach and connect.

Make sure that your options are compatible with the system. If you attach any incompatible
option, there is a risk of malfunction that could lead to a breakdown.

It is recommended to use NEC's genuine option products. Some competitors’ products are
compatible with this server. However, servicing for trouble or damage resulting from such a
product will be charged even within the warranty period.
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DISPOSAL OF EQUIPMENT AND CONSUMABLES

m  When you dispose of the main unit, hard disk drives, floppy disks, CD-ROMs, optional
boards, etc., you need to observe your local disposal rules. Dispose the attached power cable
along with the equipment to avoid being used with other equipment.

For details, ask your municipal office.

IMPORTANT:

For disposal (or replacement) of batteries on the motherboard, consult with your sales
agent.

If data remains on the hard disk, backup data cartridges, floppy disks, or other writable
media (such as CD-R and CD-RW), it could be restored and reused by outsiders. The
customer is responsible for wiping out such data before disposal. You need to exercise
sufficient care to protect privacy and confidential information.

m  Some of the system components have limited lifetime (e.g., cooling fans, built-in batteries,
built-in DVD-ROM drive, floppy disk drive and mouse). For stable operation, it is
recommended to replace them regularly. For lifetime of individual components and replacing

procedures, ask your sales agent.
A\ WARNING

ﬁ Do not detach a lithium battery yourself.

This equipment has a lithium battery. Do not detach it yourself. If the battery is
exposed to fire or water, it could explode.

RISK OF EXPLOSION IF BATTERY IS REPLACED WITH INCORRECT TYPE.
DISPOSE OF USED BATTERIES ACCORDING TO THE INSTRUCTIONS.
When the lithium battery is running down and the equipment doesn’t work
correctly, contact your sales agent instead of disassembling, replacing or
recharging it yourself.




Precautions for Use 1-23

IF SYSTEM TROUBLE IS SUSPECTED

Before sending the equipment for repair, try the following:

1.
2.

4.

Check if its power cord and connection cables are attached correctly.

See “Error Messages” in Chapter 7 to check if there is a relevant symptom. If yes, take
measures as instructed.

Certain software programs are required for operation of NEC Express5800/ft series.
Check if these programs are properly installed.

Use a commercially available anti-virus program to check the server.

If the problem isn’t solved by the above actions, stop using the server and consult with your sales
agent. In this case, check LED indications of the server and alarm indications on the display, which
will serve as helpful information at the time of repair.

ABOUT REPAIR PARTS

The minimum duration of holding repair parts of this equipment may be different for each country,
so contact the NEC sales representatives.
If the period is not specified, the repair parts are kept for 5 years after discontinuance of the product.

ABOUT OUR WEB SERVICE

Information on NEC Express5800/ft series including modification modules is also available on our
web site, NEC Express5800 Web Site Asia Pacific, at
http://www.nec.co.jp/express/index.html
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Advice for Your Health

Prolonged use of a computer may affect your health. Keep in mind the
following to reduce stresses on your body:

Sitin a good posture

Sit on your chair with your back straight. If the desk height is appropriate,
you will slightly look down at the screen and your forearms will be parallel to
the floor. This “good” work posture can minimize muscle tension caused by
sedentary work.

If you sit in a “bad” posture—for example, sit round-shouldered or with you
face too close to the display—you may easily suffer fatigue or have your
eyesight affected.

Adjust the installation angle of Display

Most types of displays allow you to adjust the angle vertically and

horizontally. This adjustment is very important to prevent the reflection of —
light as well as to make the screen more comfortable to see. Without this O
adjustment, it is difficult to maintain a “good” work posture and may get tired

soon. Be sure to adjust the angle before using the display.

Adjust Brightness and Contrast

Displays allow you to adjust brightness and contrast. Optimum brightness
and contrast vary depending on the individual, age, brightness of the room,
etc; you need to make an adjustment accordingly. If the screen is too bright
or too dark, it is bad for your eyes.

Adjust the installation angle of Keyboard

Some types of keyboards allow you to adjust the angle. If you adjust the
angle to make the keyboard more comfortable to use, you can greatly
reduce stresses on your shoulders, arms, and fingers.

Clean the Equipment

Cleanliness of the equipment is very important not only for reasons of
appearance but also from the viewpoints of function and safety. Especially,
you need to regularly clean the display, which gets unclear due to the
accumulation of dirt.

Take a break when you get tired
If you feel tired, you are recommended to refresh yourself by taking a short
break or doing a light exercise.
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Chapter 2

General Description

This chapter describes what you need to know to use the NEC Express5800/ft series. Refer to this
chapter when you want to know about certain components and how to operate them.



2-2 General Description

STANDARD FEATURES

High performance
® Dual-Core Intel® Xeon™ Processor
(320Fb-L, 320Fb-LR: 1.60GHz
320Fb-M, 320Fb-MR: 2.40GHz)
B High-speed Ethernet interface

(1000Mbps/100Mbps/10Mbps supported)

B High-speed disk access (Ultra320 SCSI)

Expandability
®  Three slots (low profile) of PCI bus
(100MHz)
B Large memory of up to 6 GB (320Fb-L,
320Fb-LR)

B Large memory of up to 12 GB (320Fb-M,

320Fb-MR)

Remote power-on feature

USB interface

Backup device bays as standard
equipment (320Fb-M, 320Fb-L)

High-reliability

®  Memory monitoring feature (1-bit error
correction/ 2-bit error detection)
Bus parity error detection
Temperature monitoring
Error notification
Built-in fan monitoring feature
Internal voltage monitoring feature
BIOS password feature
Security feature (security lock for front
bezel)

Management Utilities

® NEC ESMPRO
B NEC DianaScope

Ready-to-use

B Quick cableless connection: hard disk,
CPU/IO module, POWER

Fault-tolerant Feature

B Redundant modules achieved within a
system

B Higher hardware availability by isolation
of failed module

Various Features
B Graphic accelerator " ES1000" supported
m El Torito Bootable CD-ROM (no
emulation mode) format supported
B POWER switch mask
B Remote power-on feature
B AC-LINK feature

Self-diagnosis
B Power On Self-Test (POST)
B Test and Diagnosis (T&D) Utility

Maintainability
m Off-line Maintenance Utility

Easy and Fine Setup
B NEC EXPRESSBUILDER (system setup
utility)
B SETUP (BIOS setup utility)
B SCSiSelect (SCSI device utility)
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The NEC Express5800/ft series achieves fault-tolerant high-availability in a space-saving form
factor by incorporating redundant hardware module pairs in a single chassis. These modules work in
synchronous tight lockstep while constantly making comparisons with each other and detecting
anomalous diversions in operation.

/0l Module #1

k-

Goot SOmmap g .

Windows software programs

i : New fault-tolerant technology 1 Standard product

Even if one hardware module stops, the server can continue operation with the other module. After the failed
module is replaced, the new module will obtain information from the other and resume operation.

NEC Express5800/ft series is a highly fault-tolerant Windows server that achieves continuous
computing operations, data storage mirror, and continuous network connection. It allows you to run
Windows Server 2003-based applications.

NEC Express5800/ft series achieves continuous computing operations for the Windows server and
server-based applications with its redundant CPU processing and redundant memory. It assures data
redundancy through duplication of server data on an independent storage system. These features
eliminate server downtime that is usually caused by network disconnection or trouble with the I/O
controller, Ethernet adapter or disk drive, and support operation of the network and server
applications continuously. While being transparent to application software, NEC Express5800/ft
series achieves high fault-tolerance.

NEC Express5800/ft series detects status changes, errors and other events and notifies the Windows
Event Log of these events. If you use an alarm notification tool, you can configure NEC
Express5800/ft series to notify you when certain events occur.

NEC ESMPRO is installed on the system as a server management solution. NEC ESMPRO, a
GUI-based management tool, allows you to monitor, view, and configure NEC Express5800/ft
series. This tool also supports both local and remote management of NEC Express5800/ft series.
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NEC Express5800/ft series mainly provides the following advantages:

Highly fault-tolerant processing and 1/O subsystems

NEC Express5800/ft series use redundant hardware and software to assure server
operation even if one module suffers trouble with its processor, memory, 1/O (including
trouble related to the 1/O controller), disk drive, or Ethernet adapter.

Continuous network connection

NEC Express5800/ft series maintains continuous network connection by detecting any
trouble with the network adapter, connection, etc. If trouble occurs, the standby network
connection will take over all network traffic processing and thus securely maintain the
network system connection of NEC Express5800/ft series without losing network traffic
or client connection.

Support of multiple network connections

Since NEC Express5800/ft series can support multiple Ethernet connections, you can add
network redundant control or network traffic control.

Industry standard hardware platform
NEC Express5800/ft series uses 1A (Intel Architecture)-based system hardware.
No need to modify applications

You can run Windows Server 2003-compliant applications on NEC Express5800/ft series.
Thus, unlike other highly fault-tolerant products, special API or scripts are not necessary.

Automatic mirroring
NEC Express5800/ft series automatically maintains data as the current data.
Automatic detection and notification of faults

NEC Express5800/ft series detects and sorts out all events such as general status changes
and faults, and notifies Windows Event Log of these events.

Transparent migration

NEC Express5800/ft series constantly monitors events. If trouble occurs on NEC
Express5800/ft series’ server module, it will transparently use a redundant module of the
failed module. This feature maintains data and user access without losing application
service.

Automatic reconfiguration

When the failed module restarts after the trouble is corrected, NEC Express5800/ft series
will perform reconfiguration automatically, and if necessary, resynchronize the affected
modules. Reconfiguration can include CPU processing (e.g., CPU memory), server's
operating system (and related applications), and system data stored on the hard disks. In
most cases, NEC Express5800/ft series automatically restores redundancy of the server
modules after recovery.
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Local and remote management

NEC Express5800/ft series uses NEC ESMPRO as a server management tool. This tool
uses a GUI that enables monitoring and setting of NEC Express5800/ft series. NEC
ESMPRO can be used both locally and remotely on work station PCs or server PCs.

Event notification function

When trouble or other events are detected on NEC Express5800/ft series, they will be
notified to Windows Event Log and saved. Therefore, you can view the log items locally
or remotely by a usual Windows procedure. Since an NEC Express5800/ft series events
use unique IDs, they are easy to distinguish.

In-service repairing
You can repair or replace a failed module even if NEC Express5800/ft series is operating.
Partition structure

On this product, the first logical drive will be in the following state when the setup by
NEC EXPRESSBUILDER is complete:

NN

\Free area (*)

Partition for operating system (*)
* The size varies depending on the specification at setup.

CHECK:

The partition for operating system is not mirrored at the time of NEC
EXPRESSBUILDER setup completion. Mirror the partition separately.

Windows OS and media

The Windows OS media used on NEC Express5800/ft series are not specifically processed
for it. The standard operating methods of Windows are same as general.
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HOW THE OPERATING SYSTEM SEES THE CPU MODULES

On NEC Express5800/ft series, the CPU modules are redundantly configured and all processors
installed on this server are shown.

How CPU modules appear on Device Manager

As shown below, logical CPUs are displayed as many as there are. For multi-processor, the number

of displayed CPUs is the number of physical processors on one CPU/IO module multiplied by the
number of cores per processor.

Ll Device Manager N = |

L, Device Manager 1Ol x|

File  Action Yiew Help File Action Yiew Help

o mis2 |
)

=~ | m|&=2a
=5

"§ Computer

g Disk drives
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-, DVDCD-ROM drives

: {5 Human Interface Devices

Keyboards

Mice and other pointing devices

Monitors

E@ Metwork adapters

ﬂ Processors

-8 InteliR) Xeon(R) CPU S110 @ 1.60GHz
-4 InteliR) xeon(R) CPU 5110 @ 1.60GHz
Cé 5CSI and RAID controllers

@), sound, video and game controllers

g Storage volumes

System devices
Universal Serial Bus controllers

- J Computer

[#]-+g Disk drives

(1@ Display adapters

[#-L2 DYDJCD-ROM drives
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[

[

[*
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¥l-Zzm Keyboards

/-7 Mice and other pointing devices

]}) Moritars

|- B8 Metwork adapters

1% Processors

588 Intel(R) ¥eon(R) CPU 5110 @ 1.60GHz
# Intel(R) Reon(R) CPU 5110 @ 1.60GHz
B Intel(R) eon(R) CPU 5110 @ 1.60GHz
8 Intel(R) Zeon(R) CPU 5110 @ 1.60GHz
-4z 5CSI and RAID controllers

+-®), Sound, vidso and game controllers

|- Shorage volumes

) System devices
) é Lliiversa\ Serial Bus controllers

‘ ‘ | | |
System with one CPU (Dual-Core) System with two CPUs (Dual-Core)
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How CPU modules appear on Task Manager

As with Device Manager, logical CPUs are displayed as many as there are.

& windows Task Manager =131x| £ windows Task Manager I [=[ o3
File Options Miew Help Flle Options Yiew Help
Applications I Processe: I Metwaorking | Users | Applications | Processes i‘ﬁé‘r‘f‘o‘ﬁ'ﬁ.‘a‘h&gél Nebworking | Users |
rCPUUsage — | [CPUUsageHistory —————— | —CPUUsage—— [~ CPU Usage History ———————————————————
PF Usage Page File Usage History ———————— | rPFUsage— ] [ PageFile Usage History ——————————
rTotals—————— [ Physical Memory (K) [ Totals | [ Physical Memory (K}
Handles 8679 Tokal 2616765 Handles 6303 Tatal 2092480
Threads 568 Avallable 2294060 Threads 443 Available 1822904
Processes 50 System Cache 123104 Processes 4 System Cache 93696
Commit Charge (K)——— | [KemelMemory (K Commit Charge (K)———— [~ Kernel Memary (k)
Tokal 192504 Tokal 55860 Total 140660 Tatal 42368
Limnit 6393340 Paged 32256 Lirnit 4042236 Paged 26534
Peak 203408 Monpaged 23604 Peak 151792 Monpaged 15584
|Pru:esses: 50 ‘CPU Usage: 2% |C0mm\t Charge: 168M [ 6243M ) ‘Pmcesses: 34 |CPLI Usage: 1% ‘Cnmmit Charge: 137M [ 3947M 2

Displaying the processor frequency

Although an actual CPU clock speed is 2.4 GHz, it may be displayed as 3GHz on the Computer
Manager of Windows OS.

You can confirm the proper core clock speed with general tab on the system property dialog box.
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NAMES AND FUNCTIONS OF COMPONENTS

Names and functions of components are shown below:

M

O]

©)

(4)

Tower model

O]

©)

Rack-mount model

Front door

The cover to protect devices in the front
in daily operations: this cover can be
locked by the security key shipped
together.

LEDs
For more information, see the description
on the front view (page 2-9).

Key slot
The slot you insert the security key to
unlock the front door.

Drive cover
The cover to be detached when removing
the backup device bay.

Front bezel

The cover to protect devices in the
front: this cover can be locked by the
security key shipped together.

LEDs

For more information, see the
description on the front view (page
2-13).

Key slot
The slot you insert the security key to
unlock the front bezel.
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Front View (inside)

The following illustrations show components in the front of the tower model and the rack model.
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(1)

()

3)

(4)

()

(6)

(")

(8)

©)

(10)

POWER LED (green)
This LED illuminates when the power supply is switched on (see page 2-25).
DISK ACCESS LED (green/amber)

This LED illuminates in green when the internal hard disk drives are accessed. If any internal
hard disk drive is failing, the LED illuminates in amber (see page 2-25).

FT status LED (green/amber)

This LED indicates the status of the server (see page 2-25).
In the Duplex mode, the LED illuminates in green.

In the Simplex mode, the LED does not illuminate.

If either of the CPU/IO modules fails, the LED illuminates in amber. While memory dump is
being performed, this LED blinks in amber.

CPU/10 module #1 status LED

This LED indicates the status of the CPU/IO module #1 (see page 2-26). When the module is
running successfully, the LED illuminates in green. If the module has a problem, the LED
blinks in green, illuminates in amber, or blinks in amber.

CPU/10 module #0 status LED

This LED indicates the status of the CPU/IO module #0 (see page 2-26). When the module is
running successfully, the LED illuminates in green. If the module has a problem, the LED
blinks in green, illuminates in amber, or blinks in amber.

UID LED (blue)
This LED blinks by a command from software.
POWER switch

This switch is used to power on/off the server. The POWER LED illuminates and the server
is powered on when this switch is pressed once (see page 2-32). The power supply is turned
off when the switch is pressed once again (see page 2-33). Pressing this button for 4 or more
seconds shuts down the server forcefully (see page 4-37).

TIPS:
Press the POWER switch with a finger.

DUMP (NMI) switch

This switch is used to perform memory dump.

USB1 connector

This connector is used for connecting devices supporting the USB1.1 interface.
Hard disk drive bays

These bays are used to install hard disk drives (see page 8-6).

The numbers following “-” represent SCSI IDs.
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(11)

(12)

(13)

(14)

(15)

(16)

7)

(18)

(19)

(20)

(21)

(22)

(23)

(24)

(25)

DVD-ROM drive
This device is used to read data from CD-ROMs.
CPU/10 module #0

This is a module with a set of CPU (processor), memory (DIMM), PCI board, and cooling
fan unit (see page 2-21).

CPU/10 module #1

This is a module with a set of CPU (processor), memory (DIMM), PCI board and cooling fan
(see page 2-21).

Module POWER switch

This switch is used to control power supply to a module. The switch is pressed when
removing a failed module.

Module POWER LED

See page 2-27.

Module FAULT LED

See page 2-27.

Processor error LED

See page 2-27.

1/O error LED

See page 2-27.

Memory group 3 error LED
See page 2-28.

Fan 2 error LED

See page 2-28.

Fan 1 error LED

See page 2-28.

Memory group 2 error LED
See page 2-28.

Voltage error LED

See page 2-28.

Memory group 1 error LED
See page 2-28.

HCS2 error LED

See page 2-28.
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(26)

(27)

(28)

(29)

Power supply unit error LED

See page 2-28.

HCS1 error LED

See page 2-28.

Heat warning LED

See page 2-28.

Backup device bays

These bays are used to install optional drives such as DAT or AIT drives.
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(1)

()

3)

(4)

()

(6)

(")

(8)

©)

(10)

POWER LED (green)
This LED illuminates when the power supply is switched on (see page 2-25).
DISK ACCESS LED (green/amber)

This LED illuminates in green when the internal hard disk drives are accessed. If any internal
hard disk drive is failing, the LED illuminates in amber (see page 2-25).

FT status LED (green/amber)

This LED indicates the status of the server (see page 2-25).
In the Duplex mode, the LED illuminates in green.

In the Simplex mode, the LED does not illuminate.

If either of the CPU/IO modules fails, the LED illuminates in amber. While memory dump is
being performed, this LED blinks in amber.

CPU/10 module #1 status LED

This LED indicates the status of the CPU/IO module #1 (see page 2-26). When the module is
running successfully, the LED illuminates in green. If the module has a problem, the LED
blinks in green, illuminates in amber, or blinks in amber.

CPU/10 module #0 status LED

This LED indicates the status of the CPU/IO module #0 (see page 2-26). When the module is
running successfully, the LED illuminates in green. If the module has a problem, the LED
blinks in green, illuminates in amber, or blinks in amber.

UID LED (blue)
This LED blinks by a command from software.
POWER switch

This switch is used to power on/off the server. The POWER LED illuminates and the server
is powered on when this switch is pressed once (see page 2-32). The power supply is turned
off when the switch is pressed once again (see page 2-33). Pressing this button for 4 or more
seconds shuts down the server forcefully (see page 4-37).

TIPS:
Press the POWER switch with a finger.

DUMP (NMI) switch

This switch is used to perform memory dump.

USB1 connector

This connector is used for connecting devices supporting the USB1.1 interface.
Hard disk drive bays

These bays are used to install hard disk drives (see page 8-6).

The numbers following “-” represent SCSI IDs.
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(11)

(12)

(13)

(14)

(15)

(16)

7)

(18)

(19)

(20)

(21)

(22)

(23)

(24)

(25)

DVD-ROM drive
This device is used to read data from CD-ROMs.
CPU/10 module #0

This is a module with a set of CPU (processor), memory (DIMM), PCI board, and cooling
fan unit (see page 2-26).

CPU/10 module #1

This is a module with a set of CPU (processor), memory (DIMM), PCI board and cooling fan
(see page 2-26).

Module POWER switch

This switch is used to control power supply to a module. The switch is pressed when
removing a failed module.

Module POWER LED

See page 2-27.

Module FAULT LED

See page 2-27.

Processor error LED

See page 2-27.

1/O error LED

See page 2-27.

Memory group 3 error LED
See page 2-28.

Fan 2 error LED

See page 2-28.

Fan 1 error LED

See page 2-28.

Memory group 2 error LED
See page 2-28.

Voltage error LED

See page 2-28.

Memory group 1 error LED
See page 2-28.

HCS2 error LED

See page 2-28.
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General Description

(26)

(27)

(28)

Power supply unit error LED
See page 2-28.

HCS1 error LED

See page 2-28.

Heat warning LED

See page 2-28.
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DVD-ROM Drive

(1) Status LED

An LED that stays on while the loaded CD-ROM is accessed.
(2) CD tray eject button

A button for ejecting the CD tray.
(3) Manual release hole

When the eject button does not work, insert a metal pin into this hole to forcefully eject the
CD tray.
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Rear View
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1)

)
©)

(4)

()

(6)

O

(8)

©)

(10)

(11)

(12)

(13)

Power supply units

Power supply units supply DC power to the server.

Cooling fan unit 2

Lock springs

A lock spring prevents a power supply cord from disconnected from this device.
AC inlets

A power cord is connected to this socket.

Power supply unit LEDs

A power supply unit LED blinks in green when AC power is supplied via a power cord.
When the server is powered on, the LED illuminates in green (see page 2-29).

Cooling fan LEDs

A cooling fan LED illuminates in green while a cooling fan unit is working normally. If the
fan unit has a problem, the LED illuminates in amber (see page 2-29).

USB connectors

From left to right, USB2 and USB3. The connectors are used for connecting devices
supporting the USBL1.1 interface.

Monitor connector
This connector is used to connect a display device.
Management LAN port

This is a LAN port dedicated to management and can be used when a ft remote management
card is installed. The port is used when the remote management function or NEC DianaScope
is used.

IMPORTANT:

The speed and duplex settings of the management LAN port are fixed to the auto negotiation
mode, and the settings cannot be changed manually.

Set the link partner side (switch and hub) to the auto negotiation mode, too.

LAN connector 1

This connector is used to connect to a network.

LAN connector 2

This connector is used to connect to a network.

LINK/ACT LEDs

A LINK/ACT LED indicates the LAN access status (see page 2-29).
Speed LEDs

A speed LED indicates the transfer speed of the LAN (see page 2-29).
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(14)

(15)

(16)

(17)

PCI-X slot #1
64 bit 100MHz 3.3V PCI-X. A PCI board of low-profile type is attached to this slot.
PCI-X slot #2
64 bit 100MHz 3.3V PCI-X. A PCI board of low-profile type is attached to this slot.

PCI-X slot #3
64 bit 100MHz 3.3V PCI-X. A PCI board of low-profile type is attached to this slot.
SCSI connector

This connector is used to connect the internal backup device (optional) and N8803-032 SCSI
board (only for tower model).
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CPU/IO Module

1)
2)
3)
4)

Water-cooling model:

1)
2
®3)
(4)
()

(6)
(7

Module handle
Cooling fan unit
PClI slot

DIMM

For more information on
slot numbers, see the figure @
on next page.

CPU/10 module (320Fb-L/320Fb-LR model)

Module handle
Cooling fan unit
Water-cooling kit
PClI slot

DIMM

For more information on slot
numbers, see the figure on
next page.

Memory Duct

ft Remote Management Card

CPU/IO module
(320Fb-M/320Fb-MR model)
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(1)

(@)

)
(4)
(5)
(6)
(7)
(8)

©)
(10)
(11)

N\
7 @

(2-3 (2-2 42- 1 an n;_@)
CPU/10 module board

DIMM slots
(1)-1 DIMM slot Al
(1)-2 DIMM slot B1
(1)-3 DIMM slot A2
(1)-4 DIMM slot B2
(1)-5 DIMM slot A3
(1)-6 DIMM slot B3
HCS-A connector
A water cooling kit installed for the CPU#1 is attached to this connector.
Fan connector
Processor #1 socket (CPU#1)
Processor #2 socket (CPU#2)
Fan connector
LED board connector
HCS-B connector
A water cooling kit installed for the CPU#2 is attached to this connector.
Lithium battery
Jumper switch for BMC configuration

Jumper switch for CMOS/password clearing
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(12)

(13)
(14)
(15)

PCI board slot

(12)-1 PCl board slot 1
(12)-2 PCI board slot 2
(12)-3 PCI board slot 3
LAN2 connector

LAN1 connector

ft remote management card connector
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ft Remote Management Card

YET o6
d/ 7—\” I-ﬂjll (LECCPEELTEE IIII u

(1) Edge connecting to a server
This edge of the card connects to the connector for this card in this device.

IMPORTANT:

Attaching this card to a slot or device other than those specified may cause problems. Do
not attach this card to any non-specified slot or device.

(2) Management LAN port
This port supporting 100Mbps/10Mbps is used to connect to a network. You cannot use this
port to connect to a telephone line directly. This port is also used for management by NEC
DianaScope, the management software shipped with the server.

B LINK/ACT LED
This LED indicates the network port status. When power is supplied to this card and a
connected device such as a hub and they are connected properly, the LED illuminates in
green (LINK). When the network port is sending/receiving data successfully the LED
blinks in green (ACT).

B Speed LED
This LED indicates the network interface on which network port’s communication
mode is running. When the LED illuminates in amber, it indicates the network interface
is working on 100Mbps. If the LED does not illuminate, it indicates the network
interface is working on 10Mbps.

IMPORTANT:

The speed and duplex settings of the management LAN port are fixed to the auto
negotiation mode, and the settings cannot be changed manually.

Set the link partner side (switch and hub) to the auto negotiation mode, too.

(3) MAC address
The label containing MAC address information is attached on the other side of this card. You
can also check the MAC address on the BIOS setup screen on the server.
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LEDs

This section describes indications and meanings of the LEDs on NEC Express5800/ft series.

See “NAMES AND FUNCTIONS OF COMPONENTS” (pages 2-8 through 2-20) for the locations
of each LED.

POWER LED

This LED illuminates in green while the server is powered on. When power is off, this LED does
not illuminate. The LED also illuminates in green when one of CPU/IO modules is powered on.

DISK ACCESS LED

This LED indicates the status of hard disk drives loaded on 3.5-inch disk bays. Whenever the hard
disk drives are accessed, the LED blinks in green.

When this LED illuminates in amber, it indicates a hard disk drive has a problem. You can see the
status of the failed hard disk drive by checking the LED of each hard disk drive.

If this LED is blinking in amber, it indicates volumes in hard disk drives are not mirrored. See
“DISK OPERATIONS” (page 3-2) to configure mirror volumes.

CHECK:
Mirroring of disk volume in a high load system state

1) Disk access LED may keep blinking after the mirroring of disk volume has been
completed.

2) The SCSI Slot status of data viewer in ESMPRO/Server manager or server
maintenance utility may stay on [syncing] after the mirroring of disk volume has
been completed.

->Reboot the following service, in case LED is still blinking even though the
system operates under low load more than 5 minutes.

HAS Volume monitoring Service

Note: This service monitors the mirror status of disk volume, controls the disk access
LED, and outputs the event of status change. Even if you stop this service, it will not
affect duplex system.

FT Status LED

The LED stays green while the server is running normally in DUPLEX mode. If this LED does not
illuminate or illuminates/blinks in amber, there is something wrong with the server.

The table below shows indications of the FT Status LED and their meanings.
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FT status LED

i Description Action
indications
Green The device is running
successfully in the Duplex -
mode.
Not on Power is off. -
Performing POST. Wait for a while; it will illuminate in green and the
mode will become Duplex shortly after POST.
The device is running in The LED indicates only one of modules is
the Sipmlex mode. running. If this status is observed right after the
system startup or activation of a module that has
been stopped, wait for a while. The status will
change to the Duplex mode with the LED lit in
green.
If the LED does not illuminate in green after a few
minutes, a device (LAN, FC-connected storage,
or internal disk) that should be redundant may not
be attached properly. Check to see devices to
make sure they achieve redundancy.
Amber One of the CPU/IO Check the CPU/IO module status LEDs to find the
modules has a problem. failing module, and then report your sales agent
which LED of the failing module is blinking.
Blinking in Memory dump is being Wait for memory dump to be completed.
amber performed.

CPU/IO Module # 0 Status LED

CPU/IO Module # 1 Status LED

These LEDs illuminate in green when this device is running successfully. If a LED is off, blinks in
green, or illuminates/blinks in amber, the device has a problem.
The table below shows indications of CPU/IO module status LEDs, their meanings, and actions to

be taken.

CPU/IO status
LED indications

Description

Action

Green

The CPU/IO module is
running successfully.

Blinking in green

A number of errors that
can be fixed by memory
are occurring.

Although you can continue using the server, it is
recommended to contact your service agent.

The CPU/IO module
handle is not firmly fixed.

Check to see the CPU/IO module is firmly
loaded and then fasten the screws of the handle
to fix the handle.

Not on

Power supply is off.

POST is running.

Wait for a while; the LED will illuminate in green
and the mode will become Duplex shortly after
POST.

A fatal hardware error has
occurred.

Contact your sales agent.
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CPU/IO status

LED indications Description

Action

One of the CPU/IO
modules has a problem.

Amber

Check the CPU/IO module status LEDs to find
the failing module, and then report your sales
agent which LED of the failing module is
blinking.

Detected a fatal
temperature error.

Check if dust is accumulated on internal fans
and confirm that the fan cables are connected
firmly. If the LED indication does not change,
contact your sales agent.

Detected a fatal voltage
error.

Contact your sales agent.

Power supply has a
problem.

Contact your sales agent.

Amber (blinking) Detected a temperature

error to be warned.

Check if dust is accumulated on internal fans

and confirm that the fan cables are connected
firmly. If the LED indication does not change,

contact your sales agent.

Detected a voltage error
to be warned.

Contact your sales agent.

Detected a fan alarm.

Check if dust is accumulated on internal fans,
and confirm that the fan cables are connected
firmly. If the LED indication does not change,
contact your sales agent.

UID LED

This LED blinks in blue by NEC ESMPRO Manager, NEC DianaScope or remote management of
WEB server functions to identify the targeted device for maintenance. Use this LED when you have

two or more of this device model on a single rack.

When you are finished with maintenance, switch off the UID LED.

Module POWER LED

This LED illuminates in green while the CPU/IO module is powered on. When the CPU/IO module

is not powered on, this LED is off.

When the LED is illuminating, you cannot remove the module.

Module FAULT LED

This LED illuminates in amber when the CPU/IO module has a problem.

Processor Error LED

This LED illuminates in amber when the processor of the CPU/IO module has a problem.

I1/0O Unit Error LED

This LED illuminates in amber when the 1/0 of the CPU/IO module has a problem.
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Memory Group 1 Error LED

This LED illuminates in amber when the memory group 1 (Al and B1 DIMM slots) of the CPU/1O
module has a problem.

Memory Group 2 Error LED

This LED illuminates in amber when the memory group 2 (A2 and B2 DIMM slots) of the CPU/IO
module has a problem.

Memory Group 3 Error LED

This LED illuminates in amber when the memory group 3 (A3 and B3 DIMM slots) of the CPU/IO
module has a problem.

Fan 1 Error LED
This LED illuminates in amber when the cooling fan unit in the CPU/1O module has a problem.
Fan 2 Error LED

This LED illuminates in amber when the cooling fan unit located at the rear of this server has a
problem.

Power Supply Unit Error LED

This LED illuminates in amber when the corresponding power supply unit located at the rear of the
server has a problem.

Voltage Error LED

This LED illuminates in amber when the voltage of the CPU/IO module is not within an appropriate
range.

Heart Warning LED

This LED illuminates in amber when the temperature in the CPU/IO module is not within an
appropriate range.

HCS 1 Error LED
This LED illuminates in amber when the water cooling kit 1 in the CPU/IO module has a problem.
HCS 2 Error LED

This LED illuminates in amber when the water cooling kit 2 in the CPU/IO module has a problem.
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Access LED on the DVD-ROM Drive

This LED illuminates when the installed CD-ROM is being accessed.

Hard Disk Drive LED
Each indication of the DISK LED on a hard disk drive bay has a different meaning.

Blinks in green: the hard disk drive is being accessed.

Illuminates in amber: the hard disk drive has failed.

Illuminates in green and amber in turn; the hard disk drive reconfiguration (rebuild) is ongoing. This
does not indicate the hard disk drive has a problem.

When the rebuilding is completed the LED goes off. If the rebuilding fails, the LED illuminates in
amber.

Blinks in amber: the hard disk drive has a mirror volume for which redundancy is not achieved (i.e.
mirrored configuration is in the degenerated mode).

LAN Connector LED

e LINK/ACT LED

The LINK/ACT LED shows the status of a standard network port. It is green if power is
supplied to the main unit and hub, and they are connected correctly (“LINK”). It blinks green
while the network port sends or receives data (ACT).

When the LED does not illuminate during “LINK,” check the condition and connection of
network cables. If there is nothing wrong with the cables, a defect is suspected in the network
(LAN) controller. In this case, contact your sales agent.

e Speed LED
This LED indicates the network interface of the communication mode used by a network port.

1000BASE-T and 100BASE-TX are the supported LAN port types. When this LED illuminates
in amber, the port is operating on 1000BASE-T. When the LED illuminates in green, the port is
operating on 100BASE-TX.

Power Supply Unit LED

Power supply units located at the rear have power supply unit LEDs. When power is supplied to a
power supply unit by connecting a power cord to the AC inlet of the power supply unit, its LED
blinks in green. When the server is powered on, the LED illuminates in green. If the LED does not
illuminate in green or illuminates/blinks in amber, the power supply unit may be failing. Contact
your service agent and ask for replacement of the power supply unit.

Cooling Fan LED
Cooling fan units located at the rear have cooling fan LEDs. While a cooling fan unit is working

normally, its LED illuminates in green. When the LED illuminates in amber, the fan unit may have
a problem. Contact you service agent and ask for the replacement of the cooling fan unit.
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BASIC OPERATION

This section describes basic operation procedures of NEC Express5800/ft series.

Security lock (front door lock) (for tower model)

The security lock located at the front of this server locks the front door. Open the front door to
power on/off the server, operate the DVD-ROM drive or 5.25-inch device, or install/remove a hard
disk drive on a 3.5-inch disk bay or CPU/IO module.

IMPORTANT:
The security lock can be unlocked only by the security keys shipped together.

Some software programs have commands to eject media on the tray of a DVD-ROM drive or
device installed in a 5.25-inch device bay. Before you run any of these commands, make sure
the front door is open. If you run the command with the front door closed, the media on the
CD-ROM tray or 5.25-inch device bumps against the door and the server can get damaged.

To open the front door, unlock it and then hold the handle located in the right middle of the door
gently and pull it toward you. When you close the front door, it is recommended to lock it for
security reasons.

B8

>

N

Front door locked Front door unlocked
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Installing/removing the front bezel

When you power on/off the server, operate the DVD-ROM drive, or remove/install a hard disk drive
or CPU/IO module, remove the front bezel.

IMPORTANT:

Front bezel cannot be opened without inserting the attached security key into the slot to
release the lock.

1. Insert the security key into the slot and turn it left with a little pressure to release the lock.

2. Hold the right side of the front bezel lightly and pull it toward you.

3. Detach the front bezel from the main unit by sliding it to the left a little to disengage the
tabs from the frame.

To attach the front bezel, engage the tabs on the frame on the left side of the main unit.
After attaching and closing the front bezel, lock it with the key for security.
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Power ON

To power on NEC Express5800/ft series, press the POWER switch located on the right of the front
panel.
Follow the steps below to turn on the power.

1. Power on the display unit and other peripheral devices connected to the server.

CHECK:

If the power cord is connected to a power controller like a UPS, make sure that it is
powered on.

2. Press the power switch located on the right of the front panel.

The POWER LED illuminates in green. After
a while, the "NEC" logo will appear on the _
screen. i POWER LED

IMPORTANT:

m  When you connect a power cord to an AC
inlet, wait ten or more seconds to press the
POWER switch.

m Do not turn off the power before you see
the “NEC” logo and a character below the
logo. It may take one to five minutes for
the logo to appear depending on you server
configuration. POWER Switch

While the "NEC™" logo is displayed on the screen, NEC Express5800/ft series is
performing a power-on self test (POST) to check itself. For details, see "POST Check"
described later in this chapter. Upon the completion of POST, Windows Server 2003 will
start.

CHECK:
If the server finds errors during POST, it will interrupt POST and display the error
message. See Chapter 7.
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Power OFF

Follow the steps below to turn off the power. If NEC Express5800/ft series is plugged to a UPS, see
manuals included with the UPS or the application that controls the UPS.
1. Perform a normal shutdown from Windows Server 2003.

The system will be powered off automatically. (Note: the POWER LED on the primary
side will remain illuminating when AC power is supplied.)

2. Power off all peripheral devices.

POST Check

POST (power-on self test) is a self-test function stored on the motherboard of NEC Express5800/ft
series.

When you power on the server, POST will start automatically to check the motherboard, ECC
memory modules, CPU modules, keyboard, mouse, etc. It also shows startup messages for various

BIOS setup utilities.

According to the factory default settings, the “NEC” logo appears on the display while POST is
being performed. (To view POST’s details, press Esc.)

TIPS:

m  You can view POST details from the beginning without the need to press Esc when the
BIOS menu is displayed: select [System Configuration] - [Advanced], and set [Boot-time
Diagnostic Screen] to "Enabled"” (see Chapter 4).

m You can view the test items and details from a management PC where NEC ESMPRO
Manager or NEC DianScope is installed.

You do not always need to check POST details. You will need to check messages when:
m  You install a new NEC Express5800/ft series.
m  Afailure is suspected.
m  You hear several beeps between the time of the power-on and OS start-up.

m  The display unit shows an error message.
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Flow of POST

This section walks you through how POST is performed.

1.

When you power on the system, one selected CPU/PCI module will start up.
POST will be performed on this selected CPU/PCI module.
Memory check starts.

A message appears at the upper left of the screen to show that the basic and expanded
memories are being counted. The memory check may take a few minutes to complete
depending on the server’s memory size. Likewise, it may take about one minute for the
screen to appear when the server is rebooted.

Note that if you have replaced the PCI module, the server will perform a reset of the MAC
address, then reboot itself before the memory check.

The server starts processor check, 10 check, and initialization.

Several messages appear: they show the ID of the selected CPU/PCI modules, information
on the processor, detection of the keyboard and mouse, etc.

A message appears at the lower left of the screen, prompting for startup of the BIOS setup
utility “SETUP.”

Press <F2> to enter SETUP

You will need to start it when you want to modify the configuration for using the server.
Unless this message appears together with an error message, you do not need to start the
utility to modify the configuration. (If you wait for a few seconds, POST will go on
automatically.)

To start the SETUP utility, press F2 while the above message is displayed. For setting and
parameter functions, see the section of BIOS setup.

When SETUP is completed, the server will reboot itself automatically and perform POST.
A message appears prompting for startup of SCSI BIOS setup utility.

When a built-in SCSI controller is detected, a message will appear prompting for startup
of SCSI BIOS setup utility. (If you wait for a few seconds, POST will go on
automatically.)

If you press Ctrl + N, the SCSI BIOS setup utility will start. For setting and parameter
functions, see “SCSI BIOS (SCSISelect)” (page 4-30).

You will need to use this utility, for example, when you have changed the server’s internal
SCSI device connections. However, you usually do not need to use it.

When SETUP is complete, the server will reboot automatically and perform POST again.

If multiple SCSI controller boards are mounted on the PCI bus, the SCSI BIOS startup
message will appear for these boards in numerical order (PCI #1, PCI #2, PCI #3...).

The screen shows SCSI ID numbers used by the connected SCSI devices.



General Description 2-35

7. Upon completion of POST, the password entry screen appears prior to OS startup.

The password entry screen will appear after the normal termination of POST only if you
have set a password in the BIOS setup utility “SETUP.”

You can enter a password up to three times. If you enter an incorrect password three times,
the startup will be unsuccessful. In this case, turn off the power and then turn it on again
after waiting 30 seconds to boot the server.

IMPORTANT:

Do not set a password before installing the OS.

8. Upon completion of POST, the OS will start up.

Behavior at Occurrence of Error

If POST or OS startup does not finish normally, the server will reboot itself automatically.
At the time of reboot, it will select the other CPU/IO module and run POST or OS startup.

In this manner, the server retries POST or OS startup with different combinations of CPU/IO
modules. If POST does not finish normally with any combinations, the server will stop with the
state of DC OFF or Post end with an error message displayed.

While performing retries, the server displays or registers the error types.

For details of error messages, see Chapter 7 “Troubleshooting.”

POST Error Messages
When the server detects an error during POST, it will notify you of the occurrence in the following
manners:
m  Displays an error message on the display unit.
m  Makes a beeping sound.
These notification methods are described in “POST Error Messages” (Page 7-4).

IMPORTANT:

Before you contact your sales agent, write down the error messages and patterns of the beeping
sound. They will serve as helpful information at the time of maintenance.

CPU/IO Module Status

The CPU/IO module (#0 or #1) started first is managed as primary, and the module started later is
managed as secondary. If one CPU/IO module is disconnected because of the failure and others, the
other module becomes primary.
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The CPU/IO module to be started first is selected depending on the primary/secondary status of
modules when the server was shut down the last time.

The following devices are connected to the primary CPU/IO module by the hardware switch,
although those can be connected to both CPU/IO modules #0 and #1. When one CPU/IO module is
disconnected because of a failure, those are switched to the other module automatically and
continue operating.

m VGA
m  DVD-ROM drive
m  USB device (keyboard, mouse, floppy disk drive)

IMPORTANT:

m If the optional floppy disk drive is connected, the drive letter may change from
Ato B by switching CPU/IO modules.

m  The drive letter of the DVD-ROM drive is allocated again automatically when CPU/IO
modules are switched. The letter which is not used is allocated to the drive in the order of D
to Z. If you want to set the fixed drive letter to the CD-ROM, specify the drive letter which
is not allocated in the order of D to Z after setting the hard disk drive letter.

Floppy Disk Drive (Option)

If you want to use a floppy disk drive with this server, connect N8460-002USB FDD UNIT, which
are available optionally to a USB connector.
This server supports 3.5-inch 2HD (1.44 MB) and 2DD (720KB) floppy disks.

Insert/Remove Floppy Disk
Before inserting a floppy disk into the drive, make sure that NEC Express5800/ft series is on (the
POWER LED illuminates).

Insert a floppy disk into the drive firmly until it snaps in place. The eject button of the drive is then
raised slightly.

CHECK:
m You cannot use 1.2 MB-formatted disks.

m If you insert an unformatted disk, you will see a message that the disk cannot be
read or that needs formatting. To format a floppy disk, see your OS manual.

m If you power on or restart NEC Express5800/ft series with a floppy disk left in the drive, the
server will access the floppy disk to start the system. Unless a system exits on the FD, the
server will be unable to start.

m When using a USB floppy disk drive, the access to the floppy disk is delayed on rare
occasions if the display graphic load is high because a moving picture is being played. In
such a case, retry the operation with the floppy disk inside the floppy disk drive.
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To remove a floppy disk from the drive, press the eject button.

CHECK:

Before removing a floppy disk, make sure that the floppy disk access LED is off. If you eject a
floppy disk while the LED is on, the stored data could be damaged.

Use of Floppy Disk

You may need to store important data on floppy disks. Since the floppy disk is a very delicate
medium, you must handle it with extra care:

Push the floppy disk gently into place.

Attach the label on a proper position.

Do not use a pencil or ballpoint pen to write on the floppy disk.
Do not open the protective shutter.

Do not use the floppy disk in a dusty place.

Do not place anything on the floppy disk.

Do not leave the floppy disk in a place that is subject to direct sunlight or high temperatures
(e.g., near a heater).

Keep away from cigarette smoke.

Do not leave the floppy disk near water or chemicals.
Keep away from magnetic objects.

Do not clip disks. Be careful not to drop.

Store floppy disks in a protective case where they are kept away from magnetic waves or
dust.

To prevent data from being erased accidentally, the e

floppy disk has a write-protect notch. When the disk is i ,‘?:<>>>
write-protected, you can read data, but you cannot write “ij:f” /Lf’?’

the data or format the disk. It is recommendable to *\% :
write-protect floppy disks that contain important data Write Protect % E
except when you write data to the floppy disk. To Switch '
write-protect a 3.5-inch floppy disk, slide the Unreadable  Readable

write-protect notch located on its back.

The floppy disk is a very delicate storage medium. Dust or changes in temperature could
cause data to be lost. Data loss could also be caused by faulty operation and computer
trouble. To avoid such possible data loss, it is recommendable to back up important data
regularly. (Be sure to make back-up copies of the floppy disks that are included with NEC
Express5800/ft series.)



2-38 General Description

DVD-ROM Drive

NEC Express5800/ft series has a DVD-ROM drive on the front panel. It is a device used to read
data from a CD-ROM (compact disc read-only memory). Compared to a floppy disk, a CD-ROM
allows for larger volume and fast data readout.

4\ CAUTION

A Observe the following instructions to use the server safely. There are risks of a
burn, injury, or damage to physical assets. For details, see “PRECAUTIONS
® FOR SAFETY” in Chapter 1.

® Do not leave the CD tray ejected.

Insert/Remove CD-ROM

Follow the steps below to set a CD-ROM.

1. Before you insert a CD-ROM, make sure that the server is powered on. When the server is
powered on, the LED illuminates in green.

2. Press the CD-tray-eject button located in the front of
the DVD-ROM drive. The tray is then ejected.

3. Hold the CD-ROM with its signaling side facing the

tray.
T
4. As shown in the figure on the right, place the CD-ROM ] p = I'ff_j].’;_
on the tray and press lightly on the center to lock. | % [8 1 I'wtﬁf
I =

" |I IIIIII L:ﬁ
= ‘ ‘l | ' |-_P:\_;‘I -
] HERESS

5. Push the front side of the tray gently to the drive-closed 5

position.

IMPORTANT:

If you hear noise while running the DVD-ROM drive,
reset the CD-ROM.
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To remove the CD-ROM, press the CD-tray-eject button as you did
in setting the CD-ROM.

When the access LED illuminates in orange, it indicates the
CD-ROM is being accessed. Make sure the access LED is not
illuminating in orange before you press the CD-tray-eject button.

Press the locking part in the center of the tray and pick the CD-ROM gently. When you have
removed the CD-ROM, push the tray to the drive-closed position.

IMPORTANT:

When you click the “Safely Remove Hardware” icon on the task-tray, device names such as
“USB Mass Storage Device” are displayed. Never attempt to remove devices other than “USB
Floppy drive.” If the removal operation is done, system performance is not guaranteed.

If you did removal operation of these devices by mistake, click “Safely Remove Hardware”
icon again and select “Safely remove AMD PCI to USB Open Host Controller.” The removed
device will be then recognized again.

When you cannot eject a CD-ROM

When you cannot eject the CD-ROM from the server even by pressing the eject button, follow the
steps below to eject it:

1. Press the POWER switch to power off this server (i.e. the POWER/SLEEP LED is off).

2. Use a metal pin of about 1.2 mm in diameter and 100 mm
long (alternatively, you can use a fairly large paper clip after
straightening). Insert it gently into the manual release hole
located at the low front side of the server until the tray is
ejected.

IMPORTANT:

m Do not use a toothpick, plastic pin, or other breakable
objects.

Ix u:F Jk;

m |f you cannot eject the CD-ROM by following the steps above, contact your sales agent.

3. Hold the tray and pull it out.

Take out the CD-ROM.
Push the tray back.
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Handling CD-ROMs
Observe the following when you use a CD-ROM on NEC Express5800/ft series:
m  Asforadisk such as a noncompliant “copy-protected CD,” we shall not guarantee that
you can use a CD player to play it with this server.
m  Be careful not to drop the CD-ROM.
m Do not bend or place anything on the CD-ROM.
m Do not attach labels on the CD-ROM.
m Do not touch the signal side (blank side).
m  Place the CD-ROM gently on the tray with the printed side up.
m Do not scratch, or use a pencil or ballpoint pen to write on the CD-ROM.
m  Keep away from cigarette smoke.

m Do not leave the CD-ROM in a place that is subject to direct sunlight or high temperatures
(e.g., due to a heater).

m If the CD-ROM gets dirty with dust or fingerprints, wipe it gently from its center to edge
with a dry soft cloth.

m  When you clean the CD-ROM, use a CD cleaner. Do not use a record cleaner (spray),
benzine, or thinner.

m  Store the CD-ROM in a protective case when not in use.



Chapter 3

Windows Setup and Operation

This chapter describes setup procedures to make NEC Express5800/ft series ready for use.
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DISK OPERATIONS

NEC Express5800/ft series duplicates disks to secure data by using “Disk Management.” This
section describes operations such as configuration of dual settings to disks and replacement of disks.

Disks Operations Using Disk Management

This section describes the disk operations using the disk management.

Disk Management

NEC Express5800/ft series ensures reliability by executing software mirroring to hard disk volumes
using Windows. Use Windows’ “Disk Management” to manipulate volumes.

Refer to the online help for the operating procedures of “Disk Management.”
Steps to refer to the help of operating procedures:

1. Click [Start] - [Help and Support].

2. Select [Disks and Data] from the topics on the help.

3. Select [Managing Disks and Volumes] - [Disk Management] - [How To...], then check the
operating procedures.

Hard Disk Configurations that can be Built on the NEC Express5800/ft
series

In the NEC Express5800/ft series, you need to create mirrors on all volumes and make the volumes
dynamic mirror volumes.

IMPORTANT:

B Dynamic simple volumes can construct dynamic mirror volumes by adding mirror.
However, dynamic mirror volumes cannot be constructed from dynamic span volumes,
dynamic stripe volumes, or dynamic RAID5 volumes.

B \olumes that are already used for constructing dynamic mirror volumes cannot be used to
add mirror.

When creating mirror volume, slot 0 and 3, slot 1 and 4, and slot 2 and 5 should be the mirrored
pairs.
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IMPORTANT:

When the number of hard disk device built in
this server is less than 6, the number of slots
to which each disk is attached and the number
of disks displayed at the Windows disk
management may be different. If the disk
device is added or changed, or if the external
storage device is connected, the disk numbers
and slot numbers may be different. Also,
rebooting system may reallocate the disk
numbers. On the other hand, the slot number
to attach a disk is the same with the target ID
of SCSI. When creating or repairing mirror
volume, be sure to check the target ID by
following the procedures below.

Slot0

Slotl

Slot2

Mirror

LN

o

L

Mirror

LN

F

Slot3

Slot4

Slot5

The pairs of mirror disks as shown above can be created by selecting hard disks whose target 1Ds
are identical in the disk properties and by making pairs of disks whose target IDs are 0 and 3, 1 and
4, and 2 and 5, which are displayed through [Disk View]. The following explains how to confirm

the target ID:

1. Click [Start] — [Administrative Tools] — [Computer Management]. The [Computer

Management] window appears.

2. Click [Disk Management] under HITACHI HU5103073FL3800 SCSI Disk Dev 2 x|
[Storage] in the console tree. General | Policies | alumes | Driver | Detais |
3. Right-click the disk and point to g HITACHI HUS103073FL3800 SCS1 Disk Device
Properties to confirm the target ID.
The target ID I‘? ttle example Device type: Dizk drives
shown here is “1. _
b anufacturer. [Standard syztem devices)
Lacation: Bus Wumber 0, Target 1D 1, LUMN O
r~ Device status
Thiz device iz working properly. ;I

start the troubleshooter.

If you are having problems with thiz device, click Troubleshoot to

Device uzage:

Use thiz device [enable)

| Cancel |
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4. Similarly, confirm the target IDs of the other disks.

Disk No Target ID
Disk 0 0
Disk 1 1
Disk 2 2
Disk 3 3
Disk 4 4
Disk 5 5

When disk numbers and target IDs are matched as shown above, define hard disks 0 and 3,
hard disks 1 and 4, and hard disks 2 and 5 as mirrored pairs, and add mirror volumes.

i
fl
f

BootVolume|| Yalumed YolumeB
dizkl dizk1 digk?
A A" AN
mirru:ur“ r mirru:-rLI ’A mierr‘I ’A

Yalumed

BootWalume YalumeB

digk3 digkd digkf
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Configuring and Breaking Mirror

This section describes the procedures to configure and break the mirror of hard disk volumes using
Disk Management.

Configuring Mirror
Follow the procedures below to configure a volume mirror.

IMPORTANT:

Set mirror to the disks whose Target IDs are the pair of 0 and 3, 1 and 4, and 2 and 5. For details,
see “Hard Disk Configurations that can be Built on the NEC Express5800/ft series” on page 3-2.

1. Click [Start] - [Administrative Tools] then [Computer Management]. The [Computer
Management] dialog box will appear.

2. Click [Disk Management] under [Storage] in the console tree.
The [Disk Management] window will appear on the right panel.

3. Insert a new disk. The disk will appear on the [Disk Management] window.

ol
‘g Eile  Action Wew Window Help ‘;lili”
o Em 2] |
Computer Management {Local) Wolume | Lavout | Type | File System | Status | capacity | Free 5p
=1, Sstem Tools EDOEM(C:) Simple  Dynamic  HTFS Healthy (System 6.016GE 3,64 GB

o -[&] Event viewer

Shared Folders
% Local Users and Groups
" g Performance Logs and Alerts | | | |
. =) Device Manager

= Storage
i & s ZHDisk 0 |

5
= Remavable Storage Dynamic 0EM (C)

34._15 @B ©.01 GB NTFS 28.17 GB
== FDick Management Online Healthy {System) Unallocated

w

7

Services and Applications
EFDisk 1
Basic
34,18 GB 3416GB
Online Unallocated
Elco-rRoM 0
CO-ROM (D)
Mo Media _I
| | »| | M Unaliocated [ Simple vohume

IMPORTANT:
B If the status of the disk is “Not Initialized”, right-click the disk and initialize it.

B [f [Foreign] appears, the disk may have been used on a different server. Right-click
the disk and execute [Import Foreign Disks]. Check the contents of the disk, and save
the field whose contents are necessary .Then right-click the disk and execute
[Convert to Basic Disk...].
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4. Select and right-click a disk, and
then execute [Convert to
Dynamic Disk...].

On the [Convert to Dynamic
Disk] dialog box, select the disk
and click [OK].

5. Right-click the volume of the
dynamic disk to mirror and click
[Add Mirror...].

6. On the [Add Mirror] dialog box, select the disk

to mirror and click [Add Mirror].

CI computer Management

=101x]

Q Eile  Action Wiew Window Help

PR

e~ Bm|@ s E

[ Computer Management: (Local) volume | Layout [ Type

| File Systern | Status

| Capacit | Free Sp

(=-JiG, Svstem Tools
{fl] Event Viewer
E Shared Folders

SIOEM(C:) Simple  Dynamic  NTFS

] Local Users and Groups

Healthy (System) 6.01 GB  3.64 GB

(&g Performance Lags and Alerts | (|
=), Device Manager

(=) Storage

]|
& EDisk 0

E Rer:uvafh\a Storage e DEM (C2)

g Disk Defragmenter 34,1668 5,01 GB NTFS 20.17GB

g Disk Management Onling Healthy (System) Unallocated

-89 Services and Applications

HDisk I
Basic
34,16 Gl
onling:

@ED*RU s —
CD-ROMIC  Help
To Media

=l
« 1> | W Unallocated |l Simple volume |
L] Computer Management i =] 3
) Fle Acion View Window Help [ISETE|

e | EE 2 DXES @

Computer Management (Local)

| Capacity [ Free sp

=} m System Tools -
i E{g] Event Viewer St
Explore

volume Layout [ Type | File System [ Status
Py sr--ithy (System) 6.01GE  3.64 GB

Shared Folders
Local Users and Groups
Performance Logs and Alerts Bl

Device Manager
=5 Storags

Extend Yolume. ..

) Change Drive Letter and Fatns. .,
i F-gy Remaovable Storage I;?rgrl;r Format,,,
i Disk Defragmenter 34,18 GB 17 68
i i Disk Management online Reactivate Volime allacated
Bﬁ Services and Applications Delete Yalume.
pisk |
Dynamic  properties
3416 GE
Online Help
So-roMo
CO-ROM (D1)
Mo Media J

W Unallocated [ Simple volume

4] 1]

Add Mirror

2]

IMPORTANT:

m Clicking [Add Mirror] displays the
[Logical Disk Manager] dialog box, but
there is no problem. Click [OK].

m If the server is rebooted during mirror

generation, mirroring will not be
completed. Do not reboot the server until
the mirroring process is completed.

Adding a mirror bo an existing volume provides data redundancy
by maintaining multiple copies of a volume's data on different
disks.

Select a location for & mirrar of C: [DER).

Dizka:

Add Mirror I

J

Cancel
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7. The volume status changes to = S ; B= :5'||
“Resynching.” =) Fle action Yew W Help IRETE]
: e = | Bm 2| !
= Computer Management fLocal) olurne | Layout | Type | Fils System | Status [ capactty [ Free 5p
Eﬁsvstemﬁm\s SICEM () Miror  Dynamic  MTFS Resynching : (... 6.01GE 3.63GE

Event ¥iewer

Shared Folders

Local Users and Groups
ﬁ Performance Logs and Alerts | | »l

Device Manager

£ g storage -
& . EPDisk 0

&3 Removable Storage
Dynamic 0EM (C:)
i Disk Defragmenter 34,18 GB .01 GB NTFS .17 GB
&g Disk Management Onling Resynching : (5%) (Syste allocated
» Services and Applications !
THDisk 1
Dynamic 0EM (C:)
34,18 GB 6.01 GB NTFS .17 GB
Cnling Resynching : (5% (Syste allocated
=Sp-ROM 0
CD-ROM (D)
Ho Media
=

|+ | M Unallocated B Mirored volume

C1 computer Management ;lglil |

8. The mirror configuration is 05 o B TS leix]
completed if the volume status '« 5 | mm @)
Changes from “Resychlng" tO Computer Management {Local) wolume | Layout | Type | File System | Status | capacity | Free sp

E-ﬂﬁystemrun\s SIOEM (C:) Mirror  Dynamic  MTFS Healthy (Syster) 6.01GB  3.63GB
[y 1
Healthy.

&) Event Wiewer
Shared Folders
Local Users and Groups

Perf L d Alert
. g erformance Logs and Alerts | 4y | »

Device Manager

é £ storage

£ Removable Storage EDisk 0
Disk Defragmenter ik 0EM (C)
g 34,16 GB 6.01 GB NTFS
35 Disk Management Ornling Healthy {System)
& Services and Applications
EFDisk 1
Dynamic OEM (C3)
34.16 GB 6,01 GB NTFS |17 GB
Oriline Healthy (System) Inallocated
CD-ROM 0

CD-ROM (D)
Mo Media

1| |+ | W Unalocated Il Minored volume \
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Confirming if Paired Disks are Mirrored Properly
Check the following to confirm that the mirror is configured properly:

Is disk mirroring completed successfully?
Disk mirroring is completed properly if the
volume layout is [Mirror], and the status is

E Computer Management :

=) Fie Ation Vew Widow Hep

=8l

CRIEEEEE

H H lcamputer Management (Local) Yolume Layout | Type | File System | Status Caparity | Free 5
[Healthy] on the [DISk Management] WIndOW' B ES‘fstem Tools SIOEM(Ct) Miror  Dynamic NTFS Healthy (System) 6.01GE 3,636
l @ Evert Viewer
Shared Folders
Local Users and Graups
Perfarmance Logs and Alerts
g Desvice Manager g | | j
EH @ Storage _ b=
RemovaieStrage P r—
DiskDefragrenter #1068 .01 GR HFS 281768
Disk Management Online Healthy (System) Unallocated
2 Servies and Applications
nisk 1
Dynamic DFM ([)
34,18 GB £.01 GBNTFS 28,1768
Online Healthy (System) Unallocated
Se-roMo w
CD-ROM (D)
Ho Media 5
il |+ 1 Unaliocated [l Mirared volume |
\
e Is the mirror configured on the disks of the proper position?
On the [Disk Management] window, right-click the mirrored disks and select [Properties].
Click the [General] tab and check if the pair of Target IDs are correct. (In the case below, the
Target ID is “0”and “3.”)
HITACHI HUS103073FL3800 SCSI Disk Devi J3 k3| Il HI T ACHI HUS 103073FL3800 SCSI Disk Devi 2l
General | Policiesl Volumesl Ditiver | Detailsl General | Policiesl Volumesl Diriver I Detailsl
= HITACHI HUS102073FL3800 SC51 Disk Device . HITACHI HUS103073FL3800 SCS1 Disk Device
Device type: Dizk drives Device type: Dk drives
Manufacturer: [Standard sk M anufacturer: [Standard spstem devices)
Location: Busg Mumb| Location: Bus Mumbgll 0, Target D 3, LUN O
- Device status - Device status
Thiz device iz working properly. d This device is working properly. ;I

If wow are having problems with this device, click Troubleshoat to

If you are having problems with this device, click Troubleshoat to
start the troubleshooter.

start the troubleshoater.

Device usage: Device usage:

Use thiz device [enable] I Use this device [enable)

Ok | Cancel | oK | Cancel |
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Breaking mirror
You may have to break a mirror when changing a failed disk.
Follow the procedures below to break the mirror of volumes.

The procedures to break a mirror on C drive are discribed here.

1. Click [Start] - [Administrative Tools] - [Computer Management]. The [Computer

Management] window will appear.

2. Right-click the volume of the dynamic

disk whose mirror is to be broken and

QE\IE Action  Yiew  MWindow  Help

B computer Management: e

-lolxl
AT

click [Break Mirrored Volume...]. SR I

Computer Management (Local) Yolume
[ E System Tools

© B[] Evert: Viewer

Shared Folders

Emml Users and Groups
glﬁerfnrmante Logs nd Alerts

Device Manager

open

aglthy (System)

6.01GE 363GE

L

Eoriiat,..

Repai Yalume,

Readtivete {olume

Delete Yalume. ..
Broperties

Help

B.17 GB
nalocated

6,17 GB
Inallocated

)

=2 Starage —  {
T ZHADisk
! Removable Storage Dymamic
I Disk Defragmenter 3418 G
Disk Management. Orline.
E2y services and Applications
ZPpisk
Dynamic
34186
Online
S+
CD-ROM(D
Ho Media

| | I Unalocated Il Mincred volume

3. Click [Yes] on the [Break Mirrored Volume] dialog box.

Break Mirrored ¥olume

4. Click [OK] on the [Logical Disk Manager] dialog box. (This dialog box is not displayed for

data volume.)

Logical Disk Manager

(%

listings in file boot.ini or through the bookcfg.exe ukility,

Logical Disk Manager could not update the boat file For any boot partitions on the target disk, Yerify vour arcpath
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5. The mirror is broken and the
volumes will be converted to
simple volumes.

In the figure on the right, the
status of the volumes are as
follows:

[System Volume]
\Volume: OEM(C:), Status:
Healthy (System)

[Broken Volume]
\Volume: OEM, Status: Healthy

O Computer Management =] 5||
=) Fle Action  Yiew Window Help ‘;lilil”
« > @@\ 2R

[EJ Computer Management (Lacal) Voume | Layodt [ Type | File System | Status Caparity | Free Sp
) i, System Tools SIoEM smple  Dynamic WTFS Healthy 6.01GB  3.63GE

l (i) Event Viewer

Shared Folders
Local Ussrs and Groups

SI0EM(Ci) Simple  Dynamic  NTFS

Healthy (System) 6,01 GE  3.63 GE

1
% Device Manager | | J
Storage . -
Removable Storage “Ppisk 0
T N Dynarnic OEM (c)
Disk Defragmenter 34,18 GB 601 GB NTFS 26.17 GB
Disk Management: Onlire Healthy (System) Unallocated
2 services and Applications
“PDisk 1
Dynamic DEM
34.18 GB 801 GB NTFS 26,17 GB
Onlire Healthy Unallocated
@[D-RUM o
CO-ROM (D:)
No Media J

W Unalocated [l Simple volume
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Importing Data Disks

This section describes a procedure to import a data disk using Disk Management.

IMPORTANT:

If you import the disk used as a boot disk on another system, it becomes impossible to boot from

the disk.

1. |Insert the disk to import.

2. Foreign Dynamic Disk is
displayed on [Disk
Management].

In the figure on the right, Disk 2
and Disk 3 are the inserted
disks.

3. Right-click the disk to import
and select [Import Foreign
Disks...].

4. Inthe [Import Foregn Disks] dialog box, select
the disk group to import and click [OK].

O Computer Management

Lo

=] Fle Action Yiew Window Help

JEDE|

BRI

@ Computer Management (Local) Yolume: | Layout | Type

[ File System [ Status

[ Capacity [ Fres 5p

E ﬂ System Tools
H Ewent Yiewer

Shared Folders
Local Users and Groups

SIOEM(C:) Miror  Dynamic  NTFS

Healthy (System) 6.01 GB 3,63 GE

Performance Logs and Alerts q
Device Manager

3
=

B Storage
f @ < Ppisk 1

: Removable Storage Dymamic 0EM (C)
By Disk Defragmenter 34.18 GB 6.0 GB NTFs 28.17 GB

Hs Disk Management Onling Healthy (System) Unallocated
g& Services and Applications

ZHDisk 2

Dynamic

Fareign

&HDisk 3

Drynamic

Fareign

s e

1 1]

O Computer Management

=10jx|

=) Fle action Wiew Window Help

SETE

le» 8@ e BEE

Computer Management (Local) Yalume | Layout | Type | File System |

Status [ capacity | Free sp

= m System Tools
(] Evert Viewer
Shared Folders
g Lacal Users and Groups

SIOEM(Ci) Mimor  Dynamic MTFS

Healthy (System) .01 GB 3,63 GE

-84 Perf L i Alert:
2] E" erl .ormance 005 and Alerks 9 | | _'I
4=y, Device Manager |
=i Storage Fpisk |
Removable Storage D's. i
Disk Defragmenter Sy OEM (C)
g 34.18 GB 6.01 GB NTFS 28.17 GB
Disk Management Onlire: Healthy (System) Unallocated
Bﬂ Services and Applications
HDisk 2
Dynanic A
Foreign
HDisk 3
Dynamic Reactivate Disk
Rernve Disk
Foreign
| Properties had
4 [+ | | W Unallacat:
| i \
_—

Import Foreign Disks

Disks. I

oK

Cancel
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5.

In the [Foreign Disk Volumes] dialog box, check

the volumes to import, and click [OK].

6. The disk import is completed if
the disk status changes from
“Foreign” to “Online.”

Foreign Disk Yolumes

The following list shows the type, condition, and size of volumes on these foreign
disks. Click OK to add these disks

[ Sie=
4000 MB

[ Condiion
0K

Type
S Mincred volume

Cancel

21x

LI computer ;lglill
=) Fle Action View Window Help ‘;lilé”
- |Bm 2 RE |

= Computer Management fLocal)
E i, System Tools
Event ¥iewer

Shared Folders
E Local Users and Groups
ﬁ Device Manager
E {5 storage
& removable Storage
Disk Defragmenter
- EH Disk Management
» Services and Applications

Performance Logs and Alerts

ZPDisk 2

Dynamic New Yolume (E)
17.!]9 @B 3.91 GB MTFS
Onling Healthy

“PDisk 3
Dynamic
17.09 GB

New Yolume (E:)
3.91 GB NTFS
Healthy

Yolume | Layaouk | Type I File System | Status | Zaparit: | Free Sp
=Mew ... Miror  Dynamic  NTFS Healthey 39168 388GE
SIOEM(C:) Miror  Dynamic  NTFS Healthy (System) €.01GB  3.63 GE
< | |
EPDisk 1 =l
Dynamic 0EM {C:)
34..18 @B 6.01 GB MTFS
Cnling Healkhy (Swstem)
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Extending Data Volume Size

This section describes a procedure to extend a volume size using Disk Management.

IMPORTANT:

m It is not possible to extend boot volume.

m Asitisnot possible to extend mirror volume, a mirror volume is extended in the following
order: [Remove Mirror] - [Extend Volume] - [Add Mirror].

1. Remove the mirror of the volume you want to extend, and make it a simple volume.
(In the case below, the mirror of the volume (E:) is removed to extend the volume (E:).)

B Bin  hn Yew  ecow  tion
c+ OE P xS
Compubar Maragsint (Loc)

i Srstom Tock
5 (] Everk Viewer
o g Sl Feldery
0 Lozl Usars and Growps
AI‘?"““:“L“’““'“"“ . ok Murored Yohme... |
v Honaoer
T Starae & —
% G Mmrerabe Siceage Shoid s o
Dishe Dsfragmenter ETRIL 17
Drtk Marganent Cridne. fdox e
¥ (8 Services and Aoccalionn
ok ; —
0Nk O vame
17,0968 Fropartes ﬁ(:ed
Heo E
EHhpisk T
Oymamic | ]
e § 291 GB NTFS s 110 Gh
Ol 4 Heathy Unalocstad :’
lal || Unssocasd I Mimored vokiena

=101 %]
B Bn Actin Yew  Wedow  Helo =181 %]
v O R HE
Conguter Maragsnent (Lockl) | Vokss [ioea [rype  Trie Syt [ Satin [copacty 1
W Svteen Tochs S e Ty e ——TT skt e
= (] Event iewser o) Mor Dynasc NIFS Meathy (Syeter) 6010

=t g S Fokdees
w1 A Lozl Users ardd Groues
Peformance Logs ared Alaits
B Dovice Honaxge
= [ Sorspe
=1 G W sl Stor e
Disk Difragmenter
ek

Maruganent
¥ [ Servars o Acke st

Bl |
Sy | 2l
Dyraie 0eH (]

B AL 01 'iaﬁil") a7 G

O Pty (Syitee) | Unalorated J

2. Right-click the volume to be extended and
click [Extend Volume...].

3. When the [Welcome to the Extend Volume
Wizard] dialog box of the Extend Volume
Wizard appears, click [Next].

i
Slek bton dew wrdm ten s
s+ BB PSS -

[B Computer Mansgement Locsl) Veker [ oyous [ Typm | i Systoen | statan [ oy [0
=i iy S Tooks " ACEL 3 33160

Locl Ustes and Groups
. Performance Logs and Merts

SJf Prcreskin Sonagn
Dk Defragmenter
Disk Management

= [ Services and Aspheatons

| 4] m—

by (Systes) 6,08 0B

=C=T

sk 3

Dyrenkc.

17,08 6l 17003 Gl

Cien Unalocsted |

| Uraslocaed [l Sl volume [ Miored volume

Extend Yolume Wizard

Welcome to the Extend Volume
Wizard

This wizard helps you increase the size of simple and
spanned volumes on dynamic disks. You can extend a
valume by adding space from one ar mare additional disks.

To continue, click Mext.

< Back

] Cancel
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4. On the [Select Disks] dialog box, enter the
amount of space to extend and click [Next].
(In this case, 1500MB is added.)

5. Check the settings on the [Completing the
Extend Volume Wizard] dialog box and click

[Finish].

6. The size of the volume is
extended.

Extend Yolume Wizard

Select Disks
*You can use space on one of more dynamic disks to extend the volume.

Select the dynamic disks you want to use. and then click Add.

Ayvailable: Selected

Disk 0 28851 MB
Disk 1 28851 MB
Disk 3 17500 MB

Add > I

< F\emova
< F\emove All
Tatal volume size in megabytes (MB): EEDD
I zirum available space in MB: 13500

Select the amount of spacs in MB: .

< Back I Mext > I Cancel

Extend Yolume Wizard

Completing the Extend Volume
Wizard

“fou selected the following settings:
Disk selected, Disk 2 11500 MB]

To close this wizard, click Finish.

CI computer Management —al x|
=) Fie Action Wiew Window Help ‘_ =1
le»Blm|@

[ Computer Management: (Local) Wolume | tavaut | Type | File System [ Status | Zapaity [ |
(=-JiG, Svstem Tools (INew Volume (E:) Simple  Dyramic  NTFS Healthy 53768 !
l@lEvent Wiswer oM () Mirror  Dynamic  NTFS Healthy {System) 6.01 GB

Shared Folders
M7 Local Users and Groups
x| Performance Lags and Alerts | | |
.=, Device Manager 1
B Storage -
& ° ZHDisk 1 B

&7 Removable Storage
& Disk Defragmenter
EH Disk Managament

-89 Services and Applications

< ]

Dynamic DEM (L)
34‘_13 GB 6,01 GBNTFS 28.17 GB
Cnling Healthy (System) Unallocated

EPDisk 2

Dynamic New Yolume { || New Yolume

17.09GB 39LGENTFS || 1.46 GBNTFS ||11.72GB
Oriing Healthy Healthy Unallocated

SPDisk 3

Dynamic
17.09GB 17.09 GB
Onling Unaliocated

B Unallocated [l Simple volume [l Mirared volume

|
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7. Configure the mirror of the extended volume.

=lolxd
=lain]

Dk Dol it

5 vk Managemen:
# (o Servces ard Acpkatins

]
saros !

imsthry (st 6.01 68

]
|

|2 ot et _=l01x
| 2l2) %)
[y Tiovoe [Type [ e Systen [ ots [ copacey [
‘ Syshem Tooks Mo Vokume (F1) Mo Dyramic  WTFS Healthry s3TaE 1

= '}.ig:'r:’\'m Edcem ic:) Moo Oyoame KIFS sty (Syitem) 601 68

Local Users and Groups
% ] Postermance Lo el et

= [ e
G Removable Sioeage
ok v gt

5 vk Managemen:
# (o Servces ard Acpkatins
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Replacing Failed Hard Disk Drives

Follow the procedure below to replace the failed hard disk. The failed hard disk should be replaced
with new device with the server powered-on.

IMPORTANT:

To replace a disk that does not have any error for preventive maintenance, see “Removing Hard
Disk Drives Which Do Not Have Error” on page 3-22 and replace the disk.

Procedures to Replace Failed Disks

When a failure occurs on a disk mirrored by volume using [Disk Management], follow the steps
below to replace the disk.

IMPORTANT:

m To reconfigure a mirror, be sure to confirm the Target ID in the disk’s [Properties] and .make
a pair of Target ID 0 and 3, 1 and 4, and 2 and 5. Do not mirror disks using the disk number
shown in [Disk Management].

m  When the disk to be inserted into a slot for dual configuration of disk has been used as a disk
which contains the boot volume (disk storing the OS), the disk cannot be used for dual
configuration. Initialize the disk to use the disk.

This section describes an example of when the disk 1 and disk 5 failed.

1.

Click [Start] — [Administrative Tools] — [Computer Management]. The [Computer

Management] window appears.

Click [Disk Management] under [Storage]
in the console tree. An example in this
figure shows that one of the mirrored disks
in which Drives E and F are included is
broken. Some disks are indicated as
“Unknown disk.” However, they may be
indicated differently depending on the error
type. Even in such cases, failed disks can be
recovered by following the steps below:

Remove the hard disks of disk 1 and disk 5.

E Computer Management
— = ——
i" Eile  Action  View Window Help
g =

| » mm |2
@ Computer Management {Local)
EH m System Tools
: '{fﬂ] Event Yigwer

&) shared Folders

Valume I Layout I Type
S@Mew Yolume (E:) Mirror  Dynamic
SA@Mew Yolume (F:) Mirror  Dynamic
EIoEM () Mirror  Dynamic

: ¥ Local Users and Groups

=) Performance Logs and Alerts
i Bl pevice Manager

B & Skaorage

[ Removable Storage

|l Disk Defragmenter

HE - FDisk Management: 4]

B & Services and Applications
=pisk 0 I
Crynarnic : OEM (C)
16..94 &B |4.01 GE NTFS
Onling | Healthy [System)
ZADisk 2 IF —
Crynaric | New volume (F
34,18 GB | 8.00 GB NTFS
Onling | Failed Redundanc

-
=

|+ | W Unallocated [l Mirored valume
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4. Right-click a volume that has “!”, and

. =l Fle  Action  Yiew Window Help
remove mirror. p e
Computer Management (Local) Yolume [ Layout [ Type | File System | Status
=il System Tadks Sallew Volume (E:) Miror  Dynamic  NTFS Failed Ry
@Event Wigier ==h Mirenr  Puemamic  MTFES Failad Ry
Shared Folders Open iy
Local Users and Groups Explore

-3 Device Manager

= {5 Starage Break virtored Valime.

&} Removable Storage
Disk Defragmenter

g Performance Logs and Alerts

Change Drive Letter and Paths. ..

F t...
-3 Disk Management 4] HE
Ea Services and Applications —————————  Fepar Yolume,,, C
EPDisk 0 Reactivate Yalume -
Dynamic
16.94 GB Delete Volume. .,
Online
Propetties —
“Ppisk 2
Dynamic Help
34,18 GB ‘S.DU GE NTFS 26,18 GB
Online | Failed Redundancy Unallocated
g {»] | M Unsllocated I Mirored vakume

5.  After checking to see the “Missing” Il B3

disk is selected, click [Remove
mirror]. At Drive (F), [Mirror] and . : :

. . Fiemaving a mirrar fram this volume removes one copy of the
[FalIEd Redundant] will Change to wolume's data. The walume will no longer contain redundat

[Simple] and [Healthy]. dats.

Select a disk from which to remove a mirmor of F; [New Valume).
Dizks:
P Disk 2

Bemawve Mirror I Cancel |

6. Right-click a disk with “x”, and select

. Q File  Action Yiew ‘indow Help
Remove Disk]. ' -
[ 1 & =] HEANEN-
@ Computer Management (Local) Wolurne | Layout | Type | File £
E--ﬁ System Tools S#lMew volume (E:) Mirror  Dynamic  MTF:

@ Event Viewer =Iew Yolume (F:) Simple  Dynamic  WTF:

Shared Folders EI0OEM (T Mirror  Dynamic  MTF
Local Users and Groups

g Performance Logs and Alerks

Device Manager
E-& Storage

Removable Storage
Disk Defragmenter
Disk Management |
Blp Services and Applications

“Ppisk 4 I

Dynamic Mew Yolume (E:)
34._18 (=1} 6,00 B MTFS
Oniline Failed Redundancy
lal“lissing 7
Rl Reactivate Disk
OFFling:
Propetties el
Unallocated ed
4 3| | 4 Help —]

| =
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7.

8.

Similarly, delete the other [Missing] disk.

= Computer Managemert (Local)
£l iy System Tools
(g Event Viewer
Shared Folders
g Local Users and Groups
-] Performance Logs and Alerts
g Device Manager
= Storage
& Removable Storage
- Disk Defragmenter
Disk Management
1 services and Applications

4 |

Wolume:

SIiew Yolume (F; 2PEN

SDoEM ()

Change Drive Letter and Paths...
Eormat...

‘ Reepir Yollme

——— Reactivate Yolume =
=Ppisk 0 —!
B Delete Yolume. .,
16.94 GB =
Oniine Broperties

T | =
“Ppisk 2 2l -
Dynamic New Yolume (F:)
34,18 6B .00 GB NTFS 26,18 GB
Online Healthy Unallocated

W Unalocated 1 Simplz volume Il Mirored wolme

Insert new disks. Right-click [Disk

Management] and run [Rescan Disks].
They will appear on [Disk Management].

If any uninitialized disk is inserted,
right-click the disk and initialize it.

Remaving a mirror fram this valume removes ane copy of the
wolume's data. The volume will no longer contain redundant
data.

Select a disk from which to remove a mirror of E: [Mew Yolume).

Digks:
&P Disk 4
FRemaove Miror I Cancel
[m]

omputer Management

& =

Computer Management (Local) Walume | Layout | Type I File ¢
El"ﬁe System Tools SInew Yolume (E) Simple  Dynamic  NTF
Ewenk Yigwer =IMew Yolume (F) Simple  Dynamic  MTFS
E Shared Folders =oem () Mirror  Dynamic  HTFS
Local Users and Groups
Performance Logs and Alerts
Device Manager
=} S Storage
=3 Removable Storage
Disk Defragmenter
Disk Management |
Bﬁ Services and Applications
&Ppisk 4 I
Crynamic New Volume (E:
34.18 GB 8.00 GB NTFS
Orline Healthy
g’;‘;:mg Reactivate Disk
Offling
Properties I
| <« | »| | M Unallocated | Help id

QENE
EEAEIEIE

Action Wiew  Window  Help

@ Computer Management (Local) Wolume Layout | Tvpe
=3 ﬁ% System Tools =Iew Yolume (F:) Simple  Dynamic
@ Event Viewer =Irew Yolume (F:) Simple  Dynamic
% Shared Folders SIOEM () Mirvar  Dynamic
Local Users and Groups
Performance Logs and Alerts
g Device Manager
& Storage
+ Removable Storage
Disk Defragmenter
Disk Management 4
@ Services and Applications
“PDisk 0
Dynammic
16.94 GB
Online Healthy (Systern)
aDisk 1
Unknown
I?.I;‘t?lrﬁﬁalized m
I
o [+ B Unallocated |s—emwmpro—rorrro—gg-t
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9. Select and right-click a disk, and then

select [Convert to Dynamic Disk].

Convert to Dynamic Disk

Select one or mare basic disks to convert o dunamic dizks.

E Computer Management .
= Eile

Action  ¥iew  Wwindow Help
e [ Bm 2 [ E
Computer Management (Local) Wolume: | Layout | Tvpe | File Syste
i System Tools SInew volume (Ex) Simple  Dynamic  WTFS
{ﬁl Event Wiewer (=Inew Yolume (F2) Simple  Dynamic  WTFS
?I XI Shared Folders SIoEM(C:) Mirror  Dynamic  NTFS
Lacal Users and Groups
Performance Logs and Alerts
2, Device Manager
£ (& storage
: &3 Removable Starage
Disk Defragmenter
Disk Management 4|
-5 services and Applications
&pisk 0
Cryniamic OEM ({C3)
16,94 GB 4.01 GB NTFS 12
online Healthy (System) Ur
ZPDisk 1
Eiasic
34,1868
Online
Propetties —
(0].4 I Cancel 4 |+ | M Unalac volur
L= el =

IMPORTANT:

If [Foreign] appears, execute [Convert to Dynamic Disk] after [Convert to Basic Disk]

is executed.

10.
configured as:
Disk 1: Target ID 1
Disk 2: Target ID 2
Disk 4: Target ID 4
Disk 5: Target ID 5

Open the disk’s properties to check the target IDs. In the following figures, disks are

Disks with the pair of target ID 1 and 4, 2 and 5 are mirrored.

Disk 1

HITACHI HUS103073FL3800 SCSI Disk De:

21x|

General | F‘oliciesl Volumesl Drivvar | Detailsl

- HITACHI HUS103073FL3800 SCS1 Disk Device

Device type: Digk drives

I anufacturer: [Standard system devices)

Locatian: Bus Mumber 0. Target ID 1, LUN O
- Device status

This device is working properly.

If you are having problems with this device, click Troubleshoot to
start the troubleshooter.

Device usage:

U ze thiz device [enable]

ok |

Cancel |

Disk 2

HITACHI HUS103073FL3800 SCSI Disk Devi

2=

General |Po|icies| Vo\umesl Drriver | Deta\lsl

=) HITACHI HUS103073FL3800 SC5I Disk Device
Device type: Dizk. drives
M anufacturer: [Standard system devices)
Location: Bus Mumber 0, Target [0 2, LUN 0

Device status

This device iz warking properly.

If you are having problems with this device, click Troubleshoat to
start the troubleshooter.

Device uzage:

IUse thiz device [enable)
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Disk 4

HITACHI HUS103073FL3800 5C51 Disk Device 2l

General | Policiesl Volumesl Driver I Detailsl

= g HITACHIHUS103073FL3800 SCS Disk Device

Device type: Dizk drives
I anufacturer [Standard systemn devices]
Lacation: Blus Murmber 0, Target 1D 4, LUN 0
Device status
Thiz device is working properly. ﬂ

If wou are having problems with thiz device, click Troubleshoot to
start the toubleshaoter.

Device usage

Usze thiz device [enable) j

Disk 5

HITACHI HUS103073FL3800 SCS1 Disk Device 21l

General | F'ollcnesl Volumesl Diriver | Detallsl

) HITACHI HUS1 0307 3FL3800 SCS| Disk Device

Device ype: Digk. drives
t anufacturer; [Standard system devices]
Lacatian: Bus Number 0. Target D 5 LUN O

Device status

This device is working properly. ;I

If you are having problems with this device, click Troubleshoat to
start the troubleshooter.

Device usage:
IUse this device [enabls] j

IMPORTANT:

Hard disks are numbered from “0” at the OS startup according to the position they are
inserted. When you increase a hard disk while the system is running, it will be given a
number that is not used for any disks. However when you restart the system, the old disk
numbers will not be retained and disks are re-numbered according to the hard disk
position. Therefore, you need to determine which disks are mirrored based on target IDs,
which are always fixed, but not on disk numbers because disk numbers may change.

11. Make a mirror setting of Disks 1 and 4.

Right-click volume (E) on the Disk 4
and select [Add Mirror].

Q Ele  Action View window Help
e+ | Bm 2 BXEEaE

Computer Management {Local)
iy Svstem Tools

Molume

R — TES ity
Fe-[f] Event Viewer SIhew Volume () 2REN "
Shared Folders SIoEM (C:) Explore:

Local Users and Groups

Extend Yolume. .

Performance Logs and Alerts s
Device Manager Add Mirecr...

torage Change Drive Letter and Fathis...
] § Removable Storage Format...

Disk Defragmenter
4 Feactivate Yolume

Disk Management
B8 Services and Applications

“Ppisk 3 Delste Yolume. ., !
Dynarmic

S, Properties

onling Help

Efpisk 4 I
Dyniamic New Yolume (E:) f

34‘_18 GB .00 GE NTFS 2618 GB
Onling Healthy Unallacated

|| W Unallocated [ Simple volume [ Mircred volume
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12. When the [Add mirror] dialog box add Mirror 7] x|
appears, select Disk 1, and then click
[Add Mirrol’] . Adding & mirror ko an existing volume provides data redundancy

by maintaining multiple copies of a volume's data on different
dizks.

Select a lozation for a mirror of E: [Mew Yolume].

Disks:

EPDisk 0 iI
e Disk 1 |
=

EFDisk 2
&8 Disk 3

Add Mirmar I Cancel I

13. Similarly, make settings of Disk 2 and WW—

Disk 5 cojemie| B
R [E Computer Management (Lacal) Volume [ayout [ Type [ File System [ status
Upon Completlon Of Synchronous S %iﬁ;:\rf::twar (Sen volume (E1) T\rm‘r :vnamlc zli iesy::r
i iranie Phenamic erlthy
: H | -] Shared Folders = ; Cpen
processing, recovery is completed. g e [ N “V
B Performance Logs and Alerts e
=) Device Manager Extend Wolume. .
£ (&8 storage Add Mirror..,
i E-EH Removable Storage Change Drive Letter and Paths. ..
Disk Defragmenter | Eormat.
1 H 1 Disk Managernent a =
14.  To reconfigure the disk drive, go to I ooy N =
- ZHDisk 3 T
[Disk Management] and select [Rescan
. Orlie Properties
D ! Sk] ' EFDisk 4 tielp -
Dynamic |T<ew volume (E)
34,18 GB 8.00 GB NTFS 26.18 GB
Orine Resynching Unallocated

4 | ]| M Unallocated | Simple volume [l Mirored volume
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Removing Hard Disk Drives Which Do Not Have Error

Refer to chapter 3, "Replacing Failed Hard Disk Drives" (Page 3-16) in your User’s Guide.

When you replace the hard disk drive containing the system volume in Slot 0 to Slot 3, do not run
“Remove Mirror” before removing the hard disk drive.

Then remove the hard disk drive and run “Remove Mirror” by “Disk Management”, referring to
chapter 3, “Replacing Failed Hard Disk Drives.”

Note:
Be sure to remove the disk before running “Remove Mirror.” Otherwise the boot.ini file may
be corrupted and OS is unable to boot subsequently.
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CHANGE DRIVE LETTER

To add, change or delete drive letters, follow the steps below. Before making any changes,
thoroughly read the NEC Express5800/ft series-specific precautions and general precautions for
Windows.

1.

Select [Start] - [Control Panel] - [Administrative Tools] and open [Computer Management].

2. Inthe console tree of [Computer Management], click [Disk Management].

3. Right-click a target partition, logical drive or volume and click [Change Drive Letter and
Paths...].

4. Perform one of the following:
® Toassign a drive letter, click [Add...], a drive letter to use, then [OK].
® To change a drive letter, click the drive letter to change, [Change...], a drive letter to use,

then [OK].

® To delete a drive letter, click the drive letter to delete then [Remove].

IMPORTANT:

<NEC Express5800/ft series-specific precautions>

B When connecting a DVD-ROM drive or an optional floppy disk drive, drive letters may
change from A to B by switching CPU/IO modules.

B When switching CPU/IO modules, an unallocated drive letter is automatically reallocated to

the DVD-ROM drive in the order from D to Z. If you want to fix the drive letter of CD-ROM,
specify the unallocated drive letter in the order from D to Z after setting the driver letter of
hard disk.

<General precautions for Windows>

Drive letter of system volume or boot volume cannot be changed.

Up to 26 drive letters can be used on a computer. “A” and “B” are drive letters for floppy
disk drives. Generally, hard disk drives are assigned “C” to “Z”, but for network drives, drive
letters are assigned in a reverse order (“Z” to “C”).

Because many of Windows programs refer to specific drive letters, cautions are required for
assigning drive letters. For example, the Path environment variable specifies a program name
and a specific drive letter.

For performing the procedure above, you need to be a member of Backup Operators group or
Administrators group, or you need to have appropriate authorization.
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DUAL LAN CONFIGURATION

The NEC Express5800/ft series builds a dual LAN configuration by using “Intel (R) PRO/1000 MT
Dual Port Network Connection” and extended PCI slot “Intel(R) PRO/1000 MT Server Adapter,”
“Intel(R) PRO/1000 MF Server Adapter” mounted as standard on the CPU/IO module.

Overview

The dual LAN configuration is of two types as described below:
B Adapter Fault Tolerance (AFT)

Adapter Fault Tolerance (AFT) is a feature that places more than one LAN controller on the
same LAN (same segment), and automatically switches the process of the primary controller to
the backup controller when any trouble occurred on the primary.

B Adaptive Load Balancing (ALB)

Adaptive Load Balancing (ALB) is a feature that connects more than one LAN controller to the
same hub and enhances the throughput by operating packet transmission from the server.

Receive Load Balancing (RLB) is enabled by default. When RLB is enabled, the receiving
throughput is enhanced.
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Rules of Dual Configuration on NEC Express5800/ft
series

Be sure to make the setting of dual network configuration on the server.

When building dual configuration, be sure to use at least one adapter of CPU/IO module #0 and of
#1 individually.

Example) Configure the dual network which enhances the service life by using all adapters.

CPU/IO module#0 CPU/IO module#1

1 [ 1] [ 1 [ 1

Network \‘J

Example 2) Configure the dual network which corresponds to multiple LAN connection.

CPU/IO module#0 CPU/IO module#1

[ 1 [ 1] [ 1 [ 1]

O

Network 1 L

Network 2
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Configuring Dual LAN

This section describes how to configure dual LAN.

The following explains how to configure dual LAN regarding to the example shown in “Rules of
Dual Configuration on NEC Express5800/ft series.”

IMPORTANT:
Log on as "Administrator" or a member of the group "Administrators."

Start [Device Manager].

2. Select a target Network Adapter. Right-click on it and select [Properties] from the menu
displayed to show the properties dialog box.

E Computer Management - ;Iglll

I@ Fle Action “iew ‘Window Help | = |

¢+ EES 2 A xnaE

g Computer Management {Local) _é MEC GeminiEngine(TM) HA System Contraller _AJ
Eﬁ System Tools _é MEC GeminiEngine{ TM) HyperTransport Controller

{fﬂ Event Yiewer j MEC GeminiEngine(TM) HyperTranspart Contraller
-] Shared Folders j MEC GeminiEngine(TM) IfO=APIC Inkerrupt Controller

E Local Users and Groups _é MEC GeminiEngine( TM) Memory Controller

¥ Performance Logs and Alert: _é ME(C GeminiEngine(TM) PCI Express Root Port A

5, Device Manager j ME(C GeminiEngine(TM) PCI Express Root Port A
ﬁ Storage Bl j MEC GeminiEngine[TM) PCI Exprass Root Port B
& Removable Storage _J Inkel{R) 6700PXH PCI Express-to-PCI Bridge A - 0329
d Disk Defragmenter =- j Inkel{R) 6700P%H PCI Express-to-PCI Bridoe B - 0324
-3 Disk Management [#-4= Adaptec AIC-7902E - Ulkra320 SCS1

@ Services and Applications

&

F- j MEC GeminiEngine(TM) P Disable
i+ g Mumeric data processor | Uninstall
- _é PCI standard 154 bridge
i } PCI skandard PCI-to-pc) ocan for hardware changes
j Programmable interrupt ==
i System CMOS(real time chack

i [ K5 I»I;I

iOpans property sheet For the current selection. | ‘

- [
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3. Select the [Teaming] tab on the properties dialog box. Select the [Team with other adapters],
and then click the [New Team] button.

Intel{R) PRO, 1000 MT Dual Port Network Conn:

21
Diiver I Details | Resowrces
Gereral | Lnk | Advanced Teaming | WLANs

i“‘iel‘a Adapter Teaming

Teaming optiohs:

= Do not team this adapter
" Ewpreszs: Team &l ports on this adapter

% Team with other adapters

Team:

Mo teamns available j Eroperties... |

Team with other adapters

Teaming allovws you to group multiple adapters into & single team 24
that:

* Supports WLANs

» Supports multiple team types for most Intel adapters L.
= Offers advanced team settings

-
Frvr an muvarviawn: of MRS tasmine click hara _I

oK | Cancel |

4. Enter the team name and click [Next].

New Team Wizard

“welcome to the IntellR) PRO Adapter Mew Team Wizard

Specify & name for the team:

Advanced Metworking Services (ANMS) team names are limited ;I
to 48 characters.

After you create the ANS team, you can vieww and modify its
settings on the Settings tab in Team properies

For more information about AMS tesming, click here.

-]
< Back I Mest » I Cancel |
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5. Select the adapters to include in the team and click [Next].

New Team Wizard N x|

Select the adapters to include in this team:

Intel[R] PROA000 MT Dual Port M it
Intel[R] PRO/A000 MT Dual Paort Metwork Connection #2
Intel[R] PROA000 MT Dual Port Metwork Connection #3
Intel[R] PROA000 MT Dual Paort Metwork Connection 4

The list showes the adapters that are available for Advanced &
Metworking Services (ANS) teaming.

Adapters that do not support ANS teaming or that are already
members of another ANS or Express team are unavailable
and are not shovwn in the list.

WWhen an adapter i added to an AMS team, all protocaol ﬂ

< Back I Mest > I Cancel |

6. Select [Adapter Fault Tolerance] or [Adaptive Load Balancing] as a team mode (Usually
select [Adapter Fault Tolerance]).

Click [Next].

New Team Wizard N x|

Adaptive Load Balancing
Static Link Aggregation
|IEEE 802.3ad Dynamic Link Aggregation

-
Advanced Networking Services (ANS) Team ﬂ
Types
Metworking supports these ANS team modes:
* Adapter Fault Tolerance
Adaptive Load Balancing
Static: Link Sooredation
|EEE 502 .3ad: Dynamic Link Agoregation
Swvitrch Fault Tnlerance ﬂ

< Back I Mest > I Cancel |
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7. Click [Finish].

New Team Wizard '

x|
The wizard has the settings needed to create the team
“r'ou can view and modify the settings for these adapters from the team
properties dialog.
< Back Cancel |

Start Command prompt to check the physical MAC address set on ipconfig/all.

Media State
Description

Media disconnected
TEAH : Team #@
88-38-13-B8-A1-5C

Physical Address.

Select the Team Adapter you have set. Right-click on it and select [Properties] from the menu
displayed to show the properties dialog box.

E Computer Management
|@ Eile Action Wew ‘Window Help

e+ aElFe 2 El=ma

E Computer Management {Local)
=5 m Syskem Tools

[ [g] Event Viewer

Il x|
|l xf

1§ PCT standard 154 bridge
- g PCT standard PCI-bo-PCT bridge

Shared Folders
Local Users and Groups
Petformance Logs and Alert:
g Device Manager
=} -S Starage
[+-{&}f Removable Storage
[ Disk Defragmenter
Disk Management
=R & Services and Applications

[
-

m

|

| ¥

|

- iy PCT standard PCT-to-PCT bridge
i _) Programmable inkerrupt contraller
= } System CMO3/real time clock
(o iy System speaker
‘i System timer
@, audio Codecs
= _e had Multi-Path Device Specific Module
@), Legacy Audio Drivers
- Legacy Yideo Capture Devices
@), Media Control Devices
_e Microcode Update Device
inkg Microsaft System Management B1I0S Driver
[z} é‘ Multi-Path Suppart:
= _e MNEC Baseboard Management Controller
e J Plug and Play Software Device Enumerator

ey

- i Terminal Serv Update Driver. ..
), Video Codecs | Disable
Uninstall

!Opsns properky sheet For the current selection,

Scan for hardware changes
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10. Select the [Advanced] tab on the properties dialog box. Select [Locally Administered
Address] from the [Settings] list box, and then enter the MAC address of a Team Adapter,
which you have checked, in the [Value] text box. Click [OK].

TEAM : Team #0 Properties cd B4

Generall Settings  Advanced IVLANSI Diriver I Detailsl

i“iele Advanced Team Settings

Setkings:

Locally Administered Address
Max no. times probe sent
Probe

05 Packet Tagging
Receive Descriptors

Transmit Descriptors LI Use Default I

Locally Administered Address

|»

& CAUTIOHN: The Locally Administered Address replaces
the MAC address for this network adspter. Make sure
no other =ystems on the netwoark use this address.

This wirtual address does not change the burned-in (physical)
address on the adapter.

To enter & newy network address, type a 12-digit hexadecimal
number in the Walue box. LI

Ok I Cancel |
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Removing Dual LAN

IMPORTANT:

Log on as "Administrator" or a member of the group "Administrators.”

1.
2.

Start [Device Manager].

Select the Team Adapter of which you want to remove dual LAN. Right-click on it, and then

select [Properties] from the menu displayed to show the properties dialog box.

E Computer Management

=0l x|

Q File  Action Wiew window Help

[JRETE

¢~ @@ F#s 28 =na

E Computer Management (Local) EI j PCI standard ISA bridge
E--@ Systern Tools Iﬂ —} PCI standard PCI-to-PCT bridge

Event Wiewer : '} PCI standard PCI-to-PCI bridge
Shared Folders
Local Users and Groups

: Performance Logs and Alert:

g Device Manager

Storage

3 Removable Storage

Disk. Defragmenter

Disk. Management

E-& Services and Applications

'} System CMOS)real time clock
—} System speaker
:J System bimer
@), Audio Codecs
_é had Mult-Path Device Specific Madule
-8, Legacy Audio Drivers
- Legacy Video Capture Devices
-8, Media Control Devices
} Micracode Update Device
¢ Microsoft System Management BIOS Driver
[Zl-g%I Multi-Path Support
} MEC Baseboard Management Contraller
_} Plug and Play Software Device Enumeratar

B3

; Termingl sepy  Jodate Driver...
@), video Codecs  Disable
Uninstall

'} Programmable interrupt controller

=l

| | >l

Scan For hardware changes

|Opens property sheet For the current selection,

TEAM : Team #0 Properkties i

General  Settings |.t’-‘«dvanced| VLANSI Diriver I Detailsl

intgl.

21

Team Mode: Adapter Fault Tolerance

Adapters in team I Status

Intel[R) PROA1 000 MT Dual Port Metwark Connection .. Standby
Intel[R) PROA000 MT Dual Port Metwark Connection ... Active

Intel[R) PROA1000 MT Dual Port Metwark Connection .. Standby
Intel[R) PROA000 MT Dual Port Metwark Connection Standby
4 i

Modify Team... |
Adapter Properties... |

-

Test Switch... |

Lizsts the scdapters that are members of the selected team and
indicates their state.

Status
Column

» Active: The adapter is passing netvwork
traffic. In AFT mode, only one adapter is
active, the preferred primary adapter. In
|EEE 802 3ad mode, adapters that are part
of the active aooreoator have an Active

|

oKk | Cancel |

Select the [Settings] tab in the properties dialog box and click the [Remove Team] button.
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4. The confirmation dialog box appears. Click [Yes] button.

Team Settings il

| "_u, Are wou sure you wank ko remove this keam?
L3
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CHECK THE DUPLICATING OPERATION OF
MODULES

This section describes how to check if the system runs properly after system installation or
reinstallation.

Evaluate Startup and Stop of CPU/IO Modules

This section describes how to confirm the continuous system operation by failover after stopping
one CPU/IO module.

1. Check whether the CPU/IO modules are duplicated.
When the CPU/IO modules are duplicated, the FT status LED is illuminating in green.

[N
T
= B T B T T e

P R )
et Bl ol e ity
Y marrasneatataletelalote Se

R i B ! FT status LED

T

. .
el a o8 & a

o O B e S e e S B e
R R e e P

IMPORTANT:

When stopping the CPU/IO module of the server, stop the CPU module first, followed by the
10 module. When starting the CPU/IO module, start the 10 module first, followed by the CPU

module.
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2. Stop the operation of a CPU module to be removed using the Server Maintenance Utility.
Select [Start] - [All Programs] - [NEC ESMPRO Agent] - [Server Maintenance Utility] to
start the Server Maintenance Utility.

Then, from the [Server maintenance utility], select [CPU Module] and then the CPU module
you want to stop from the tree on the left pane. Click [Down] on [Bring Up/Bring Down].

&) Server maintenance utility - CPU Module(ID:0/0) =10l x|
Elle Wiew Settinos Inol  Help
@ SERVER-BL

System Configuration

Status: Duplss

~MTEF Informatio
Type:  Use Threshold Faults 0
Threshold : 1800 Sec Time of last falut: -
[ 5cs1 adapter(ID:0f10/104) e -
B8 Ethernet Board(ID:0/L0/105) Partd Clear
[ Fthernet Board{ID:0/10/105) Park1 MTEF information is cleared
‘@ BMC
= module#1 Bring Up/Bring Down
$ B P Madule(IDi1/1) y U o
18 Pt MUl 1) CPL module is brought up or down Up v
& scs1 adapter(1D:f11/104)
i Ethernet Board(ID:1/11/105) PortD e
{8 Ethernet Board(ID:1/11]105) Forty Version 008
==
L scsl Enclosure Additional Information : - 3441333038303030 Fimware
B sCsI Endoswre(ID:41) Start fimmware(B105) update —I

Jump Switck
’V The primary module is switched Jummp Switch

€ Harvest memary dump of the curient system without stopping it Harvest

For Help, press F1 v

When stopping the CPU module, FT status LED is turned off. This means that the CPU
module operates in simplex mode and the redundancy of the device has been lowered.

Dump
F‘ Save memary dump of the stopped madue.

3.  Stop the operation of the 10 module by using Server Maintenance Utility. Then select the 10
module (described as PCI module on Server Maintenance Utility) under the same module
with the CPU module stopped in the previous step, and click [Down] on [Bring Up/Bring
Down].

When stopping the 10 module, the module fails over.

E| Server maintenance utility - PCI Module(ID:0/10) o [=]
File Wiew Settinos Tool Help
K 3|

=g SERVER-B1

System Configuration

Module#0 MTEF

CPU Module(ID:0/0) Tupe Use Threshold Faults 0
(D00 Thieshald : 1800 Sec Time of ast faht ;-

e 5CST Adapten(ID:0/10/104)

-8 Ethernet Board(ID:0{10{105) PorkD o Do
{8 Ethernet Board(ID:0{10/105) Port1 MTEF information is cleared
B BMC

Status: Duplex

CPU Module(ID:1{1)
FCI Maduls(ID: 111}
& 5Cs1 adapter(ID:1/117104)

PCIl moudle is brought up or dovn. Up Doy

"Brlng Up/Biing Down

- Ethernet Board(ID:1/11]105) Fortd e
{8 Ethernet Board(ID: 1/11/105) Fort1 Time of st~
-8 BMC
- 5CS1 Enclosurs Message [ Test Number |

[~ SCSI Enclosure(ID:41)

Start diagnostics of PCI module. Diagnostics

For Help, press F1 Y
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CHECK:

Before stopping the 10 module, confirm that the status of the Ethernet board is “Duplex”
on the Server Maintenance Utility. If only the 10 module to be stopped has LAN
connection, do not stop it.

The following events or changes occur when 10 module fails over due to the system status.
® The screen temporarily blacks out and then displayed again.
® The following message will appear from the taskbar:

New hardware has been detected.

When stopping the 10 module, the USB-connected keyboard and mouse are logically
switched to the other module. At this time, you cannot operate keyboard and mouse
temporarily. However, the operation of application program continues.

® You can check from Server Maintenance Utility that the system is stopped by seeing the
CPU/IO module becomes the status of “Removed.”

Start the stopped 10 module.

From the Server Maintenance Utility, click [Up] of [Bring Up/Bring Down] to the 10 module
which was stopped in the step 3, and the 10 module will be started. Once the 10 module is
started, the 10 module diagnosis and the 10 module duplication are performed.

IMPORTANT:

When the 10 module stops, the CPU module of the same system needs to stop as well to
restart. This is for performing diagnosis of the module with the 10 module.

Press the [Up] button of the CPU module stopped on the Server Maintenance Utility.

On the Server Maintenance Utility, select the stopped CPU module and click [Up] of [Bring
Up/Bring Down].

Once the CPU module is started, hardware diagnosis and then synchronization of memory
(memory copy) are performed, and the duplication process is completed. Note that the system
is paused temporarily depending on the system status for copying memory during memory
synchronization.

IMPORTANT:

After dual configuration completes, the FT status LED illuminates in green. Until then, do
not perform next [Bring Up/Bring Down] evaluations. The status of dual configuration is
recorded in the event log with the source name HasCtrl.
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NEC Express5800/ft series SERVICE PROGRAM
CONFIGURATION

NEC Express5800/ft series achieves the duplex system using the following service programs, in
addition to dedicated drivers.

Service program names shown in [Services]:

BMC FW Update Service
Windows Management Instrumentation
SNMP Service

Alert Manager Main Service

ESM System Management Service
ESM FS Service

ESM Storage Service

ESM Common Service

ESRAS Utility Service

HAS Fault Tolerance

HAS Volume Monitoring Service
ESM HAS Storage Service

The above programs are necessary for the NEC Express5800/ft series operation. Do not stop these
services.

When minimizing the number of operating service programs temporarily is required (for system
disk backup using backup software, etc), the following service programs may be stopped:

Services that can be stopped:

® ESM FS Service

® ESM Storage Service

® ESRAS Utility Service

® ESM HAS Storage Service

Services required to keep operating

BMC FW Update Service

Windows Management Instrumentation

SNMP Service

Alert Manager Main Service

ESM System Management Service

ESM Common Service

Virtual Disk Service (when using Windows’ Disk Management)
HAS Fault Tolerance

HAS Volume Monitoring Service

Make sure to restart the operations of stopped service programs immediately after the backup
processes are completed.
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FILE CHECK FEATURE OF GeminiEngine Control
Software

To verify that files that construct software for controlling duplex operation (GeminiEngine Control
Software) are kept properly, the NEC Express5800/ft series has a file check feature. This feature
runs at a system startup and when logging on as an administrator user that set up the system.

This feature is automatically installed at installation by Express Setup.

Checking files

The file check feature of GeminiEngine Control Software is performed at the following two
occasions:

When starting OS

Checks files as a task that is automatically run at an OS startup. FLVERCHK.EXE is registered
as a hidden task in the task scheduler, and it is set to run at a system startup.

The check result is recorded in event log.

When logging on as the user that performed setup of the server (Administrator of the
build-in account)

Checks files when logging on as a user that set up the server. A shortcut to FIVerChk.exe is
registered in the startup folder of the user, and files are checked when logging on.

When invalid update is detected, the check result is displayed on the [GeminiEngine Control
Software File Checker] dialog.

When you logged on as a user other than the one that set up the system, the file check feature
of GeminiEngine Control Software is not run. If you want to run the file check feature when
logging on, copy the shortcut to FIVerChk.exe in the startup folder of the user that set up the
system (usually, it is located at C:\Documents and Settings\Administrator\Start
Menu\Programs\Startup) to the startup folder of the user to run the file check. Administrator
authority is required for running the file check.

FIVerChk.exe is stored at C:\Program FilesNEC\HAS_SW\VERCHK\BIN\Support. If you
cannot access the startup folder of the user that set up the server, create a shortcut to
FIVerChk.exe, and store it in the startup folder of the user to run the file check.

In those cases, the file check feature is run temporarily and does not reside in the system. Use these
settings as they are in order to detect invalid update of GeminiEngine Control Software at an early
stage.



3-38 Windows Setup and Operation

Outputting to Event Log

The following messages are registered to system event log when performing the file check feature
of GeminiEngine Control Software at OS startup:

Source:
Type:

Event ID:
Description:

Source:
Type:

Event ID:
Description:

HASSETUP

Information

100

GeminiEngine Control Software files have been checked and no problem.
(HASSETUP Version: n.nn.nn)

HASSETUP

Warning

101

Some GeminiEngine Control Software files have been illegally updated in the system.
(HASSETUP Version: n.nn.nn)

ILLEGAL FILE COUNT: n

aaaaaaaa.aaa: YYYY/MM/DD HH:DD:MM VER(bbbbbbbb) ccccecce

(Description of values)

n: Number of files in which errors are detected
(Up to 10 pieces of detail information of the file in which errors are detected
are displayed)

aaaaaaaa.aaa: Name of file in which errors are detected

YYYY/MM/DD HH:DD:MM:  Date and time of the last update of the file in which

errors are detected
bbbbbbbb: Version of the file in which errors are detected
cceeceece: Size of the file in which errors are detected
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Dialog

If error update is detected when logging on as a user that set up NEC Express5800/ft series
(Administrator of build-in account), check result is displayed on the [GeminiEngine Control
Software File Checker] dialog. When the file check result is normal, this dialog is not displayed.

(Example of dialog)

i GeminiEngine Control Sottware File Ghecker _§m|ﬂ

0

Compareri | FullPath | Fit=tame |Status [ Cescription

| PA|HASFTSWS Ci¥Frosram FilesENECEHAS SWEHASF TS UC HASGINF A1 HO SOSLFT Siad

Descipin | Ooe |

On the dialog, select a file and click the [Description] button to display detail information. If the
updated file can be recognized, the [Info] screen is displayed as below. Information on the file that
is supposed to be installed is displayed in [STANDARD]. Information on the updated invalid file is
displayed in [CURRENT].

(Detailed information screen)

=
THE DRIVER FILE INFOMATION
Sl HASFTSWC
FullPath: C:MProgram Files\NECAHAS_SWAHASFTSYCSHASCIME. I
FileM ame: HASCIMF. dll
Status: NG
STANDARD CURRENT
Description: SCSIFT State whatching Description: SCSIFT State watching
Library Library
File\ision: 10012 Filetisior: 1.0012
Productdersion:  1.0.012 Productyersion:  1.00.12
LangueCode: 0:409[1200] LangueCode: 0409[1200]
FileSize: 57346 FileSize: 57344
CreateD ate: 2006/03/1517:04:41 CreateD ate: 2006/09/04 233255
UpdateDate: 2006/031317:17:652 UpdateD ate: 2006/031 3171720
AccessDate 2006403415 17:04:41 AccessD ate: 200609414 16:42207
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VGA DRIVER

Changing the Color Quality of Display to 32 Bit

The default color quality of the graphics driver is set to 16 bits for the NEC Express5800/ft series.

The server rarely displays the following message when accessing a floppy disk and becomes unable
to access the floppy disk. The default color quality is 16 bit to prevent that from happening.

The volume does not contain a recognized file system. Please make sure that all required file system
drivers are loaded and that the volume is not corrupted.

Even if this message is displayed and the server becomes unable to access the floppy disk, the
processing completes by accessing the floppy disk again.

If you need to change the color quality to 32 bit knowing this limitation, apply a special graphic
driver as described below:

(1) Log on to Windows 2003 as a user with administrator authority.
(2) Setthe “EXPRESSBUILDER” CD into the DVD-ROM drive.
(3) From the Start menu, select [Run...]. The [Run] dialog box appears.

(4) Enter “D:\HAS\W2K3\GA32SET.BAT” in the “Open” box (replace “D” with the drive letter
of the DVD-ROM drive), and click [OK].

Then, restart the server.

To change the color quality to the standard (16 bit), perform the above steps but run
“GAL6SET.BAT” in (4) instead of “GA32SET.BAT.”
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NOTES

1)

2

This section describes cautions regarding “Safely Remove Hardware” displayed on the task
tray.

Clicking the “Safely Remove Hardware™ icon on the task tray shows more than one device
names like “USB Mass Storage Device.” You must not remove devices other than “USB
Floppy Drive.” When removing the devices other than “USB Floppy Drive”, proper system
operation is not guaranteed.

In case that you remove these devices by operation mistakes, click the “Safely Remove
Hardware” icon again and select “Safely remove AMD PCI to USB Open Host Controller.”
By doing this, the removed device is recognized again.

About compressing a system drive

Do not compress the root directory and the Windows directory when compressing the System
Drive. (The Windows Server 2003 directory is labeled as “Windows.”) If you compress the
root directory, operational stability cannot be ensured because the Windows File Protection
(WFP) may replace an unsigned driver with a signed driver. Since GeminiEngine Control
Software contains drivers enhanced for the NEC Express5800/ft series, such as SCSI driver,
the operation is not guaranteed if the drivers are replaced by WFP.



3-42 Windows Setup and Operation

(This page is intentionally left blank.)



Chapter 4

System Configuration

This chapter describes Basic Input Output System (BIOS) configuration.

When you install the Express5800 fault tolerant server for the first time or install/remove optional
devices, thoroughly read this chapter for better understanding and correct setups.
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SYSTEM BIOS ~ SETUP ~

The SETUP utility is provided to make basic hardware configuration for the server. This utility is
pre-installed in the flash memory of the server and ready to run.

The server is configured with the correct parameters using the SETUP utility and shipped in the best
conditions. Thus, you do not need to use the SETUP utility in most cases. However, you might wish
to use the SETUP utility in the cases described below.

IMPORTANT:
m  The SETUP utility is intended for system Administrator use only.

m  The SETUP utility allows you to set a password. The server is provided with two levels of
password: Supervisor and User. With the Supervisor password, you can view and change all
system parameters of the SETUP utility. With the User password, system parameters
available for viewing and changing are limited.

m Do not set any password before installing the OS.

m  The server contains the latest version of the SETUP utility. Dialog boxes appearing on your
SETUP utility, thus, may differ from descriptions in this User's Guide. If you find anything
unclear, see the online help or ask your sales agent.
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Starting SETUP Utility
Powering on the server starts POST (Power On Self-Test) and displays its check results. If the NEC
logo is displayed, press ESc.

After a few seconds, either of the following messages appears at bottom left on the screen
depending on your system configuration.

[ Press <F2> to enter SETUP

‘ Press <F2> to enter SETUP or Press <F12> to boot from Network

You may see either of the following messages at bottom left on the screen when POST terminates.

~

[ Press <F1> to resume, <F2> to SETUP

J

Press F2 to start the SETUP utility and display its Main menu.

If you have previously set a password with the SETUP utility, the password entry screen appears.
Enter the password.

Enter password:| ]

Up to three password entries will be accepted. If you fail to enter the password correctly for three
consecutive times, the server halts. (You can no longer proceed.) Power off the server.

TIPS:

The server is provided with two levels of password: Supervisor and User. With the Supervisor
password, you can view and change all system configurations. With the User password, the
system configurations you can view or change are limited.
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Description of On-Screen Items and Key Usage

Use the following keyboard keys to work with the SETUP utility. (Key functions are also listed at

the bottom of the screen.)

Shows the current menu.

/ Taoeniz M0 Seiog Uliliy
Mam Adtvanosd Bamrity Barver p Exi
| Sen Sesnific Faly
OptiOIlS to be _,——'—'_'_l'_ s Ftomm— T, S T, o
configured PR G,
Online help
window
Denotes there are
submenus :: 1L:u.: :--t 1hl:l--n-a. o :Dl:-l Exii
/ Parameters (selected parameters are
highlighted)

Explanation of keys

Cursor (T, {):

Cursor («, -):

Enter
Esc
F1:

F9:

Selects an item on the screen. The highlighted item is currently
selected.

Selects the Main, Advanced, Security, System Hardware, Boot, or
Exit menu.

Changes the value (parameter) of the selected item to the
previous value.

Changes the value (parameter) of the selected item to next value.
Displays a submenu or chooses the selected parameter.

Displays the previous screen.

Press F1 when you need help on SETUP operations. The help
screen for SETUP operations appears. Press Esc to return to the
previous screen.

Shows the following:

Setup Confirmation
Load default configuration now?
[Yes] [No]

If you select “Yes” and then press the Enter key, all items in the
setup are set to default values. If you select “No” and then press
either the Enter or Esc key, the status before pressing the F9
key is restored.
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F10: Shows the following:
Setup Confirmation
Save Configuration changes and exit now?
[Yes] [Mo)

If you select “Yes” and then press the Enter key, the setup will
complete with all changes you have made saved. If you select
“No” and then press either the Enter or Esc key, the status
before pressing the F10 key is restored.
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Configuration Examples

The following describes examples of configuration required to use software-link features or for
system operations.

Link with Management Software

To control power supply of the server with NEC ESMPRO Manager via the network
<Using the LAN connector on the motherboard>

Select [Advanced]— [Advanced Chipset Control]— [Wake On LAN]— [Enabled]

<Using the PCI LAN card>
Select [Advanced]— [Advanced Chipset Control]— [Wake On PME]— [Enabled]

UPS

To link power supply with the UPS
m  To power on the server when power is supplied from the UPS
Select [Server] - [AC-LINK] - [Power On].

m  To keep the server off-powered even when power is supplied from the UPS if the POWER
switch was used to power off

Select [Server] - [AC-LINK] - [Last State].
m  To keep the server off-powered even when power is supplied from the UPS

Select [Server] - [AC-LINK] - [StayOff].

Keyboard

To set Num Lock and key repeat
Select [Advanced] - [NumLock].
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Security

To set passwords on the BIOS level
Select [Security] - [Set Supervisor Password] and enter a password.
Set Supervisor password first, then User password.
To enable/disable the POWER switch
Select [Security] - [Switch Inhibit] - [Disabled]. (POWER switch enabled)
Select [Security] - [Switch Inhibit] - [Enabled]. (POWER switch disabled)

IMPORTANT:

Masking the POWER switch disables forced shutdown as well as power on/off using the
POWER switch.

Optional PCl-related devices

To enable Option ROM of the PCI card (option) installed on the server
Select [Advanced] - [PCI Configuration] - [PCI Slot n] - [Option rom] - [Enabled].

n: Slot number to install the board

Boot

To change the boot order of devices connected to the server
Select [Boot] and specify the boot order.
To display POST check results
Select [Advanced] - [Boot-time Diagnostic Screen] - [Enabled].
You can also press Esc while the NEC log is on the screen to display POST check results.
To control from the HW console
m  Remote operation via LAN

Select [Server] - [Console Redirection], and make necessary settings.

Memory

To check the installed memory (DIMM) status:

Select [Advanced] - [Memory Configuration] and check the status indications.
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Saving the Configuration Data

To save the BIOS configuration data
Select [Exit] - [Exit Saving Changes]

To discard changes to the BIOS configuration data
Select [Exit] - [Exit Discarding Changes]

To restore the default BIOS configuration data (the data may differ from the factory-setting)
Select [Exit] - [Load Setup Defaults].
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Menu and Parameter Descriptions

The SETUP utility has the following six major menus:

Main
Advanced
Security
Server
Boot

Exit

To configure detailed settings of functions, select a submenu from the above menus. Below
describes configurable functions and parameters and the factory settings displayed in the screen for
each menu.

Main

Start the SETUP utility to display the Main menu.

When you select a menu with the “P>” mark and press the Enter key, its submenu appears.

<Example>

Phoonix BI0E Setup Utility
[Dhons]

Systom Dadec 087 18 MG |

Tt «Shift-Tabs, or
> Pirromm Hatling <Bnters solocts fokd
Fi Help 1! Soleet lom 4+  Change Values FB Setup Defaulis
Exe Exit s Brleet Mona Emter Seloct # Sub-Menn F10 Bave nnd Exit
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Available options in the Main and descriptions are listed below.

Option Parameter Description
System Time HH:MM:SS Specify the system time.
System Date MM/DD/YYYY Specify the system date.
[ ]factory - set
IMPORTANT:

Check and adjust the system clock before operation in the following conditions.

- After transporting the equipment

- After storing the equipment

- After the equipment halt under the conditions which is out of the guranteed environment
conditions (Temperature: 10 to 35°C, Humidity: 20 to 80%).

Check the system clock once in a month. It is recommended to operate the system clock using a
time server (NTP server) if it is installed on the system which requires high level of time accuracy.
If the system clock goes out of alignment remarkably as time goes by, though the system clock
adjustment is performed, contact your sales agent.
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Processor Settings

When you select “Processor Settings” in the Main menu, the following screen appears.

T —

Phoenix BIOS Setup Utility
Processor Settings

Item Specific Help
Processor Speed Setting L1.80 CHz Disablesienables Hyper-
Threading Technology.
Processor 1 CPUTD: 0F43
Processor 1 L2 Cache: 2048 KB
Processor 2 CPUTD: Mot Installed
Enabled i'l
Execute Disable Bit: [Disahled]
F1 Help Tl Select Item -+ Change Values F¥ Setup Defanlis
Esc Exit +—+ Belect Menu Enter Select ¢ Sub-Menun F10 Save and Exit

Refer to the table below for information on options.

Option Parameter Description

Processor Speed Setting — Displays the speed of the processor.

Processor 1 CPUID CPUID When the processor 1 in installed, its
CPU ID is displayed. If the system
supports "Hyper-Threading
Technology", the ID of a physical
processor but not logical processor
appears here.

Processor 1 L2 Cache — Displays the cache size of the L2 of
the processor 1.

Processor 2 CPUID CPUID When the processor 2 is installed, its

[Not Installed]

CPU ID is displayed. If it the
processor is not installed, "Not
Installed" appears.

Processor 2 L2 Cache

Displays the caches size of the L2 of
the processor 2.

Hyper-Threading Technology Disabled Specify whether or not to enable
[Enabled] Hyper-Threading Technology.

Execute Disable Bit [Disabled] Specify whether or not to enable
Enabled Execute Disable Bit feature.

[ 1 Factory-set
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Advanced

Move the cursor onto "Advanced" to display the Advanced menu.

There is no configurable item on the Advanced menu screen below. Display each sub menu and
make settings on the sub menu screen. Select an option with the "P»" mark and press Enter to

display its submenu.

Phoenix BIOS Setup Utility
Main Advanced Becurity Berver Boot Exit

Ttem Specific Help
» PCI Configuration
¥ Advanced Chipset Control el S LT
to configure Memory
devices
Bootl-time Diagnostic Screen: [Disabled]
Reset Configuration Data: [No]
NumLaock: [Or]
F1 Help T 1 Belect liem -+ Change Values FB Setup Defanlts
Esc Exit s Balert Menu Enter Select ¢ Sub-Menu F10 Save and Exit

See the table below for setup options on the screen.

Option Parameter Description Your Setting

Boot-time [Disabled] Specify whether to display the Power On

Diagnostic Screen | Enabled Self-Test (POST) screen at start-up. If
"Disabled" is selected, the NEC logo
appears while POST is in progress. (To
display POST check results, press Esc and
F2.)
If "Console Redirection” is set to "Enabled”,
this option is unconditionally set to
"Enabled".

Reset [No] If you select [Yes], the system configuration

Configuration Date | Yes data will be cleared at next boot with this
option set automatically to [No].

NumLock On Specify whether or not to enable NumLock

[Off] at system startup.

[

]: Factory-set
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Memory Configuration

When you select “Memory Configuration” in the Advanced menu, the following screen appears.

Phoenix BIOS Setup Utility
Advanced
Memory Configuration Item Specific Help
Memory Size: HTINE Tests extended memory
DIMM Group #1 Statas ~ Normal - Onee per KB, or
DIMM Group £2 Status Normal - Once per MB, or
DIMM Group #3 Status ~ Not Installed - Every location or
- No Memory Test

Fi Hep 7! SelectItem

Ese Exit +—— Belect Menn Enter Select

Change Values

» Sub-Menu

FO Setup Defaults
Fi0 Save and Exit

Refer to the table below for information on options.

Option Parameter Description
Memory Size = Displays the memory size.
DIMM Group #1 Status Normal Displays the memory status.

[Not Installed]

DIMM Group #2 Status

Normal
[Not Installed]

Displays the memory status.

DIMM Group #3 Status

Normal
[Not Installed]

Displays the memory status.

Extended RAM Step

1MB

1KB

Every location
[Disabled]

Set the time interval between memory tests.

[ 1 Factory-set
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PCI Configuration

When you select “PCI Configuration” in the Advanced menu, the following screen appears. If you
select a menu with the “P>” mark and press Enter, its submenu appears.

Phoenix BIOS Setup Utility
Advanced

PCI Configuration Ttem Specific Help
Additional setup
» LAN Controller menus to configure
embedded SCSI
PCI Slot 1 Option ROM:  [Disabled] controller.

PCI Slot 2 Option ROM: [Disabled]
PCI Slot 4 Option ROM: [Disabled]
PCI Slot 5 Option ROM: [Disablad]

F1 Help 1. Selectltem 4 Change Values F9 Setup Defaults
EscExit  +— Select Menu Enter Select  * Sub-Menn F10 Save and Exit

Refer to the table below for information on options.

Option Parameter | Description

PCI Slot 1 Option ROM Enabled If [Enabled] is selected, the extended ROM of the
[Disabled] slot device will be initialized.

PCI Slot 2 Option ROM Enabled
[Disabled]
PCI Slot 3 Option ROM Enabled
[Disabled]

[ 1: Factory-set
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SCSI Controller

When you select “SCSI Controller” in the Advanced menu, the following screen appears.

Phoenix BIOS Setup Utility
Advaneed

SCSI Controller Item Specific Help
Disahlesfenahles the
Option ROM Scan: [Enabled] e
controller.
Fl Help T. SelectItem 4+ Change Values FU Setup Defaults
EscExit  +~—SelectMenu  EnterSelect » Sub-Menu F10 Save and Exit

Refer to the table below for information on options.

Option Parameter Description
SCSI Controller [Enabled] If “Disabled” is selected, chip
Disabled stays in the reset status. In this

status, the SCSI Controller is
totally disabled and not
recognized by the PnP OS.

Option ROM Scan [Enabled] If “Enabled” is selected, the
Disabled extended ROM of the device
will be initialized.

[ I: Factory-set
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LAN Controller

When you select “LAN Controller” in the Advanced menu, the following screen appears.

Phoenix BIOS Setup Utility
Advanced

LAN Controller Item Specific Help
Disables‘enables the
Option ROM Scar:  [Enabled] on-board LAN
controller.
F1 Help T4 Select Item ~++ Change Values F9 Setup Defaults
Esec Exit — Select Menu Enter Select  » Sub-Menu F10 Save and Exit

Refer to the table below for information on options.

Option Parameter Description
LAN Controller [Enabled] If “Disabled” is selected, chip stays
Disabled in the reset status. In this status, the

LAN Controller is totally disabled
and not recognized by the PnP OS.

Option ROM Scan [Enabled] If “Enabled” is selected, the
Disabled extended ROM of the device will be
initialized.

[ 1 Factory-set
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Advanced Chipset Control

When you select “Advanced Chipset Control” in the Advanced menu, the following screen appears.

FPhoenix BIOS Setup Utikity
Advam ced

Advan ced Chip: et Control Item Speafic Help
D= abled| Determi me s thea ciio m of
WalzOn PME:  [Dmabled] the syt em wh en aLAN
05 Debug - [Dis abled] wake up event occmr
F1 Help T4 Select Item ++  Change Values F9 Setup Defanlis
Esc Exit +—= Select Menn Enter Select  » Sob M u F10 Savean d Exit

Refer to the table below for information on options.

Option Parameter Description
Wake on LAN [Disabled] Select whether or not to enable the
Enabled remote power-on function via the
LAN connector on motherboard.
Wake On PME [Disabled] Select whether or not to enable the
Enabled remote power-on function via the
PCI LAN card.
OS Debug [Disabled] Select whether or not to enable the
Enabled OS Debug mode. Typically, select
Disable.

[ I: Factory-set
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Security

Move the cursor onto "Security" to display the Security menu.

Phoenix BIOS Setup Utility
Main Advanced Becurity Berver Boot Exit

Item Specific Help

User Password [= Clear
Supervisor Password [s Clear
Set User Password [Enter] g

conirols aecess to the

setup utility.

Bwitch Inhibit: [Disahled]
Fi1 Help Tl Select Item ~/+ Change Values F Setup Defaulis
Esc Exit +~—s Belect Menu Enter Select  p Sub-Menu F10 Bave and Exit

Select "Set Supervisor Password" or "Set User Password" and press Enter to display the following
pop-up screen. The screen below shows when "Set Supervisor Password" is selected.

Set a password on this pop-up screen. Enter a password of up to seven alphanumeric characters and
symbols from the keyboard.

Phomiv BIOSS dup Uity
Main Advanced Serity Server Boot Exit

Iten Spedfic Help
User Pasowond  ls: Clear
Supervikor  Pasword st Clear
Supervigor  Password
Set User Password [Enkr | amtmb ames o the
=3 o iy, .
Swiich Inhibit : S Supervisor P aseword

Enier mew paswaornd |
Confirm new Pasword @ |

Fi H elp T4 Sedeat lem W4 Chamge Values Fo 5 enp Diefaulls
Esc Exit +—Seled Menu Emnter Seled * Sub-Menu Fli5 ave and Exit
IMPORTANT:

m User password setup is not available before Supervisor password setup.
m Do not set any password before installing the OS.

m [f you forget your password, contact you sales agent.




System Configuration 4-19

See the table below for setup options on the screen.

Option Parameter Description
User Password |[Clear] Indicates User password setup status (view only).
is Set
Supervisor [Clear] Indicates User password setup status (view only).
Password is Set
Set User [Enter] Press Enter to display the user password entry
Password screen. With a user password, accessing the

SETUP menus is restricted. This option is
available only if the Supervisor Password is

specified.

Set Supervisor |[Enter] Press Enter to display the supervisor password

Password entry screen. This option is available only when
you log into the SETUP utility with the supervisor
password.

Password on [Disabled] Specify whether to request a password entry at

boot Enabled boot-up. User password setup is required
beforehand.

Switch Inhibit [Disabled] Enable or disable the POWER switch on the

Enabled server. If you select to enable, the switch will be

disabled.

[ 1 Factory-set

IMPORTANT:

If you have logged in SETUP by using the Supervisor Password, you can check and change all
settings. If you have logged in SETUP by using UserPassword, you see the settings but cannot
make changes on the settings except System Time, System Date and User Password of Main.
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Server

Move the cursor onto [Server] to display the Server menu.

The following describes options you can configure in the Server menu and their functions.

Select an option with the "P" mark and press Enter to display its submenu.

Refer to the table below for information on options.

P

homix BIOSS etup Utllity
Server Baat Exit

Ttan S pecific Help
* Console R edirection
* Event Log Configuration Additional  setip
* Monitoring  Configuration menu to vew
Server  msanagement
Thermal Sensor : (D iabled ] fetures .
BMCIRD : [IRQ 11]
Pt Ervoe P ase : [Enabled ]
AC-LINK: [Last State |
Power OND elay Time : [ o
Fl H elp TL Sdect Item S+ O hange  Values P 8 aup Daaults
Ese Exit ——Relect Menu Enier 8 elect B Sub -Menu FI0S ave and Exit
Option Parameter Description
Thermal [Disabled] Enable or disable the thermal sensor
Sensor Enabled functions.
BMC IRQ Disabled Set the IRQ of BMC interruption.
[IRQ 11]
Post Error [Disabled] Set whether or not to pause POST at the end
Pause Enabled of POST if an error has occurred during
POST execution.
AC LINK Stay Off Specify the AC LINK feature by selecting the
[Last State] status of the power supply unit of the server
Power On when the AC power supply restarts. (See the
table on the next page for details.)
Power ON [0]-255 Configure the DC ON delay time if AC LINK
Delay Time is set to “Power On” or “Last State” (unit:
second).

* “Console Redirection” is shown only when the N8815-001/001A ft Remote Management Card is

[ ] Factory-set

installed. (Installed in standard for 320Fb-M and 320Fb-MR models)
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The table below lists how selections for "AC LINK" determine the power status of the server when
the power supply to the server restarts.

Parameter
State before powered off Stay Off Last State Power On
In service Off On On
Out of service (DC power: Off) Off Off On
Forced shutdown * Off Off On

*

System Management

Pressing the POWER switch for over four seconds shuts down the power to the server.

Select "System Management" on the Server menu and press Enter to display the following screen.

Phoenix BIOS Setup Utility
Server

System Manag ement Ttem Specific Help
BIOS Revision: GPJ1.HA.000 5.B.0509162344 All ifems on this menu
cannot be modi fied in

Board Part # 856-123456 user mode. Ifany
Board Serial #: 123456789 012 items require changes
System Part #: [N81 00-667] please consult your
System Serial #: 123456789 0 system Su previsor .
Chassis Part #: FTsystem
Chassis Serial #: 01
BMC Device ID: 24
BMC Device Rev: 01
BMC Firmware Rev: 00.02
SDR Rev: SDR Version 00 .F4
PIA Rev: 0LF3
Module#0 BMC
MAC Address: 00-30-13-B§-§7-19 v

F1 Help Tl Select Item -+ Change Values F9 Setup De faults

Esc Exit 3 Select Menu Enter Select P Sub-Menu F10 Save and Exit

See the table below for setup options on the screen.
Option Parameter Description
BIOS Revision — Displays the BIOS revision.

Board Part Number

Displays the board information.

Board Serial Number

Displays the board information.

System Part Number

Displays the system information.

System Serial Number

Displays the system information.

Chassis Part Number

Displays the chassis information.

Chassis Serial Number

Displays the chassis information.

BMC Device ID

Displays the BMC information.

BMC Device Revision

Displays the BMC information.
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Option Parameter | Description

BMC Firmware Revision - Displays the BMC information.

SDR Revision — Displays the revision of SDR (sensor
device information).

PIA Revision — Displays the PIA (plat form information)

revision.

Module#0 BMC MAC Address* | —

Displays the BMC MAC address of
CPU/IO module#0.

Module#1 BMC MAC Address* | —

Displays the BMC MAC address of
CPU/IO module#1.

[ ]: Factory-set

* MAC address information is shown only when the N8815-001/001A ft Remote Management Card
is installed. (Installed in standard for 320Fb-M and 320Fb-MR models)

Console Redirection

Select "Console Redirection" on the System Hardware menu and press Enter to display the
following screen.

Phoenix BIOS Sotap Utility
Berver

Consolo Rodireetion Teom Spocific Holp
Disublosonalilos the
m Copsole Redirection.
Thisabdod complotaly
disables Conscle
G
Fl Halp T4 Sclociliem 4 Change Valuos FO Sotup Delulis
Ese Exit + Bedoct Monu Entor Scbort  » SubcMoou FiD Save and Exit
See the table below for setup options on the screen.
Option Parameter Description
BIOS Redirection [Disabled] Enable or disable Console Redirection. By enabling
Port Enabled this option, you can remotely control behavior during
POST.
Baud Rate* 9600 Select a port rate used for the interface with a
[19.2K] hardware console to be connected.
38.4K
57.6K
115.2K
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Option

Parameter

Description

Flow Control*

[None]
XON/XOFF
[CTS/RTS]
CTS/RTS+ CD

Select a flow control method.

Console Type*

PC-ANSI
[VT100+]
VT-UTF8

Select a console type.

[ 1 Factory-set

* Displayed only when the BIOS Redirection Port menu is enabled.
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Event Log Configuration

Select "Event log Configuration” on the System Hardware menu and press Enter to display the
following screen.

Mhoenix BIDE Sotup Utility
Berver

.Pt_ﬁ‘hd The systom ovent log
will be cleared il
Cloar (#fline Event Logs  [Press Entor | soleciing YES.
F1 Hedp Tl Bolecd Hem 4+ Changs Values FB Betup Defanlis
Eso Exit +— Beloet Menu Enter Select  » Bub-Monu F1iSave and Exit

See the table below for setup options on the screen.

Option Parameter Description

Clear Online Event Logs [Press Enter] | To clear event logs of the working module, press the
Enter key and select “Yes.”

Clear Offline Event Logs [Press Enter] | To clear event logs of the stand-by module, press the
Enter key and select “Yes.”
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Monitoring Configuration

Select “monitoring Configuration” on the Server menu and press Enter to display the following

screen.
Phoenix BINS Setup Utility
Server
Monitoring Configuration Tiem Specifie Holp
ot Moo — -
Diption ROM Scan Monitoring: [Ennhbled |
Dption BOM Monitoring Temecut: [ 5]
FOST Pause Monitoring: [Ennhbled |
POST Pause Monitoring Timoout: [ 3]
Fl Hap T Saloct liem 4 Change Values P8 Being Dofuulis
Esc Exit +—— Boloet Meou Enter Select » Bub-Menu F10 SBave and Exit
Option Parameter Description
FRB-2 timer Disabled Select whether or not to enable the FRB-2 timer.
[Enabled]
Boot Monitoring Disabled Select whether or not to enable the timer for boot
5 minutes monitoring at startup. If you are starting up from an OS
[10 minutes] with no NEC ESMPRO Agent installed, disable this
15 minutes option. If you use Disaster Recovery Option for
20 minutes ARCServe, select [Disabled].
25 minutes
30 minutes
35 minutes
40 minutes
45 minutes
50 minutes
55 minutes
60 minutes
Option ROM Scan Disabled Select whether or not to enable the function to monitor
Monitoring [Enabled] the option ROM scan.
Option ROM 1-[5]-20 Set the timeout of the option ROM scan. This option is
Monitoring Time-out displayed when the Option ROM Scan menu is set to
[Enabled] (unit: minute).
POST Pause Disabled Set whether or not to enable the POST monitoring
Monitoring [Enabled] function during boot pause.
POST Pause 1-[3]-20 Set the time for POST monitoring during boot pause.
Monitoring Time-out This option is displayed when the POST Pause
Monitoring menu is set to [Enabled] (unit: minute).

[ 1 Factory-set
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Boot

Move the cursor onto "Boot" to display the Boot menu.

The server searches for the boot device according to the order specified in this menu and use the
software to boot the system if found.

Mimiy Shrwmmerad

You can change the boot device order using T or ¥ and + or —. Move the cursor to select the device
by T or {, and then change the priority using + or —.

IMPORTANT:
Specify the device boot order as shown above to start the NEC EXPRESSBUILDER.
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Exit

Move the cursor onto "Exit" to display the Exit menu.

LLE Al v e

Exhi Saving Changes
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The following describes each option on the Exit menu:

Exit Saving Changes

Select this option to save the current v — —_— e i
configuration data into the CMOS e Spaciic Fidy
(rtlfir.}[—volatlle memory) and exit the SETUP E‘:ﬂp‘hﬂﬂm ety s
utility. o A sl
Select “Exit Saving Changes” to display the Stap U emfirmain:
right screen. Select "Yes" to save the current S cosfiguration chasgne mad. st nmT
configuration data into the CMOS = el
(non-volatile memory) and exit the SETUP
utility. The server will automatically restart
the system.

Bedeci Accepi
Exit Discarding Changes
Select this option to exit the SETUP utility I —_—
without saving the current configuration data . —
into the CMOS (non-volatile memory). l_:h"'u; i
If you select “Yes” here, the “SETUP ::?—,— g et de o
Warning” dialogue box appears. : . .
If you select “No” in the “SETUP Warning” e i

Discar changes and sit sstup now?

dialogue box, you can exit
 Toa Mhic]

SETUP without saving the changes you have
made.

If you select “Yes” in the dialogue box, you
can exit SETUP with the changes you have
made saved in CMOS. The server reboots . il
automatically.

Load Setup Defaults

Select this option if you want to reset all = i
Hiom Speacific Halp

values in SETUP to default (factory-set
values). When you select Load Setup e drarer e
: Dhim-ardizg Changes
Defaults, the dialogue box as shown on the o g kneaein e
right appears. o Fessevss
If you select “Yes” in the dialogue box, Setup Coalimmation
default values are restored. If you select Lnd dulfanl comBprarating new

“No”, you will see the Exit menu screen. = b

IMPORTANT:

The default value slightly differs from the
factory-set value. Check all setting values Bt Aemert
before restoring the default value.
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Discard Changes

Select this option if you want to restore

previous values before saving values in CMOS.

When you select “Discard Changes”, you will
see the dialogue box as shown on the right.

If you select “Yes” in the dialogue box,
changes you have made are discarded and
previous settings are restored.

Save Changes

Select this option if you want to save changes
you have made in CMOS (non-volatile
memory) without exiting SETUP. When you
select the Save Changes, you will see the
dialogue box as shown on the right.

If you select “Yes” in the dialogue box,
changes you have made are saved in CMOS
(non-volatile memory).

Phaemia S Seup Utility
Muin  Advanced Sacurity Server [ Exit

Tamm Spacific
e i e
from CHIOS forr all SETUT
Sarre {hunges e

Seinp Coafirmation

Laad prvioee confipmmtion now!

-

Bl g
Phosenix HI0S Setup Ulility
Main  Advancal [ T
[ — o Spmcific Tilp
Exit g O
L_,E‘;,_L-’- s Hokmp Tt
Eincsesd Changen

Setup Confirmation

e canfmratian chazgrenan?

{ Tom | el
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SCSI BIOS (SCSISelect)

The “SCSISelect” utility makes settings of the SCSI controller on a motherboard. You can start it up
by simple key operation during POST execution without using any special startup disk.

IMPORTANT:

Because the server is installed with the latest version of the SCSISelect utility, your screen
display may be different from the one described in this guide. For information on options
different from those described in this guide, refer to the online help or ask your service agent.

Usage of the SCSISelect utility

The SCSISelect utility is activated when you configure the transfer speed of SCSI devices
connected to the server (except hard disk drive), and allows you to make settings.

IMPORTANT:

SCSI configuration must be set by starting up the utility on a SCSI controller basis. The server
is equipped with one SCSI controller. If you have added SCSI controller boards, you need to
make SCSI controller settings as many as the number of added SCSI controller boards in
addition to the configuration for the built-in SCSI controller. The utility used for changing
settings may be different.

Starting and Quitting the SCSISelect utility

The following section describes the procedures from starting the SCSISelect utility to quitting the
utility. For information on how you start up and/or operate the utility stored on the option board, see
the manual shipped with the option board.

1. Power on the server.

The following message appears on the screen during POST execution.

IMPORTANT:

The message is repeated for the number of times as many as the number of SCSI
controllers installed.

Adaptec SCS5I BIOS wX.XX
Copyright 2004 Adaptec, Inc. ALL Rights Reserved.

4 4 4 Press <Ctrl> <N> for SCSISelect(TM) Utility! » b P

2. Press and hold down the Ctrl key and press the N key.
The SCSISelect utility starts up with the “Main” menu displayed.
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3. Use the cursor to select a channel in the “Bus:Device” box, and then press the Enter key.

AIC-7902 A at Slot ?7 08:01:00

AIC-7902 B at Slot 7?7 08:01:01

The SCSI controller of the motherboard has two channels.

The channel A (08:01:00) shows the hard disk drive of ID0, ID1 and ID2 while the channel B
(08:01:01) shows the hard disk drive of ID3, ID4 and IDS.

When selection is made, the “Options” menu appears.

4. Select the Options menu and press the Enter key.
Options

Configure/View SCSI Controller Settings

SCSI Disk Utilities

If you want to make settings of the adapter (selected channel) or the SCSI device connected to
the channel, choose “Configure/View SCSI Controller Settings.”

If you want to know or verity the format of hard disk drive or find the SCSI ID of the device
connected to the channel, select “CSI Disk Utilities.”

For more information, see the following description.

To quit SCSISelect, press the Esc until you see the closing message. (If any changes have been
made, the massage asking you whether or not to save the changes is displayed. Select Yes (save the
changes) or No (discard the changes)).
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Configure/View SCSI Controller Settings

When you select “Configure/View Host Adapter Settings” in the “Options” menu, the following
screen appears.

Configuration

SCSI Bus Interface Definitions

SCSI Controller ID

SCSI Controller Parity Enabled
SCSI Controller Termination Enabled

Additional Options

Boot Device Configuration Press<Enter>
SCSI Device Configuration - -.Press<Enter>
Advanced Configuration =-- -.Press<Enter>
Host RAID Disabled

<F6> - Reset to SCSI Controller Defaults

BIOS Information

Interrupt(IRQ) Channel
I/0 Port Addresses 2000h

The following describes menus and parameters. Read the descriptions to optimize your system.

SCSI Bus Interface Definitions

Use arrow keys to select SCSI BUS Interface Definitions. The following table provides information
on options and their functions.

Option Parameter Function/settings
SCSI Controller ID Oto[7]to 5 Set “7.”
SCSI Controller Parity [Enabled] Set “Enabled.”
Disabled
SCSI Controller Termination [Enabled] This option allows you to select
Disabled whether or not to enable the
terminator.
Set “Enabled.”

[ ]: Factory-set
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Additional Options
Use arrow keys to select Additional Options.

Boot Device Configurations

When you select “Boot Device Configurations” and press the Enter key, the display changes as
shown below:

Boot Device Configuration

Single Image
Master SCSI Controller AIC-7902 A at slot 00 02:03:00

Select S5CSI peripherel from which to boot.
Boot SCSI Controller AIC-7902 A at slot 00 02:03:00

SCSI Device Configuration

When you select “SCSI Device Configuration” and press the Enter key, the display changes as
shown below:

SCSI Device Configuration

SCSI Device ID #1 #2 #3
Sync Transfer Rate (MB/Sec)..... 320 320 320
Packetized Yes Yes Yes

Yes Yes Yes
Initiate Wide Megotiation. Yes Yes Yes
Enable Disconnection.. Yes Yes TYes
Send Start Unit Command. Yes Yes Yes
BIOS Multiple LUN Suppor No No No
Include in BIOS Scan Yes Yes Yes

SCSI Device ID
Sync Transfer Rate (MB/Sec)..
Packetized

Initiate Wide Megotiation.
Enable Disconnection

Send Start Unit Command
BIOS Multiple LUN Support.
Include in BIOS Scan

IMPORTANT:

You can make settings on a SCSI ID basis. Before you make settings, confirm the SCSI ID of
your target device.

TIPS:

If you do not know the SCSI ID of the added option, choose “SCSI Disk Utilities” in the
“Options” menu. After a while, the screen showing SCSI IDs and matching devices appears.
For more information, see “SCSI Disk Utilities” described later.
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The following table provides information on options and their functions on the menu.

Option Parameter Description

Sync Transfer Rate [320] 33.3 Typically, set “320.” This value may need to be

(MB/Sec) 160 20.0 changed depending on the option connected. For
80.0 10.0 more information, see the manual attached to the
66.6 ASYN [option.
40.0

Packetized [Yes] Select whether or not to optimize the bus usage
No ratio by using the function to transfer packetized

data (DT or dual transition).

QAS [Yes] Select whether or not to use the Quick Arbitration

No and Selection(QAS) function, which improves the
SCSI bus usage ratio.

Initiate Wide Negotiation [Yes] If the connected SCSI device supports Wide
No SCSI, select “Yes.” If not, select “No.”

Enable Disconnection [Yes] Set “Yes.”
No

Send Start Unit Command [Yes] Set “Yes” for a hard disk drive. Otherwise set
No “No.”

BIOS Multiple LUN Support | Yes Set “No.”
[No]

Include in BIOS Scan [Yes] Set “Yes.”
No

[ I: Factory-set
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Advanced Configuration

When you select “Advanced Configuration” and press the Enter key, the display changes as shown

below:

Advanced Configuration

Reset SCSI Bus at IC Imnitialization
Display <Ctrl><A> Message During BIOS Initialization
Extended Int 13 Translation for DOS Drivers > 1GByte ..
Post Display Mode

5CSI Controller Int 13 Support

Enabled
Enabled
- Enabled
Verbose
Enabled

Options Listed Below Have NO EFFELT if Int 13 Support is Disabled

Domain Validation

Support Removable Disk Under Int 13 as Fixed Disks ..

BIOS Suppeort for Bootable CD-ROM

.- Enabled
-. Disabled
- Enabled

The following table provides information on options and their functions.

Disabled: NOT Scan
Disabled: scan bus

Support

Option Parameter Description

Reset SCSI Bus at IC [Enabled] Set “Enabled.”

Initialization Disabled

Display <Ctrl><Alt> Message |[Enabled] Set “Enabled.”

During BIOS Initialization Disabled

Extended Int 13 Transfer for |[Enabled] Set “Enabled.”

DOS Drivers > 1 Gbyte Disabled

Post Display Mode [Verbose] Do not change the settings unless it is
Silent necessary.
Diagnostic

SCSI Controller Int 13 [Enabled] Select whether or not to enable SCSI BIOS.

Select “Enabled” except

® when starting up the OS from a hard
disk drive other than those connected to
the SCSI controller (it is OK if no hard
disk drive is connected to controller
other than SCSI controller).

® when reserving a space in the extended
ROM space. In this case, you can
disable the BIOS of a SCSI controller to
which no hard disk drive is connected.

Domain Validation [Enabled] Set “Enabled.”
Disabled
Support Removable Disks Boot Only Options controlled by removable media are
under Int 13 as Fixed Disks | All Disks supported by AIC-79xx BIOS.
[Disabled]
BIOS Support for Bootable [Enabled] Set “Enabled.”
CD-ROM Disabled

[ 1 Factory-set
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SCSI Disk Utilities

SCSI Disk Utilities scans a device connected to the selected channel and displays information on the
device. If the device is a hard disk drive, you can perform low-level formatting or verification.
When you choose “SCSI Disk Utilities” in the “Options” menu, which is shown after selecting a
channel to be configured, the screen for scanning SCSI IDs is displayed.

AIC-7902 A at slot ??, 02:03:00

Scanning SCSI ID: &: LUN Number :0

After the scanning the screen showing SCSI IDs and corresponding devices appears.

SCSI Disk and press <Enter>

#0 : No device
#1 : No device
#2 : No device
#3 : No device
#é4 : No device
#5 : No device
#6 : No device
#i : Adaptec AIC - 7902
#8 : No device
#9 : No device
#10 : No device
#11 : No device
#12 : No device
#13 : No device
#14 : No device
#15 : No device

When you select a device on this screen and press the Enter key, details of the device is shown.

If the selected device is a hard disk drive, you can execute the following submenus.

® Format Disk: performs low-level formatting for the selected device.

®  Verify Disk Media: compares (verifies) all sectors of the selected device and if there is any bad
sector, re-assignment will be performed.
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FORCED SHUTDOWN AND CLEAR

Read this section if your server does not operate as expected, or if you want to return all setup
values to those made at shipment.

Forced Shutdown

Use this function when an OS command does not shut down
the server, the POWER switch does not turn off the server,
or resetting does not work.

Press and hold the POWER switch on the server for over
four seconds. The power is forcibly turned off. To turn on
the power back again, wait approximately 30 seconds after
turning off the power (forced shutdown).

IMPORTANT:

If the remote power-on feature is used, power on the Press it for over 4 seconds.
server and start the OS, and turn off the power in the
normal way.
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CLEAR CMOS/PASSWORD

With the pre-installed SETUP utility, you can set desired passwords to protect data stored on the
server from unauthorized user access. If you forget the password, you can clear them by following
the procedure described in this section.

You can also use the same procedure to clear the CMOS data in the server.

IMPORTANT:
m Clearing the CMOS data restores the factory settings.

m To clear the password or CMOS data, power off the server.

To clear the password or the CMOS data, use configuration jumper pins (jumper switches) located

inside of the server. The jumper switches are found on the motherboard in a CPU/IO module. See
the figure below.

IMPORTANT:

Do not change any other jumper switch settings. Any improper change may cause the server to
fail or malfunction.

Pins for protecting/ )
clearing CMOS data Use clips on

pins 11 and 12
2 10 12 /
A\ /
1

~
©

|00 | o

Pins for BMC
] configuration

//
o | &

N

/3 9 11
P1
/

Pins for protecting/clearing Use clips on pins 1 and 3
password

ﬂqm
o|l0olle
~ | O 0N

-&
PTo
I
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m Pins for protecting/clearing the password

Short-circuiting the two pins:  Clears the password

Opening the two pins: Protects the password (factory-set)
m Pins for protecting/clearing the CMOS data

Short-circuiting the two pins:  Clears the CMS data

Opening two pins: Protects the CMOS data (factory-set)

The following describe the clearing procedure.

A\ WARNING

@ ﬁ Observe the following instructions to use the server safely. There are risks of
death or serious personal injury. See “PRECAUTIONS FOR SAFETY” in
Chapter 1.

m Do not disassembile, repair, or alter the server.

How to Clear CMOS

1. Power off the NEC Express5800/ft series and unplug the both power cords.

2. Remove the both CPU/IO modules (#1 and #2) from the NEC Express5800/ft series (see
“Removing CPU/IO Module” on page 8-14).

3. Make setting of jumper switch for clearing CMOS of CPU/IO # 0.
Remove the clips from the jumper pins 11-12 and place them on the jumper pins 1-2 on
the CPU/IO Module #1.

4. Mount only the CPU/IO Module # 0 to the NEC Express5800/ft series (see “Installing
CPU/IO Module” on page 8-16).

5. Connect the power cord of the CPU/IO module #0 and press the POWER switch to power
on.

6. When you see “8150: NVRAM Cleared By Jumper” and “Press <F1> to resume, <F2> to
Setup” during POST after the startup, press the POWER switch to power off, and then
disconnect the power cord from the outlet.
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10.

11.
12.

13.
14.

15.

Example

Phoenix ServerBIOS 3 Release 6.0

Copyright 1985-2003 Phoenix Technologies Ltd.
All Rights Reserved

GPJ1. HA. XXXX. X. XXXXXXXXXX

IGPJ BIOS Release X. X

Build Time: XX/XX/XX XX : XX : XX

2x Intel (R) Xeon (R) CPU 3.60GHz

3072M System RAM Passed

2048K Cache SRAM Passed

System BIOS shadowed

Video BIOS shadowed

IPMI Base Board Management Controller was detected.
Device ID : XX Device Revision : XX

IPMI Version : X. X Firmware Revision : XX. XX
Self Test Result : XXXXH

SMBIOS Initialize. .. ... ... Passed
System Monitoring Check. Passed
ERROR

8150: NVRAM Cleared By Jumper
Press <F1> to resume, <F2> to Setup

By referring to “Removing CPU/IO Module” on page 8-14, remove the CPU/IO module
#0 from the server.

Restore the previous CMOS clear jumper switch settings. Remove the jumper pins 1-2 of
the CPU/IO module #0 and install them on the jumper pins 7-8.

By referring to “Installing CPU/IO Module” on page 8-16, install the CPU/IO module #0
on the server.

Reconnect the power cord of the CPU/IO module #0 and press the POWER switch to
power on.

After the startup, press the F2 key during POST to start BIOS SETUP.

Make settings in SETUP as you desire and then the settings by selecting “Exit”— “Exit
Saving Changes.” Switch the power off and disconnect the power cord from the outlet.

Clear CMOS for the CPU/IO module #1 by following the steps 3 to 12.

By referring to “Installing CPU/IO Module” on page 8-16, install both CPU/IO modules
on the server.

Connect both power cords.
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HOW TO CLEAR PASSWORDS

1. Power off NEC Express5800/ft series and unplug the both power cords.

2. Remove the both CPU/IO modules (#1 and #2) from the NEC Express5800/ft series (see
“Removing CPU/IO Module” on page 8-14).

3. Make setting of jumper switch for clearing the password of CPU/IO module # 0.

Remove the clips from the jumper pins 11-12 on CPU/IO module # 0 and place them on
the jumper pins 3-4 on the CPU/IO Module #1.

4. Mount the CPU/IO Module # 0 to NEC Express5800/ft series (see “Installing CPU/IO
Module” on page 8-16).

5. Connect the power cord of CPU/IO module #0 only, and then press the POWER switch to
power on.

6. When you see “8151: Password Cleared By Jumper” and “Press <F1> to resume, <F2> to
Setup” during POST after the startup, press the POWER switch to power off, and then
disconnect the power cord from the outlet.

Example

Phoenix ServerBIOS 3 Release 6.0

Copyright 1985-2003 Phoenix Technologies Ltd.
All Rights Reserved

GPJ1. HA. XXXX. X. XXXXXXXXXX

IGPJ BIOS Release X. X

Build Time : XX/XX/XX XX : XX : XX

2x Intel (R) Xeon (R) CPU 3.60GHz

3072M System RAM Passed

2048K Cache SRAM Passed

System BIOS shadowed

Video BIOS shadowed

IPMI Base Board Management Controller was detected.
Device ID : XX Device Revision : XX

IPMI Version : X. X Firmware Revision : XX. XX
Self Test Result : XXXXH

SMBIOS Initialize. . . ... ... Passed
System Monitoring Check. Passed
ERROR

8151: NVRAM Cleared By Jumper
Press <F1> to resume, <F2> to Setup

7. By referring to “Removing CPU/IO Module” on page 8-14, remove the CPU/IO module
#0 from the server.

8. Reset the jumper switch setting.

Remove the clips from the jumper pins 3-4 and place them on the jumper pins 11-12 on
the CPU/IO Module # 0.

9. Clear password for the CPU/IO module #1 by following the steps 3 to 8.
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10. By referring to “Installing CPU/IO Module” on page 8-16, install both CPU/IO modules
on the server.

11. Connect both power cords.
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BMC Configuration Jumper Settings

You can restore the initial values of the BMC configuration information (login name/password etc.),
which are set when you use a remote management function. The values are registered on a CPU/IO
module basis. Because of this, you need restore the values for your target CPU/IO module.

How to restore initial values:

1. Power off the server and then disconnect the power cords of both CPU/IO modules from the
outlet.

2. Remove your target CPU/IO module from the server by referring to "Removing CPU/IO
Module" on page 8-14.

3. Make clear settings of the jumper for the BMC configuration of the CPU/IO module.
Remove the CPU/IO module jumper pins (SH) 1-3 and set them to the jumper pins (SH) 1-2
(see page 4-38).

4. Install the CPU/IO module on the server by referring to “"Installing CPU/IO Module" on
page 8-16.

5. Connect the power cords of CPU/IO modules and wait for 30 seconds. Then disconnect the
power cords of both CPU/IO modules from outlet again.

6. Remove your target CPU/IO module from the server by referring to "Removing CPU/IO
Module" on page 8-14.

7. Restore the original statue of the jumper for the BMC configuration of the CPU/IO module.
Remove the CPU/IO module jumper pins (SH) 1-2 and set them to the jumper pins (5H)

1-3.
8. Install the CPU/IO module on the server by referring to "Installing CPU/IO Module" on
page 8-16.
IMPORTANT:

By this operation, BMC settings required in NEC DianaScope or remote management functions
for connection with the server will be cleared as well. If you are using NEC DianaScope, store the
settings required to connect to NEC DianaScope in media such as a floppy disk before this
operation, and configure the settings after the operation again. Use NEC DianaScope Agent or
NEC EXPRESSBUILDER system management function to configure and save the BMC settings.
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REMOTE MANAGEMENT FUNCTION

When the 320Fb-M or 320Fb-MR model is connected to a network via their management LAN port,
BMC (Baseboard Management Controller), an LSI for system management, installed on the server
allows remote monitoring and controlling of the server such as keyboard, video and mouse (KVM)
control over the management network.

Network Default Values

The following are default values to connect the server to a network.

IP Address :192.168.1.1

User Name : administrator

Password : (None)
Host Name  : ARMCXXXXXXXXXXXX

B The host name above is the host name used for auto registering with a DNS server using
DHCP functions.
XXXXXXXXXXXX is the MAC address assigned to each management card. The MAC
address can be found on the label attached to the rear or the card or Server-System
Management Sub-menu Selections- Primary BMC MAC Address/Secondary BMC MAC
Address on the BIOS Set UP screen.

IMPORTANT:

B To ensure security, change values for host name, password and IP address
according to your network environment.

B The speed and duplex settings of the management LAN port are set to the auto
negotiation mode, and the settings cannot be changed manually. Set the link partner
side (switch and hub) to the auto negotiation mode as well.

Settings on the Server

The following describes the settings that should be made on the server to use the server.

CHECK:

The resolution and refresh rate of the screen that can be displayed on a remote KVM console
are 1024x768 and 75Hz or smaller respectively. If values larger than these are set, the remote
screen does not display any data. If a great value is set for the number of colors on the screen
for the server, the remote may not show colors accurately. Connecting this card to a network
where broadcast occurs frequently may affect remote control performance.
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Initial Settings on the Server

1.

3.

To monitor each device in detail, device-specific sensor information should be written into
this card.

If information specific to the server has not been written in, activation of the server pauses
while the NEC logo is displayed or with the following message telling you that the
server-specific information is not written.

H/W Configuration of BMC is corrupted.
Il Update BMC H/W Configuration by configuration tool !!
!l Refer to BMC configuration manual !!

The message above may appear in a different screen during POST with the NEC logo shown
and paused. In that case, press the ESc key to display the diagnosis screen to check whether
or not the above message is shown. If a different error message is shown, refer to Chapter 7
“Troubleshooting.”

How to make initial settings

Either wait for a while after the above message is shown or press the F1 key to precede
POST. Start up the “NEC EXPRESSBUILDER”CD-ROM and select “initialize Remote
Management Card” from the Tool menu. By doing so, information specific to each server
will be written in.

When writing the information is completed, the following message appears. Press any key to
reboot the server for use.

Strike a key when ready...

TIPS:

Running the initialize Remote Management Card resets the AC LINK setting (Server-AC
LINK) of the BIOS setup to the initial value “Last State.” If you have changed the value,
you will need to set it again.

BMC FW Update Service
BMC FT Update Service is required for updating the BMC firmware.

(1) Start Windows on the PC and set the “NEC EXPRESSBUILDER” CD-ROM into
the DVD-ROM drive.

(2) The master control menu of NEC EXPRESSBUILDER is displayed by the auto
startup function. Click “Setup” and then “BMC Online Update.”

TIPS:
Start the BMC FW Update Service from Server Maintenance Ultility.
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Changing Mouse Properties

If the OS of the server is Windows Server 2003, clear the “Enhance pointer precision” check box in
the “Motion” box of the “Pointer Option” tab, which is in the “Mouse Properties” as shown below.
If you cannot move the mouse cursor to the right bottom of the window, move the “Select a pointer
speed” slider to the faster side.

Buttons I Pointers  Pointer Options I W’heell Hardware I

 kotion
[§”—:~7—. S a=T T

i nhance pointer precizior

—Snap To
[ Automatically move pointer ta the default buttor in a
KA dialog box
Wigibility

M T Riarlan meiskar beails
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Setting a Management PC

The following provides management PC considerations to connect the server and a management
PC.

Setting Your Browser

Configure the following.
- Enable SSL.

Supported browsers

The following browsers are supported.
- Microsoft Internet Explorer 6.0

- Netscape 7.0

- Mozilla 1.6

Java2 Runtime Environment

Java2 Runtime Environment, Standard Edition 1.4.2_04 or later is required.
Follow the steps below if you use NEC EXPRESSBUILDER for installation:

(1) Activate Windows on the PC on which you want to install Java2 Runtime Environment and set
the “NEC EXPRESSBUILDER” CD-ROM.
(2) By the auto startup function, the master control menu of NEC EXPRESSBUILDER appears.

Click “Software Setup” and then “NEC DianaScope”, and then run the installer of JRE, which
you find in the NEC DianaScope install menu.

® When the OS of the management PC is Linux:

The installer of JRE (Linux) is stored at the following directory of “NEC
EXPRESSBUILDER”CD-ROM.

/dianascope/jre_x
To install JRE, log in as a root user, or obtain the root authority by using the “su” command.
(1) Copy the JRE installer to any directory.

The following is an example of copying the installer from NEC EXPRESSBUILDER to
“/user/local/bin.”

cp /mnt/cdrom/dianascope/jre_x/j2re-1_4 2 09-linux-i586.rpm.bin/usr/local/bin.
(2) Move to the directory to which you copied the JRE installer in the previous step.
The following is an example of copying the installer to “/user/local/bin.”

cd /user/local/bin
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3)

“4)

)

(6)

Extract the JRE installer.

Jj2re-1_4 2 09-linux-i586.rpm.bin

Install JRE. JRE is installed to the directories of each version in “/usr/java.”
rpm —ivh ./j2re-1 4 2 09-linux-i586.rpm

Add the environment variable, “JAVA _HOME.” Enter the name of the directory to which
JRE has been installed.

In case of “bash”:

export JAVA_HOME=/usr/java/j2rel.4.2_09
In case of “tcsh™:

setenv JAVA HOME=/usr/java/j2rel.4.2 09
Specify the JRE path.
In case of “bash™:

export PATH=$JAVA HOME/bin:SPATH
In case of “tcsh™:

setenv PATH $JAVA HOME/bin:SPATH

IMPORTANT:

When using the Mozilla browser, create a symbolic link to Java Plug-in at the plugins
directory of Mozilla.

* If you want to install the latest Java Runtime, download it from the following site. If you use
NEC DianaScope on the same management PC, use Java2 Runtime Environment, which you
can find in the “NEC EXPRESSBUILDER”CD-ROM.

http://java.sun.com/j2se/
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If you access the login page without installing Java2 Runtime Environment, the following message
may appear. Check the message and perform installation.

Internet Explorer — Security Warnine

Do you want to install this software?
Mame: jinstall-1_4-windows-i586.cab
Publisher: Sun Microsystems, Inc.

More options Install ] [ Don'tInstal |

wWhile files From the Internet can be useful, this File bype can potentially harm

wour computer, Only install software from publishers wou trust, what's the risk?
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Using Remote Management

Overview

You can control power of this server and use the remote KVM console from a web browser by
using web server functions of BMC.

This function is achieved by Java Applet.

How to get connected

From a Web browser on the management PC, access the following URL.
URL: http://BMC_HostPort/index.htm

TIPS:

m  “BMC_HostPort” is a BMC IP address or host name followed by a colon and http port
number. If the http port number is 80 (the default value), you can omit the port number.

When connecting to network which supports DHCP protocol:

The default host name of BMC is ARMC characters followed by the MAC address if you use
DHCEP functions and automatically register it with your DNS server.

IP Address :192.168.1.1
User Name : administrator Default host
Password : (None)

HostName — {ARMCXXXXXXXXXXXX |

When connecting to network which does not support DHCP protocol:

(1) The default IP address of the LAN of the managed server is “192.168.1.1” for both CPU/IP
module #0 and #1. If you want to access the network that does not support DHCP protocol,
access the network that the default IP address can use, and then set the IP address according
to your network environment from the managing PC (see “BMC Settings”).
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(2) Ifyou cannot use the default IP “192.168.1.17, start up the “NEC EXPRESSBUILDER”
CD-ROM on the server and select [Tools] — [System Management] — [Set System
Management Parameters]— [Configuration]. Select [New] to register new settings, or
[Change] to change the settings. Then, set IP addresses of the managed LAN ports on the
[BMC Configuration] menu.

LANTI: CPU/IO Module#0 management LAN port
LAN2: CPU/IO Module#1 management LAN port

The following is a configuration screen for LAN1 (CPU/IO module #0). Specify an IP
address to use. Make settings for LAN2 (CPU/IO module #1) in the same manner.

For the settings to take effect, you need to execute [OK] on the previous menu, “BMC
Configuration” window.

I“I dare

Heturn to previous nenu

put TP Address. ( exp. 255.25




4-52 System Configuration

TIPS:

To disable the remote management console function, make the following settings from the
NEC EXPRESSBUILDER CD-ROM. Load the NEC EXPRESSBUILDER CD-ROM on
the server, and from the main menu, select [Tools] — [System Management] — [Set FT
Remote Management Card (LAN1/LAN2)]. Select [Disable] on [Remote Management
Console] and register the setting. The host name, the domain name, and the IP address
cannot be modified on this screen.

The image below shows the setting screen for LAN1 (CPU/IO module #0).

Select:[Enter] Help:[H/hl

If you use remote management for the first time, the “Waning - Security” dialogue box as shown
below may be displayed. Check the message, and then click [Yes] [No], or [Always]. Then you will
see the login page. If you are not sure, click [No].

W@ Do wau want to trust the signed applet distributed by "Advanced Remaote
= Management"?

Publisher authenticity verified by "NEC Corporation”

D The security certificate was issued by a company that is not trusted.
o

The security certificate has nat expired and is still walid.

[l

Caution: "Advanced Remoaote Management" asserts that this cantent is
safe. You should only accept this content if wou trust "Adwvanced Remote

Management" to make that assertion.
Maore Details

| ¥es || Mo || Alveays |
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TIPS:

If you use SSL for access, the “Warning - Security” dialogue box(es) for server certification
may be displayed for SSL in addition to the dialogue box shown above.

Login and logout

Login
When the login page appears, enter the user name and password, and then click [login].
When you login for the first time, use the following default user name and password.

Default user name: administrator
Default password: None (enter no data)

IMPORTANT:

By default, no password is set. Set your password immediately after login.

For security, it is recommended to change the default user name as well.

For information on settings and modification, see “BMC Settings” described later.

When the password is authenticated, the following end user license agreement is displayed.

End User License Agreement

End User License Agreement

MEC Software License Agreement -
1. License

MEC Corporation thereinafter referred to as "MEC") grants you a personal and
non-exclusive license to use the provided software (the "Software™) anly on one
machine at any one time, and only in the country where you acouired the Software
[The Software is in"use” onamachine when it is Ioaded into temporary memory
(i.e. RAM) orinstalled into permanent me mary d.e. hard disk or other storage
device) of that machine You obitain no license other than those expressly
granted you under this Agreement.

2. Period

(1) Tou mayterminate the license granted hereunder by notifying us in
writing at least one month prior to the desired termination cate.

(2) MEC may terminate the license granted you hereunder at anytime if you ||
fail to cornply with any terms and conditions of this Agreerment. ~

Do you agree above agreement?

Yes No

Read the agreement carefully.
If you can agree, click [Yes], and you can start using remote management functions.
If you cannot agree, click [No]. You cannot use remote management functions.

TIPS:

If you click [Yes], you do not see this message again because the data will be stored on the
management PC.




4-54 System Configuration

Logout

Click the File menu and select Exit to logout. When you log out, the main window closes and you
will return to the login page on the browser.
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Main Window

(1) Click this to show the File menu.
Click “Exit” to quit this applet.
(2) Click this to show the Window menu.
From the Window menu, you can open windows including the KVM console window.
(3) Main frame
A window is shown here.
(4) Click this to show the Help menu.

Click “Help” to see the version information of this applet.

Control panel

The control panel allows you to see the server status and to control power.

The control panel also allows you to activate windows.

@ 9 ® o © @
AN N\ / ./ P”“‘f

Control panel functions

@

[ — ﬁ—\* o Oy B0 BIHIE| e N

%@‘ RReady ;@i &; "Prin;ary @
¥ 7N X [T

© ® @ 0 @
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(1) Displays the BMC host name or IP address.
(2) Displays the LCD of the server.
(3) The power lamp of the server telling you of the power status.

(4) The same as pressing the POWER switch of the server, but pressing it for 4 or more seconds
(the forced power off) is not supported.

(5) Performs memory dump on the server (the same as pressing the DUMP switch of the server).
(6) Makes the Unit ID lamp of the server blink.

(7) Starts up the remote KVM console.

(8) Starts up the BMC configuration.

(9) Stats up the firmware update.

(10) A user name is displayed here.

(11) Displays the connectivity with BMC.

(12) Displays communication security status.

(13) Displays network access status.

(14) The status lamp of the server telling you of the server status.

(15) Opens the window showing system event logs (SEL).

(16) Opens the window showing the sensor device information (SDR).

(17) Opens the window showing the information on parts to be replaced for maintenance (FRU).
(18) Displays the slot position information (module #0 or module #1).

(19) Displays the slot status (primary or secondary).

(20) Hides the control panel.

Remote KVM Console

Remote KVM console functions of the BMC allow you to transfer a local console to the browser on
the management PC over a network.

You can make full access to the server from the management PC using video, keyboard and mouse.

CHECK:
B The remote KVM console supports the following five resolutions:
1024 x 768
800 x 600
640 x 480
720 x 400
720 x 350
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B Set the resolution of the device to one of these values. If any value other than these values,
nothing will be shown on the remote KVM console.

B The mouse cannot be used on the remote KVM console on the operation window of NEC
EXPRESSBUILDER.

TIPS:
KVM is an acronym for keyboard, video and mouse.

The remote KVM control is different from those using a serial console remotely in that it allows
you using graphics directly and remotely.

CHECK:
You cannot use the remote KVM remote control for connection via proxy.

When you use the remote KVM console login with the settings where no proxy is used.

Starting up the remote KVM console window

Click the startup icon [ﬁ1 ] on the remote KVM console on the control panel to display the KVM
console window.

Notwork Status Host mformation LED Powar Contror = HA Status E

192.168.1.1 | Ii @ DC-ON ‘ 4] ” & || @ | I 2| % Module#0

== D Ready E | i | B2 | @ primary
IMPORTANT:

NEVER open the remote KVM console when you login the BMC from a local console.

If you do so, data entry from the keyboard or mouse becomes disabled.

CHECK:

You cannot use the KVM console on the secondary side. Use it on the primary side.
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Items on the remote KVM console window

® © 0 ® 0606 000
©

| |
Remote View Size: Unknown 100% Alt| Win‘ L‘mAff|

(1), (2) and (3) are special icons. Use them when you want to operate special keys.

(4)

()
(6)
(7)
(8)
©)

Virtual keyboard icon: use this icon when you want to enter a special key other than those
mentioned above.

Screen refresh icon: use this icon to refresh the window.
KVM properties icon.

Enlarge icon: use this icon to enlarge the view.

Shrink icon: use this icon to reduce the view.

Equal size icon: use this icon to display images in the same magnification.

(10) Window size icon: use this icon to adjust the window size to the screen size.

(11) KVM indicator showing information including resolution.

(12) Remote KVM console screen, on which the server screen is shown.

IMPORTANT:

When you operate Shift + Caps Lock or Num Lock on the remote KVM console window,
such action may not be reflected in the Shift + Caps Lock or Num Lock status of the
management PC LED. Likewise, on the server, the Caps Lock or Num Lock status may become
different from LED status after the remote KVM console is used. If this happens, press the
key(s) on the device in issue so that LED status and actual operation match.
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Operating special keys

Operation of special keys from the keyboard of the management PC is not reflected in the server.
Click the following special key icons for operation on the host server.

All (raised) -: (pressed) the status change every time you click the icon.
|GlriAl (raised) (pressed) the status change every time you click the icon.
IMPORTANT:

For example, if you want to enter “Ctrl + Alt + Del”, click the [Ctrl] and [Alt] icons and then
press the Del key on the keyboard. By doing so “Ctrl + Alt + Del” is sent to the server. After
the operation, click the [Ctrl] and [Alt] icons to cancel the special key operation.

Win (Windows key icon)

Virtual keyboard

When you click the virtual keyboard icon [E], the virtual keyboard appears.

Wir ksl Kephand

lﬂﬁl!ﬂﬂlﬂﬂﬂlﬂl o o

You can select either 104 or 109 keyboard from the tab.
By clicking buttons corresponding to each key, you can make entry to the host server.

Zoom-in and zoom-out of the view

Click the [Ii ] icon to zoom in the view.
Click the ["i- ] icon to zoom out the view.
Click the [ q-] icon to display the screen in the same size as the device.

Click the window resize icon [ E ] to adjust the remote KVM console window size to the remote
screen size.



4-60 System Configuration

Refreshing the screen

Click the screen refresh icon [ ] ] to refresh the remote KVM console screen. If the screen is
distorted, refresh the screen.

Modifying properties

When you click the KVM properties icon [2% ], the KVM properties window appears, in which you
can specify an interval between screen refreshes.

IMPORTANT:

A shorter interval will reduce garbage remaining on the screen. However, note that a shorter
interval can slow down the terminal response speed or impact network traffic.
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IPMI information

System event logs (SEL), sensor data record (SDR), or field replacement unit (FRU) can be
displayed. Such information is referred to as the IPMI information. The information can be used to
examine errors and events on the server and identify which part should be replaced.

System Event Log(SEL)

Metwork Status Host iformation LED Powar Comtrof Window HA Status ’E

192.168.1.1 | I @ocon o @@ [ W] & &| Moduesn
—=J:Re @ Ready B (fE1 | B2 | @ primary

=
When you click the icon to start up system event logs [ B '] on the control panel, SEL information
is collected from the BMC and shown on the system event log (SEL) window as shown below.

ol E

F- System Event Log(SEL)

@ R

| Recard ID | Timestamp | Ewent | [
[#1708h 1/11/04 2:06:54 AM  Power Supply  Recovery  Power Supply Failure dete... |-
17 C4h 171104 2:06:48 AM Power Supply  Error  Power Supply Failure detected
m 17B0h 1/11704 12:49:57 AM Power Supply  Recowery  Power Supply Failure dete...
My 175Ch 1/11/04 12:49:51 AM Power Supnly  Error  Power Supply Failure detected
[{11788h 1/10/04 11:14: 10 PM |05 Boot Information © boot completed ]
@ 1774h 1/10/04 11:13:51 PM System Boot Initiated  Information  Initiated by pow... |«

[ Record ID]  1788h

Information
Z: boot completed

[Dump ] &8 17 02 42 87 00 4041 0004 1F A3 6F 41 SF FF

The upper pane shows a list of system event logs while the lower pane shows details of the entry
selected in the list.

By clicking the reloading icon [E?], you can reload the SEL information from the BMC and display
the latest information.

Clearing the SEL information

By clicking the SEL clear icon [E':;], you can clear the SEL information on the BMC. As a message
for confirmation appears, click [Yes] if it is OK to clear the information. If you click [No], the SEL
information will not be cleared.
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Sensor Data Record(SDR)

fetwork Status Host information LED Power Comtrol | | Window FIA Status [

\192.165.1.1 | @ DC-ON “@|@ | LIk E Modulex0
| aminisrator |~ 1 @ @ ooy ol 5[ o] @ pramary

When you click the icon to start up sensor device information (SDR) [ Iz;]on the control panel, the
SDR information is collected from the BMC and shown on the sensor device information (SDR)
window as shown below.

I [3i Sensor Data RecordGDR)

&

Record ID | SENS0r TWPE | Owner [
1h Woltage(Processor 1 WCCPY |Bashrd Mgmt Ctlr |
2h YoltageiProcessor 2 WCCP) Bastird Mgmt Ctir
zh Yoltage{Baseboard 2.3%) Basbrd mMgmt Ctlr
4h Yoltage{Baseboard 2.3Y5SE) Basbrd Magmt Ctlr
Sh Woltage(Baseboard %) Basbrd Mgmt Ctlr
&h Woltage(Baseboard 5V5E) Basbrd Mgmt Ctir
7h Wwoltage(Baseboard 12%) Bashbrd Mamt Ctlr
Bh YoltageiBaseboard WBAT) Basbird Mgmt Ctir |
[ Record ID'] 1h

[ Sensor Type | Yoltage{Processor 1 YW CCF)

[ Entity ] Processorl

[ Owner ] Basbrd Mamt Ctlr

[ Upper non-recowverable Threshold ] ---

[ Upper critical Threshold | 1.64Yolts {Hysteresis: 1.62%olts)

[ Upper non-critical Threshold | L.>&évols (Hysteresis: 125V ols)
[ Lowwer nan-critical Threshald ] 1.15%alts {Hysteresis: 1. 16Wols)
[ Lower critical Threshold ] 108 olts (Hysteresis: 1.07%olts)

[ Lower non-recowerahle Threshald | ---

[ Dump |

01005101 2WL200010 02 01 FFES 02 0185 32
S5 22 1B 1B Q0OQ4 0000 EB4207 01 0QO0B4 07 82
EQOSBEFF OO OQOBFEOOD 495B0202 000000 D0
COV2EFEZ BETFIVIEE V2203120 56424350

The upper pane shows a list while the lower pane shows details of the entry selected in the list.

TIPS:

SDR information is definition data on device sensors.

The BMC monitors sensors according to this information.
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Field Replaceable Unit(FRU)

Network Status Host uformation

[192.168.1.1

\
| administrator ||~ ) @

LED Power Control

Window

2 DCON

L1EAEY

L

@ Ready

ey

HA Status E
Module#0

Primary

When you click the icon to start up information on parts to be replaced for maintenance (FRU) [E-;"]
on the control panel, FRU information is collected from the BMC and shown on the window for
parts to be replaced for maintenance (FRU) as shown below.

IE‘Q Field Replaceable Unit¢FRL) :

&)

FRU Owher ||
Primary FEU Device Bashrd Mgt Ctir -
RMC FRU [Basbrd Marmt Crir |
Py DstBd FRU Bashrd Mamt Ctir
DiMM 42 SPD Bashrd Magmt Ctir
D B2 SPD Bashrd Mgrmt Ctir -

[ Board Information |
[ mfg. DatefTime ]

172704 5:45:00 AM

[ Board Manufacturer | MEC
[ Board Product Marme ] GFHBGD
[ Board Serial Mumber ] QO0QO000
[ Board Fart Mumber ] 243-632 1466
[ Board Yersion | Q00

[ Product Information ]
[ Manufacturer Mame | MEC

[ Product Marme |
[ Product Part f Maodel Mumber ]
[ Product Wersion | FR1.0
[ Product Serial Mumber ]

[ Asset Tag ]

Artvanced Remote Management Card
[ME115-02]

0000000000
0000000000000000

The upper pane shows a list while the lower pane shows details of the entry selected in the list.



4-64 System Configuration

BMC Configuration

You can configure the BMC settings.

Starting up the BMC Configuration window

MNotwork Status Host information LED Power Controf Mm HA Statas @
eocon [ @[] [H (&[] mocun
[ ammmisran 2= 301 . B 6| @ Prnry

When you click the icon to start up the BMC configuration [%] on Control Panel, the BMC
configuration window appears as shown below.

Q L]/
"@ﬁ--smzc;'arar@ aty
EMC Settings \: : Dser ! KoM Privilege. .|

|- & User ! 1 administratar yes

— 2 Metwark 22

@ WEB Server 23

=0 Alart Mail 24

25
j= 4
a7
he. 1
&
@ 10 @
2 11
212
212
2 14
2 15
2 16
217
218
2 18
K >

(1) Reads the BMC configuration file

(2) Saves the BMC configuration file

(3) Edits the BMC configuration

(4) Reloads the BMC configuration

(5) Sets the data loaded from the file to the BMC in a batch
(6) Lets you select what to be configured

(7) Shows the overall information on the current values

TIPS:

When you load configuration from the file, choose to make settings of the BMC in a batch.
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User Settings

Here you cam make user account settings.

When you click [User] on the left pane of the BMC configuration window, total of 20 accounts
appear in the right pane.

When you select the account you want to modify or add and click the icon for editing [n_.J ], the
following window for editing a user account appears.

Username: |administrat0r ﬁ/ (@)

Password: |*‘"‘“‘**""*‘"‘""* ﬂ
Password(Confirm): | T — ¢
KM Privilege

[v] Remote KM Console Enable

(1) Enter the user name.

(2) Enter the password.

(3) You can specify whether or not to enable the remote KVM console. Select the check box if
you want to enable it.

When you click [OK], all the information you have edited will be written into the BMC.
When you click [Cancel], the window closes without saving what you have edited.



4-66 System Configuration

Network Settings

Here you can make network settings of BMC such as IP address configuration.

IMPORTANT:

B The following ports are used for the remote management functions. If your network
environment has any firewall, you also need to have configuration for the firewall.

Module name Port Protocol Direction Module Port
number name number
Remote KVW Not UDP — BMC 623
client determined
Mail server 25(*1) TCP — - BMC Not
determined
WERB client Not TCP — > BMC 80(*2)
determined
WEB client Not TCP — BMC 443(*3)
(SSL) determined
*1: Can be modified by selecting [BMC Settings] - [Alert Mail] - [E-Mail Alert
Settings] - [SMTP] - [SMTP Port Number].
*2: Can be modified by selecting [BMC Settings] - [WEB Server] - [WEB Server
Settings] - [HTTP Port Number].
*3:

Can be modified by selecting [BMC Settings] - [WEB Server] - [WEB Server
Settings] - [SSL Port Number].

When you click [Network] on the left pane of the BMC configuration window, the right pane shows
the overall information of the network settings as shown below.

#2 BMC Configuration

o e E

== 1RE

EE

BMC Settings 4
User

@ WEE Serer

= Alert Mail

Mo, |

Hostname

|_IP AddressjMask |

MAC Address

I

T g

W 1 sapphire_bme

192.168.1.1/24

Q0004 l3ica

When you click the icon for editing [ - ], the following window for editing appears.

The window for network settings has three tabs.
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- LAN

L3 Network Settings

[ LAN | DNS | Hostname

Interface Mo.: 1

O —_|
@

T~ MAC Address: QOO0 dc 913 ca

\
| (] Get IP Addrass by DHCP

@\\

IF Address Setting

1P Address: [192.168.1.1 |

Subnet Mask: [255.255.255.0 |

Default Gateway: |192. 168.1.100 |

| ok || cancel

(1) The MAC address of the BMC
(2) Lets you choose whether or not to acquire an IP address automatically by DHCP.

(3) Lets you make the IP address settings if the address is not acquired automatically by DHCP.
If the address is acquired automatically by DHCP, the data acquired is shown here.

IMPORTANT:

B [f you change the IP address, the current connection will be disconnected when the BMC
settings are completed by clicking OK. Close the window once, and then login again by
entering the newly set IP address (or host name) in the browser.

B The login page remaining on the browser is the page you accessed by using the old address.
You cannot use it to login.

B When you configure “default gateway”, the gateway, the server, the management PC should
be in a state where communication over network is available.

B [f you make the settings in a state where communication is not available, you need to switch
on/off the AC of the server in a state where the gateway, the server and the management PC
can be communicated over the network.
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- DNS

L5 Network Settings

0) |/LAN DNS | Hostname

® [¥] Get DNS Server IP Address by DHCP

/

T~ DNS Setting

DMS Server Address: 132 . 168.2. 240

| ok || cancer |

(1) Lets you select whether or not to automatically acquire the IP address of the DNS server by
DHCP.

(2) If you have selected not to automatically acquire the IP address by DCHP, make settings here.
If the address is acquired automatically by DHCP, the acquired address appears here.
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- Host name

I3 Network Settings

((LAN [[DNS |" Hostname

O

\DefauItHustname: ARMCO0004C3F15CA
@ |

\Hgstname: [sapphire_kmc |
® —

\Qumain Name: |abmc.samp|e.net |
@ —

\IE Register hostname to DNS Server

(1) The default host name to be used when no host name is set when DHCP is used.

(2) Set the BMC host name. If this option is not configured, the default host name mentioned in
(1) will be used.

(3) Set the domain name of the network to which the BMC belongs.

(4) Choose whether or not to register the host name with the DNS server.

TIPS:

It is recommended to set the BMC host name to be easily guessed from the server’s host name on
the OS (i.e. in Windows, the computer name).

For example, you may set the BMC host name as “sapphire_bmc” if the server’s host name on the
OS is “sapphire.”

IMPORTANT:

Because the BMC use a LAN controller independent of the OS, you cannot use the same host and
domain name used by the server’s OS for the BMC. You can use the same host name if they
belong to different network domains.

When you click [OK], all of what you have set in the three tabs will be written into the BMC.
When you click [Cancel], the editing window closes without saving what you have edited.



4-70 System Configuration

WEB server settings

Here you can make web server settings such as HTTP port settings for the BMC.

When you click [Web Server] on the left pane of the BMC configuration window, the right pane
shows the overall information of the web server settings.

&2 EMC Configuration P
aBlze e

BMC Settings 4] Item | Yalue |

& Lser M@ HTTP Port 80

Metwork | @ S5L Enable/Disable Dizable

(@ [WEB Server | @ s5L Pont 443

=9 Alert Mail | @ Login Attempt Interval &0[sec]

| @ Login Attempts 10[tirrnes]

| @ Account Lock Interval G00[sec]

IMPORTANT:

B When you change the HTTP port number, settings of SSL (enable/disable), or SSL port
number, the current connection will be temporarily disconnected. Close the window and
exit, and then login again by entering the newly set port number in the browser.

B The login page remaining on the browser is the page you accessed by using old web server
settings. You cannot use it to login.
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When you click the icon for editing [-;ld ], the window for editing appears as shown below.

(5} WEE Server Settings
[(WEE Server |
O] ~_
™~ HTTP Port Number: 80
@
\
| SSL Enable, Disable; [C] Enable
€)
T SSL Port Number: 443
©)
\ \I__ugin Attempt Interval: B0 [sec]
®—_|
\Lugin Attemnpts: ,E [times]
@ —
T —Account Lock Interval: 00 [sec]
Default
| oK | | Cancel |

(1) Specity the HTTP port number.

(2) Specity whether or not to enable SSL communication. If you select the check box for enabling,
connection by HTTPS (SSL enabled) is enabled. Clear the check box if you want to disable
SSL.

TIPS:
It is recommended to use connection by the encrypted HTTPS protocol unless you have
any specific reason such as SSL cannot be used. By default, this option is disabled.

(3) Specify the SSL port number.

(4) Specify the login trial period during which you can try login again if you have failed to login.

(5) Specify the number of login retries. If the number of retries exceeds the number specified here
during the period specified in (4), login retries will be rejected for the time period specified in
(6).

(6) Specify the time period during which login is rejected.

TIPS:

Though the three steps mentioned above are effective in blocking automatic unauthorized
logins, they do not completely block such logins.
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If you click [Default], the default values for HTTP port number, SSL port number, login trial period,
number of login retries and the account lock period are displayed. The SSL check box configuration
remains the same.

When you click [OK], all of what you have set will be written into the BMC.

When you click [Cancel], the editing window closes without saving what you have edited.

Alert Mail Configuration

Here you can make alert mail settings for BMC.

When you click [Alert Mail] on the left pane of the BMC configuration window, the right pane
shows the summary of the alert mail settings.

&2 BMC Configuration

aBalcae
BMC Settings N El ltem [ Walue |
® Jsor M Alert Wail Enable
Metwork | Alert Level Lewvel 3
@ WEE Server | To Address test@est.com
=8 [Alert Mail| | From Address alert@abrne. com
= Subject E-Mail Alerting Message.
: =% Message This is an E-Mail Alerting Message.
|cf sMTP Server Address smip.sample.com
| SMTP Port Mumber 25
| = Retry Count 10[times]
|8 Retry Interval &0[sec]
| =& with Product Name Enable
| =& with IP Addiress Enahble
| with Evert Time Enahle
| =& with SEL Data Enahle
| =& with URL Enable
| with FODN Enahle
| & with LCD Message Enahle
|8 Timezone +0000

When you click the icon for editing [Ld 1, the window for editing appears as shown in the next
page. The window for editing has four tabs.
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- Basic
=9 E-Mail Alert Settings
[ Basic_| Message | SMTP | Option
0 - Basic Settings
@ \\ Alert Mail: [¥] Enable
Alert Level: |Le\rel3 devel? + Non-criticaly «
} -
| Mail Test
Do Mail Test: | EA Send Test E-Mail
OK Cancel
(1) Specify whether or not to enable the alert mail functions by the check box. When you select
the check box, you can make mail-related settings.
(2) Select a notice level from six levels. Levels are categorized according to severity of factor
events.
(3) Allows you to send a test mail.
IMPORTANT:

Perform the mail test after you have completely configured “E-Mail Alert Settings” described in

the following pages.

Making entries in the editing window does not complete settings. You need to click [OK] after
entering all the required information to complete the BMC settings.

TIPS:

The X-Priority: field in the mail header changes according to the severity of factoring event.

Non-recoverable/Critical
Non-critical

OK/Information/Monitoring

X-Priority: 1
X-Priority: 3
X-Priority: 5
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- Message

= E-Mail Alert Settings

[(Basic | Message [ SMTP | Option |
® - Message Settings

\ To: [test@test.com

demo@demo.net

|
i From: |alent@abme.com |

\§uhjecl: |E—Mai| Alerting Message. |
@~y 1¥ Message:

®\
@

This is an E-Mail Alerting Message.
For more information, click the URL below.

| »

©
—

~
1 [¥]

| Get Default Message |

| ok || cancer |

(1) Specify mail address of receivers to whom alert mail is sent. You can specify up to four
addresses.

(2) Specify the sender’s address used in alert mail.
(3) Enter the subject to be given to alert mail.

(4) Select whether or not to enable the body messages for all alert mail, which is configured in
the next step.

(5) Enter the body message to be used in all alert mail. If you do not need such a body message,
clear the check box of (4). If you click [Get Default Message], the recommended message
appears.

TIPS:

The subject and message you configure here will be used in all alert mails.
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- SMTP

o5 E-Mail Alert Settings

(‘Basic | Message [ SMTP | Option |

SMTP Settings
@ ~
® \§MTP Server Address: [smtp.sample.com |
—
| SMTP Port Number 25
Q —— Retry Count: 2 | [times]
@ | Retry Interval: 60 | [sec]

(1) Specify the address of the SMTP server. You can enter the IP address or host name.
(2) Specify the port number of the SMTP server.
(3) Specify the number to be made if sending a mail has failed.

(4) Specify the time period in seconds to wait for next retry.

If you click [Default], the default values for SMTP port number, number of retries, and retry
interval appears. It is recommended to use the default values unless you have specific reasons.

IMPORTANT:
This card does not support SMTP authentication (SMTP-AUTH).
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- Option
=9 E-Mail Alert Settings
[(Basic | Message | SMTP | Option |
O
\ Mail Attached Information
[Vl Product Name [vi BMC URL
[V IP Address [vl BMC FQDN
[v] Event Time [¥] LCD Message
[v] SEL Dump Data [v] EMC FW Rev.
@ —~

T Misc Settings

Time Zone:

+0000 =

(1) Specify information to be attached to the body of alert mail.

The information you specify here will be contained in the body of alert mail with the
message you specified in the message box in the message tab.

Product Information
IP Address
Event Time

SEL Dump Data

BMC URL
BMC FQDN
LCD Message
BMC FW Rev.

Product name, code, number of the server
IP address of the BMC
Time that the event occurred

Data representing system event logs (SEL) in the hexadecimal
format

URL of the RMC login page
Full domain name of the BMC
LDC message on the server at the time of event occurrence

Revision information of the BMC firmware/SDR/PIA

(2) Used in the date filed of the mail header of alert mail.
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Firmware Update

You can update applets, KVM firmware, BMC firmware, sensor device information (SDR), and
platform information (PIA).

Starting up the firmware update window

Status Haost fi LED TPower Control | T Window ey [ HA Status E
[192.168.1.1 | @ DC-ON | H il || SIETE S E Module#0
@ 9 2 Ready Fi| B | @ primary

When you click the icon to start up firmware update [&] on the control panel, each pieces of
revision information is loaded from the BMC to display the following firmware update window.

4 Firmware Updates :

+ B

| Current Revision | Mew Rewision | Update | Status | File name [ Timestamp
0008
Platform Information (Pl 01.10
Sensor Data Fecord (SDE) 00,10
Applet 0011
EN M firmware 05 2a

If you click [Cancel], the firmware update window closes without making any changes.

The following pages provide step-by-step instructions for update.
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Loading update data files
-
When you click the icon for adding update files ["lf-] ], the window to select a file appears.

Look In: |Ij MyDocuments v| @ @ @ @E

[} ABMC.REF

[y ABMCFW.bhx
[} angooos.bin
[ Pran101.hex
[} spro101.crg

File Name: I |

e |

Files of Type: |AII update files

Open || Cancel |

Specify an update data file.
When you click [Open] after specifying the file, loading of the file begins.

Wait for file loading to complete.

TIPS:

You can update in a batch.

If there are more than one update targets, all the information of the update targets must be
loaded. You can select more than one file to be loaded at the same time.

Confirming revision

When loading data files completes, information on current revisions, loaded revisions and file data
(file names and time stamps) appears on the window.

Check the information carefully.

& Firmware Updates :

| &

Target [Current Rewisi dStatus| File narme | Timestamp |
BMC firrware o008 @ ofZ21 M| |----—- ABMCEW. bhy Jul 9, 2004 2:55:33 PM
Flatform Information (P& 0110 N 0101 @[] |---—-—- PLADLIOL hex |Jul &, 2004 2:55:3% PM
Applet 0011 @ o005 M| |----—- gngOO0&. hin|lul 9, 2004 2:55:37 PM
K%M firmware 05.2a @ 0329 B | |--—-—- ABMC EBF  Jul 3, 2004 2:55 31 PM
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CHECK:

Check each revision carefully because downgrading is possible as well.

If you click the icon for clearing update data [ [ ], all loaded data will be discarded. When you
click [Cancel], the update window will be closed without saving any loaded data.

Selecting what to be upgraded

Select check boxes of update targets.

#% Firmware Update

+ *

Target [Current Revisior{New RevisifliUpdateMatus| File name | Timestamp
EMC firrmware 00.08 0f.21 --—— | ABMCFW. bhex |Jul 9, 2004 2:55:23 PM
Platform Infarmation (P1&) 01.10 01.01 --—-PLAD 101 hex|jul 9, 2004 2:55:35 PM
applet 00,11 00,06 | _—langO006.bin Jul 8, 2004 2:55.27 FM
WM firmware 05.2a 03.29 --——|ABMC.RBF  |Jul 9, 2004 2:55:31 PM

CHECK:
Only those selected here will be written in.

Items with no check box selected will not be written in even if files have been loaded.

IMPORTANT:

If you update both SDR and PIA, make sure to write in simultaneously. If writing is done twice,
the first writing will not take effect.

Writing update data into the BMC

When you click the icon for writing update ['ﬁ ], the writing the update data into the BMC begins.

o e E

% Firmware Updates

5 B[4

Targ Mrite update data 10 BMC |1 e Revision Updatdstatus| File name | Tirmestarng I
BMC firmware Q0,08 0r.21 v |----- ABMCEFW bhx|Jul 9, 2004 2:55:323 PM
Platform Information (PLA) 01.10 01.01 1 |----- PLADLIOL hex|jul 9, 2004 2:55:35 PM
[}
Applet 00,11 00,06 O |----- ghgQOO0e bin|Jul 9, 2004 2:55:27 PM
Ky firmware 05 2a 03.249 v |----- ABMC. REF Jul s, 2004 2:55:21 PM




4-80 System Configuration

As shown below, the window showing writing process appears for each update target.

Ipdate Progress

Update iz starting
0%
Update Pre-process is running
0%

If any error is detected during the writing process, an error message is displayed and the process
terminates.

End of writing

When writing is completed, the “Status” column displays the result for each target.

e e

I* Firmware Updates

Timestamp

EMC firrmware 0008 0f21 BMCFW.bhx [ul 9, 2004 2:55:33 PM
Flatform Infarmation (PL&) 0110 01.01 0101 hex(Jul 9, 2004 25525 PM
Applet 00 11 00 06 g000E bin|Jul 9, 2004 2:55:37 PM
KM firmware 05.2a 02.29 BMC.RBF |Jul 9, 2004 2:55:21 PM
Cancel
CHECK:
B To apply updates for targets other than applet, reboot the server or power off and then on
the server.

B When you rebooted or power on the server to apply an update for BMC software, SDR, or
PIA, the connection with BMC will be disconnected. Because of this, you need to log in
again.

B To apply updates for applets, log out once, close all browsers, and then login again. You do
not need to reboot the server.
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Troubleshooting

Error Messages

Fatal errors

When using the remote management, an error dialog box may appear on the management PC if
some problem occurs. Messages and actions for the errors are described below.

No. Error message Action
1 Fatal error. JavaVM quits. Try logging in again.
If the same message continues to appear, contact
your service representative.
2 | A fatal software error has Try logging in again.
occurred. If the same message continues to appear, contact
your service representative.
Login error
No. Error message Action

1

Authentication error

Check the user name and password, and then enter
them again.

Access privilege error

No.

Error message

Action

1

Unauthorized operation. You
have no privilege to perform the
operation.

Try performing the operation with administrator’s
privileges. Consult your administrator.

Network errors

No.

Error message

Action

1

The HTTP communication failed.

Check the network environment and try again.
Contact your service representative if the error
persists.

Could not resolve the IP address.

Check the network environment.
You cannot use Remote KVM Console for
connections via proxy.

Unable to reach the target host.

Check the network environment.
You cannot use Remote KVM Console for
connections via proxy.

Failed to download applet.

Check the network environment and try again.
Contact your service representative if the error
persists.

The RMCP+ session is closed.

Check the network environment.
If there is no network problem, contact your service
representative.

Failed to establish the RMCP+
session.

Check the network environment.
If there is no network problem, contact your service
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No. Error message Action
representative.
7 Check the network environment.
The RMCP+ transmission failed. If there is no network problem, contact your service
representative.
8 The specified RMCP+ protocol Check t_he network environment. _
If there is no network problem, contact your service
cannot be used. :
representative.
9 BMC resources to establish a new | Try again after a connection from other client is
RMCP+ session are insufficient. finished.
10 The RMCP+ session time-out Check the netV\(ork environment and server. .
If you do not find any problem, contact your service
occurred. .
representative.
11 Check the network environment and try again.
The HTTP communication failed. Contact your service representative if the error
persists.

BMC-related error

No. Error message Action
1 The network may be busy. Try again. If the error
The IPMI request was aborted. persists, contact your service representative because
a failure may have occurred in BMC.
2 Check the server. A failure may have occurred in
Received bad response from BMC.
BMC. If you do not find any problem, contact your service
representative.
3 | BMC does not support IPMI 2.0 c . .
functions. ontact your service representative.
4 Check the server. A failure may have occurred in
Failed to run the IPMI command. BMC. ' .
If you do not find any problem, contact your service
representative.
5 Check the network environment.
Failed to send the IPMI message. If the network has no problem, contact your service
representative.
6 lllegal IPMI message was Contact your service representative.
requested.
7 Check the server. A failure may have occurred in
Specified target is not present. BMC. ) .
If you do not find any problem, contact your service
representative.

Errors on the Remote KVM Console

No. Error message Action
1 Failed to disable Remote KVM Check the networl§ environment gnd.try again.
Contact your service representative if the error
Console. )
persists.
2 Failed to enable Remote KVM Check the networl§ environment .and.try again.
Contact your service representative if the error
Console. )
persists.
3 KVM packet transmission failed. Check the network environment and server.
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No. Error message Action
If you do not find any problem, contact your service
representative.
4 The KVM request was aborted. This is not a problem. Click [OK] and close the
message box.
5 Check the network environment and server.
UDP packet transmission failed. If you do not find any problem, contact your service
representative.
6 Remote KVM con§qle can not Refer to page 4-65 and enable remote KVM console.
activate because it is disabled
7 | Remote KVM Console is used by Try again after the client using Remote KVM Console
other client. finishes using.
8 | Failed to shut down Remote KVM Use Remote KVM Console after waiting 3 or more
Console. minutes.
9 Check the network environment and try again.
Failed to make settings. Contact your service representative if the error
persists.
10 Check the network environment and server.
The UDP connection is closed. If you do not find any problem, contact your service
representative.

System event log (SEL) display errors

No. Error message Action
1 . . The network may be busy. Try again. If the error
Failed to clear session event logs ist tact ! tative b
of BMC persists, contact your service representative because
) a failure may have occurred in BMC.
2 The network may be busy. Try again. If the error

Failed to acquire system event
logs.

persists, contact your service representative because
a failure may have occurred in BMC.

Sensor data records (SDR) display error

No.

Error message

Action

1

Failed to acquire sensor data
records.

The network may be busy. Try again. If the error
persists, contact your service representative because a
failure may have occurred in BMC.

Field replaceable (FRU) information display error

No.

Error message

Action

1

Failed to acquire field replaceable
units information.

The network may be busy. Try again. If the error
persists, contact your service representative because a
failure may have occurred in BMC.
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BMC configuration errors

No. Error message Action
L Check the network environment and try again.
Failed to make settings: Contact your service representative if the error
persists.
2 . .
Failed to acquire BMC Check the network environment gnd_try again.
) o Contact your service representative if the error
Configuration: X
persists.
3
Used by other software program. . .
Try again after a while. Try again after a while.
4 ) C
Invalid BMC configuration file. The 'BMC configuration file may be corrupted. Check
the file.
5 The required XML tag is not The BMC configuration file may be corrupted. Check
found. the file.
6 . . ' The BMC configuration file is not saved successfully.
Failed to write the file. . ) ;
Change the location to save the file and try again.
7 You can use only alphanumeric characters, minus
Invalid user name sign (—), and underscore (_) for a user name. A user
name should be 31 characters or less.
8 The user name is too long A user name should be 31 characters or less.
9 The password is too long. Use 16 or less characters.
10 Passwords are not matched. Enter passwords again.
1 Invalid HTTP port number You can only use numeric values.
12 Invalid SSL port number You can only use numeric values.
13 HTTP/SSL should not be the The same port number cannot be specified for HTTP
same. and SSL. Specify different value.
14 Invalid login attempt period You can only use numeric values.
15 Invalid failed login attempts You can only use numeric values.
16 Invalid account lock period You can only use numeric values.
7 Invalid IP address Use numbers and periods to specify an IP address.
18 Invalid subnet mask Use numbers and periods to specify a subnet mask.
19 . .
Invalid default gateway Use numbers and periods to specify a default
gateway.
20

Invalid DNS server IP address

Use numbers and periods to specify the IP address of
DNS server.
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No. Error message Action
21 . .
You can use only alphanumeric characters, minus
Invalid host name sign (=), and underscore (_) for a host name. A host
name should be 64 characters or less.
22 You can use only alphanumeric characters, minus
Invalid domain name sign (-), and underscore (_) for a domain name. A
domain name should be up to 128 characters.
23 .
I-Ic-:;z SMTP server address is too Specify the value within 128 characters.
24 Invalid SMTP port number. You can only use numeric values.
25 Invalid retry count You can only use numeric values.
26 Invalid retry interval You can only use numeric values.
21 "To" is too long. Specify the value within 128 characters.
28 "From" is too long. Specify the value within 128 characters.
29 "Subject" is too long. Specify the value within 256 characters.
30 The message is too long. The message should be up to 1024 characters.
1 Failed to open the file: The specified file may not exist. Check the file name.
32 Failed to close the file: The specified file may be corrupted.
33 Can’t open the file: The specified file may not exist. Check the file name.
34

Timeout has occurred.

Try again. If the error persists, contact your service
representative because a failure may have occurred in
BMC.

Firmware update errors

No. Error message Action
1 _There are uncompleted quate Reboot the server to complete the update.
images on BMC as follows:
2 Failed to acquire status of the The _network may be busy.. Try again. If the error
persists, contact your service representative because
update area. ! :
a failure may have occurred in BMC.
3 Update data is too large: Spme update files may be corrupted. Obtain update
files again.
4 The network may be busy. Try again. If the error
Failed to prepare update persists, contact your service representative because
a failure may have occurred in BMC.
5 9 .
Invalid file size: The upcjate file may be corrupted. Obtain the update
file again.
6 Could not find the revision Some update files may be corrupted. Obtain update

information:

files again.




4-86

System Configuration

No. Error message Action
7 Try again. If the error persists, contact your service
Failed to create rollback image. representative because a failure may have occurred in
BMC.
8 Try again. If the error persists, contact your service
Failed to erase. representative because a failure may have occurred in
BMC.
9 Unsupported format version: Spme update files may be corrupted. Obtain update
files again.
10 Failed to load the update image Some update files may be corrupted. Obtain update
file. files again.
11 Try again. If the error persists, contact your service
Update has failed. representative because a failure may have occurred in
BMC.
12 Could not switch to the update Try again. If the error perS|stls, contact your service .
representative because a failure may have occurred in
mode. BMC
13 Could not find the update targets: Spme update files may be corrupted. Obtain update
files again.
14 Invalid address: Spme update files may be corrupted. Obtain update
files again.
15 Try again. If the error persists, contact your service
Writing has failed. representative because a failure may have occurred in
BMC.
16 Unsupported token is detected: Some update files may be corrupted. Obtain update
files again.
17 Invalid segment information: Spme update files may be corrupted. Obtain update
files again.
18 Invalid data length: Spme update files may be corrupted. Obtain update
files again.
19 Failed to open the file: The specified file may not exist. Check the file name.
20 Failed to close the file: The specified file may be corrupted.
21 Invalid file checksum: Spme update files may be corrupted. Obtain update
files again.
22 Failed to parse files. Spme update files may be corrupted. Obtain update
files again.
23 Failed to parse files: Some update files may be corrupted. Obtain update
files again.
24 Failed to load files: Spme update files may be corrupted. Obtain update
files again.
25 Could not find files: Spme update files may be corrupted. Obtain update
files again.
26 Try again. If the error persists, contact your service
Failed to verify representative because a failure may have occurred in
BMC.
27 Update will be stopped because | Check clients. A software program other than you are
interruption has occurred. using may have interrupted.
28 Online update is now being used. Try again as necessary after online update performed
by other tool is completed.
29 Failed to acquire the current The .network may be busy._ Try again. If the error
e persists, contact your service representative because
revision. ; .
a failure may have occurred in BMC.
30 Failed to acquire lines: Spme update files may be corrupted. Obtain update
files again.
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No. Error message Action

31 Invalid line length: $ome update files may be corrupted. Obtain update
files again.

32 Unexpected EOF is detected: Spme update files may be corrupted. Obtain update
files again.

33 Unexpected token is detected: Spme update files may be corrupted. Obtain update
files again.

34

PIA does not suit this server

It is not Platform Information (PIA) of this server.
Obtain update files again.
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Chapter 5

Installing and Using Utilities

This section describes how to use the NEC EXPRESSBUILDER CD-ROM that comes with your
server and to install the utilities stored on the NEC EXPRESSBUILDER.
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NEC EXPRESSBUILDER

The NEC EXPRESSBUILDER, integrated setup software, can automatically detect the hardware
connected to an NEC Express5800/ft series machine to advance the processing. The hardware
subject to setup with the NEC EXPRESSBUILDER should have the same configuration as that for
operation.

Start Menu

The NEC EXPRESSBUILDER provides three procedures to start the server as described below. The
menus and items appearing on the screen vary depending on the procedures.

m  Booting (starting) the server from NEC EXPRESSBUILDER CD-ROM

For the procedure, insert the NEC NEC EXPRESSBUI
EXPRESSBUILDER CD-ROM into the &
DVD-ROM drive of the NEC Express5800/ft
series and start the NEC Express5800/ft series
from the system in the NEC EXPRESSBUILDER.
When the NEC Express5800/ft series is started by
using this procedure, the NEC
EXPRESSBUILDER top menu shown on the
right appears.

Setup the NEC Express5800/1t series from this
menu.

IMPORTANT:

® Do not use this CD-ROM on computers other than this server with which it is packaged
(including other NEC Express5800 models). Otherwise, a breakdown may result.

m  The execution of "Setup" of the menu causes the OS installed previously to be erased. OS
must also be reinstalled.

See "NEC EXPRESSBUILDER Top Menu" for details.

{55 FXPRESSBLTLDER - Master Cantrod Menu

m  Inserting NEC EXPRESSBUILDER
CD-ROM after Windows startup
Q) online Document
The "Master Control Menu" (see figure on the
right) starts automatically after you place the NEC EXPRESSBUILDER | \
"NEC EXPRESSBUILDER" in the .
DVD-ROM drive. A dialog box called NEC Express3300 Serles
“Master Control Menu” will appear. mm'— O setus
For this dialog, see “Master Control Menu” /
described later. S~—— o
S — NEC




Installing and Using Utilities 5-3

NEC EXPRESSBUILDER Top Menu

The NEC EXPRESSBUILDER top menu is used for the setup of hardware and the setup and
installation of OS.

Start

Start the NEC EXPRESSBUILDER top menu following the procedure below:

1.
2.
3.

Turn on the powers of peripherals and the power of the server in this order.
Insert the NEC EXPRESSBUILDER CD-ROM into the DVD-ROM drive of the server.

After the CD-ROM is inserted, reset the system (by pressing Ctrl + Alt + Delete) or turn off
the power and then on again to restart the server.

The system is activated from the CD-ROM to start the NEC EXPRESSBUILDER.

After the NEC EXPRESSBUILDER is started, the NEC EXPRESSBUILDER top menu shown
below appears.

NEC EXPRESSBUILDER

Express Setup

Performs various automatic setup operations including settings of internal parameters and
states of hardware and installations of Windows Server 2003 R2 Enterprise Edition and
various utilities. Select this setup procedure if hard disks are used in a partition different
from that defined at the purchase, or if OS is reinstalled.

Tools

Starts each of the utilities stored in the NEC EXPRESSBUILDER individually to allow the
operator to provide setup. Enables the setup without influence of installed OS.

Help

Describes the NEC EXPRESSBUILDER. We recommend you to read through the help
before the setup.

Exit

The NEC EXPRESSBUILDER termination screen appears.
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Setup

This NEC Express5800/ft series setup method is used to perform automatic setup operations from
the settings of internal parameters and states of hardware to the installation of Windows Server 2003
R2 Enterprise Edition and various utilities.

Use the setup program if hard disks are used with a partition different from that at purchase, or if
OS is reinstalled. This feature carries out the complicated setup.

IMPORTANT:

m  To install Windows Server 2003 R2 Enterprise Edition in your server, use “Express Setup”
(excluding the case of performing the setup for the first time after the purchase). Any other
methods cannot properly install Windows Server 2003 R2 Enterprise Edition in the server.

m  The Express Setup is assumed to be used when the server has not been set up. Its execution
erases the data in the hard disk.
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Tools Menu

The Tools Menu is used to start each of the several utilities stored in the NEC EXPRESSBUILDER
CD-ROM individually for manual setup by operator. Use the Tools Menu to provide settings that the
setup program cannot do automatically or detailed settings. Also use the Tools Menu when system
diagnostics is performed or a support disk is created. The items in the Tools Menu are described
below.

[Tools || maID Board : None
Maint Part : None
System Disgonostics
Create Support Disk

BIOS/PW/etc. Update

Initialize Remote Management Card
System Management

Help

Retumn to the Top Menu

m  Off-line Maintenance Utility

Off-line Maintenance Utility is a utility for performing preventive maintenance and error
analysis for your server. See Chapter 6 or the online help for details.

m  System Diagnostics

Executes several tests on the main system to examine the features of the system and the
connections between the system and extension boards. If the system diagnostics is executed, the
system check program is started depending on the system status. See the description in Chapter
6 to manipulate the system check program.

m  Create Support Disk

In the support disk creation procedure, the startup support disk for starting a utility within the
NEC EXPRESSBUILDER from a floppy disk and the support disk required in the installation
of the operating system can be created. If you write down the titles displayed on the screen onto
the floppy disk labels, they can be easily managed later.

The customer should prepare the floppy disks for creating the support disks.

- Windows Server 2003 OEM-DISK for NEC EXPRESSBUILDER
Creates a support disk required for recovering the system.

- ROM- DOS Startup FD
The support disk for starting the ROM -DOS system is created.

- Off-line Maintenance Utility FD
Creates a support disk for activating the Off-line Maintenance Ultility.

- System Diagnostics Utility FD
The support disk for starting the system check program is created.

- System Management Function FD
The support disk for system management functions is created.
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BIOS/FW/etc. Update

The program which is necessary for the update work is transferred to the floppy disk which the
various update modules of BIOS and firmware were stored in. After the reboot, an update
program is started automatically from the floppy disk, and various BIOS and firmware are
updated.

IMPORTANT:

During the execution of the update program, do not turn off the power of the system. If the
update is interrupted halfway, the system will not be able to be started.

Initialize Remote Management Card

Allows you to configure ft Remote Management Cards with correct parameters of the system
where they are installed.

IMPORTANT:

This menu appears when optional ft Remote Management Cards are installed.

System Management

Allow you to make settings of ft Remote Management Card parameters for remote control and
alert.

IMPORTANT:

This menu appears when optional ft Remote Management Cards are installed.

Help

Displays descriptions on features of the NEC EXPRESSBUILDER.
Return to the Top Menu

Displays the NEC EXPRESSBUILDER top menu.
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Master Control Menu

The Master Control Menu automatically appears el
when the “NEC EXPRESSBUILDER”
CD-ROM is loaded on a computer running

Windows (Windows 95 or later or Windows NT © priine Document
4.0 or later). NEC EXPRESSBUILDER

TIPS: _| NEC Express5800 Series w

Depending on the condition of the system, the ¥

menu may not be automatically started. In such ks G| £ seeap

a case, execute the file below on the CD-ROM

from Windows Explorer or by other means: S~ Oui

PR — NEC

\MC\1ST.exe

From the Master Control Menu, you can install various software which runs on Windows or view
online documents.

TIPS:

Some online documents are provided in the PDF format. Acrobat Reader of Adobe Systems
Incorporated is required for viewing such files. If it is not installed, click [Setup] - [Acrobat
Reader] and install Acrobat Reader.

To use the Master Control Menu, click items displayed on the window or use the shortcut menu
which is displayed by right-clicking.

IMPORTANT:

Before ejecting the CD-ROM, close all online documents and terminate tools started from the
Master Control Menu and Menu.
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Configuration Diskette Creator

"Configuration Diskette Creator" is a tool to create [Configuration Diskette] that is used for
configuring the server with the Express Setup.

If you use the Configuration Diskette created by the Express Setup and Configuration Diskette
Creator to operate the setup, you can setup from the installation of OS to several utilities
automatically except for a few key input to confirm the specification. Also, you can install the
system with the same specification as before when re-installing the system. We recommend you to
create [Configuration Diskette] to setup the servers from NEC EXPRESSBUILDER.

NOTE:

You can install Windows Server 2003 without [Configuration Diskette]. Also, you can
modify/newly create [Configuration Diskette] during the setup with NEC
EXPRESSBUILDER.

Creating Configuration Diskette

This section describes about specifying setup information that is necessary for OS installation and
creating [Configuration Diskette]. Follow the procedure below.

NOTE:

In the procedure below, the folder name that is specified when installing Trekking command is
assumed as [Configuration Diskette Creator].

1. Startthe OS.
2. Insert the NEC EXPRESSBUILDER CD-ROM into the DVD-ROM drive.
Master Control Menu will appear.

3. Right-click on the screen or click [Setup]. The menu will appear.

NEC EXPRESSBUILDER \

" | NEC Express5800 Series

Master Control Menu

Coppigh e Copastan NEC
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Click [Configuration Diskette Creator].
Configuration Diskette Creator window is displayed.
Click [Create New Information files] from the [File] menu.

The [Disk Environment] dialog box will be displayed.
=10l

File Option HELP
G ion
Modify information files Ctrl+0

Brint. Ctrl+P
Print Pre\iew
Printer Setup ...

eat _ ion Diskette Creator

Greating new setup infarmation files

Specify each item and click [OK].

The dialog boxes to specify setup information will be displayed in order, such as [Basic
information] dialog box.

NOTE:

The server does not require Array Disk settings. Do not select Array Disk.

x
05 to install S5 ErTErories. Earion
05 language |Enelish =l Gancel

Digk sztup Help

{~ RAID

—I Creste new RAD

Total number of attached drives 1

Mumber of drives in drive eroup 1

RAID Level Raid3 -7

Write: Mode % Automatic settine

= Manual setting T
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7. TFollow the message to specify each item on the dialog box and click [Next].

NOTE:

B If you click on [Cancel], all the input value will be deleted.

B Only add the adapter on the screen for setting network. Detailed settings of
the network adapter cannot be configured using Express Setup. Make
detailed settings from Control Panel after starting Windows.

B Only add the adapter on the [Setup Network Adapter Cards] screen. Detailed
setting of the network adapter is not supported by Express Setup. Set it from
Control Panel after starting Windows.

a
System type
05 Installation path windows

™ Apply Service Pack

— Systern Partition

&+ Create new partition |12288 MB  [4095-339995MB)

 Use exizting parhtions

' Create All drea

¥ Convert File System to NTFS

< Back I Dext » I Cancel | Help |

When completing the specification of setup information, the [Save Setup Information]
dialog box will appear.

8. Confirm that the [Configuration Diskette] check box is checked, and input file name for
the Setup File in [File Name].

Save Setup Information

0K

Filz Mame Ceriea)

I Help

Erowse |

dii)
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Insert the floppy disk formatted by 1.44MB into the floppy disk drive and click [OK].

Now [Configuration Diskette] has been created. [Configuration Diskette] is used when
you install Windows Server 2003. Put a label and keep it where it will not be lost.

NOTE:

For the information on the contents of each specifying item, refer to
the Help.

If you want to modify the information file that already exists, click [Modify information
files] on Configuration Diskette Creator window. Refer to the Help to modify the info file.
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NEC ESMPRO Agent and NEC ESMPRO Manager
NEC Express5800/ft series system management applications "NEC ESMPRO Manager" and "NEC
ESMPRO Agent" are bundled to accessory CD-ROM "NEC EXPRESSBUILDER."

This manual describes the functions and features provided by NEC ESMPRO Manager and NEC
ESMPRO Agent and the notes on their operations.

These applications are necessary for continuous operation of NEC Express5800/ft series.

Overview

NEC ESMPRO Manager and NEC ESMPRO Agent are the server management software provided
for the stable operation of a server system and effective system operations. They can manage the
configuration information and operating status of server resources to prevent server faults from
occurring. If a server fault occurs, they detect the fault to notify the system Administrator of the
occurrence. This enables the system Administrator to take appropriate action against faults.

m  [mportance of server management

“Constantly stable operation” and “less management workload” are keywords in server
management.

— Stable operation of server

Shutdown of a server immediately leads the customer to lose business opportunities and
profits. This requires servers to always operate in their perfect state. If a fault occurs in a
server, it is necessary to detect the occurrence as soon as possible, make clear the cause, and
take appropriate action. The shorter the time taken from the occurrence of a fault to the
recovery from the fault is, the smaller the loss of profits (and/or costs) is.

- Load reduction of server management

The server management requires many jobs. In particular, if the system becomes large or
remote servers are used, required jobs increase further. The reduction of the load of the
server management brings the decrease in costs (and thus customer's benefit).

m  What are NEC ESMPRO Manager and NEC ESMPRO Agent?

NEC ESMPRO Manager and NEC ESMPRO Agent are server management software used to
manage and monitor NEC Express5800 series systems on the network. The installation of NEC
ESMPRO Manager and NEC ESMPRO Agent enables the server configuration, performance,
and fault information to be acquired, managed, and monitored real-time and also the occurrence
of a fault to be detected immediately by the alert report function.
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m  Effects of using NEC ESMPRO Manager and Agent

NEC ESMPRO Manager and NEC ESMPRO Agent have sufficient effects on a variety of needs
in versatile and complicated system environments.

Detection of server fault

NEC ESMPRO Agent collects a variety of fault information on NEC Express5800 series
systems to identify the states of the systems. If a server detects a fault, the server provides
NEC ESMPRO Manager with the proper alert report.

Prevention of server fault

NEC ESMPRO Agent includes the preventive maintenance function predicting the
occurrence of a fault in advance as countermeasures for preventing faults from occurring. It
can previously detect the increase in the chassis temperature and the empty capacity in a file
system.

Management of server operation status

NEC ESMPRO Agent can acquire the detailed hardware configuration and performance
information on NEC Express5800 series systems. The acquired information can be viewed
at any point through NEC ESMPRO Manager.

Collective management of distributed servers

NEC ESMPRO Manager provides the GUI interface that allows servers distributed on the
network to be managed efficiently.
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Detection of Server Fault

NEC ESMPRO Manager and NEC ESMPRO Agent detect errors causing faults to occur at an early
stage and notify Administrators of fault information real-time.

m  Early detection of error

If a fault occurs, NEC ESMPRO Agent detects the fault and reports the occurrence of the fault
to NEC ESMPRO Manager (alert report). NEC ESMPRO Manager displays the received alert
in the alert viewer and also changes the status colors of the server and server component in
which the fault occurs. This allows you to identify the fault at a glance. Further, checking the
content of the fault and the countermeasures, you can take appropriate action for the fault as
soon as possible.

m  Types of reported faults
The table below lists the typical faults reported by NEC ESMPRO Agent.

Component Reported information
CPU e CPU load is over the threshold
e CPU degrading
Memory ECC 1-bit error detection, etc.
Power supply ¢ Voltage lowering
o Power failure
Temperature Temperature increase in chassis
Fan Fan failure (decrease in the number of revolutions)
Storage File system usage rate
LAN e Line fault threshold over
« Send retry or send abort threshold over

Prevention of Server Fault

NEC ESMPRO Agent includes the preventive maintenance function forecasting the occurrence of a
fault as countermeasures for preventing faults from occurring.

NEC ESMPRO Manager and NEC ESMPRO Agent can set the threshold for each source in the
server. If the value of a source exceeds the threshold, NEC ESMPRO Agent reports the alert to NEC
ESMPRO Manager.

The preventive maintenance function can be set for a variety of monitoring items including chassis
temperature, and CPU usage rate.

Management of Server Operation Status

NEC ESMPRO Agent manages and monitors a variety of components installed in the server. You
can view the information managed and monitored by NEC ESMPRO Agent on the data viewer of
NEC ESMPRO Manager.

NEC ESMPRO Agent also manages and monitors all the components and conditions required to
keep the server reliability at a high level such as hard disks, CPU, memory, fans, power supply, and
temperature.

The following table indicates the functions available on each items of the data viewer.
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Functional Availability on each item of Data Viewer

Function Availability Description

Hardware O Displays the physical information of hardware.
Memory Bank O Displays the physical information of memory.
Field Replaceable Unit 0] Displays the information of field replaceable unit.
CPU O Displays the physical information of CPU.

System (0] Refers to the logical information of CPU and monitors
the load ratio.

Refers to the logical information of memory and
monitors the status.

I/O Device 0] Refers to the information of 1/0 devices (floppy disk
drive, serial port, parallel port, key board, mouse, and
video).

Enclosure (Note1) A Monitors a temperature, fan, voltage, power supply,
and door.

Temperature 6] Monitors the temperature inside of a chassis.

Fan O Monitors fans.

Voltage O Monitors the voltage inside of chassis.

Power Supply O Monitors the power unit.

Door X Monitors Chassis Intrusion (chassis cover/open and
close of a door).

Software O Refers to the information of a service, driver and OS.

Network 0] Refers to the information on the network (LAN) and
monitors packets.

Expansion Bus Device O Refers to the information of the expansion bus device.

BIOS (0] Refers to the information of BIOS.

Local Polling (0] Monitors the values of MIB items that an agent
obtains.

Storage 0] Monitors storage devices such as a hard disk drive
and controllers.

File System 0] Refers to the configuration of the file system and
monitors activity ratio.

Disk Array X Monitors the disk array controllers of LSl logic
Corporation or Promise Technology, Inc.

Others (@) Supports OS stall monitoring by the Watch Dog Timer.

O: Support  A: Partly support  x: Not support

(Note1): #0 or #1 is added to the end of item names. #0 indicates CPU/IO module #0, and #1
indicates CPU/IO module #1.
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Monitoring of NEC Express5800/ft series

NEC Express5800/ft series is a fault tolerant system. It can continue the operation even if a major
component fails. NEC Express5800/ft series improves the system availability with the hardware,
NEC ESMPRO, and system software functions.

If a major component fails, the NEC ESMPRO fault report function can notify the system
Administrator of the occurrence of the fault. In addition, the data viewer of NEC ESMPRO
Manager can monitor the system status and also identify the failed component.

NEC ESMPRO provides several maintenance functions such as the update of firmware and BIOS in

the NEC Express5800/ft series in the online state (in which the system continues the operation but
the components used to update firmware or BIOS is suspended) and the suspension of a specific

component.

The table below lists the NEC Express5800/ft series management tasks using NEC ESMPRO and

system functions.

NEC Express5800/ft
series management task

NEC ESMPRO function or
tool
(on managed server)*

NEC ESMPRO function or tool
(on management manager)

Monitoring of major
component states

NEC ESMPRO Manager
data viewer

Diagnostics and start/stop
of major components and
firmware update

NEC ESMPRO Agent
Server Maintenance Utility

NEC ESMPRO Manager
data viewer

BMC firmware update

NEC ESMPRO Agent
BMC F/W update utility

NEC ESMPRO Manager
BMC F/W update utility

Confirmation of alert or
confirmation of fault
occurrence event
information

Event Viewer

NEC ESMPRO Manager
Alert Viewer

Confirmation of hardware
error log

NEC ESMPRO Agent

NEC ESMPRO Manager

* When the administration manager is also the managed NEC Express5800/ft series (or NEC
ESMPRO Manager is installed on the managed NEC Express5800/ft series), all functions of the
administration manager can be used on the managed NEC Express5800/ft series.

The report of a fault occurrence in the NEC Express5800/ft series (alert) is immediately sent to the
NEC ESMPRO Manager. When the NEC ESMPRO Manager receives the alert, a popup message

appears.

The alert contains the detailed information of the fault and the proper countermeasures. You can
take the appropriate action for the alert.




Installing and Using Utilities 5-17

X

= Alert Lo

- | The driver finished successfully to b *—gl

- I“ = |
— 1

Frarm; NEC-SERYER.@mgr_NEC-SERVER

Help
I Do not display a further natification message. —I
Close all

pecails x|
General | stp | Report status |
The driver finished successfully ta bind the CPU mo
Fram: NEC-SERVER@mgr_NEC-SERVER.
Address: 192,254.1.1
Received:  Tuesday, December 27, 2005 08:08 PM
Generated: Tuesday, December 27, 2005 08:08 PM
vour time hd
Detail:
Alert generation kime | Tuesday, December 27, 2005 ﬂ
05:08 PM (-03: 00}
The driver finished successfully ko bind the CPU madule.
{Use time ; 0012,0000 seconds) LI
Action:
|
K|
Invioke assodated application: Invoke... |
be AlertViewer - y o ] 4
= — 7 Eose I
File Edit WYiew Tools Help
@l ul Xl %l Ml kgl "wél Filter settings: I(None) VI Add I fadify | Delete I
SUmmar | C.| R.l T.| Manager | Component | Address | Received
The driver finished successfully bo bind the CPU module. FT=Aft mgr_MEC-SERVWER MEC-SERWER 192.254.1.1 12/27/2005 05:08 PM
The driver started to bind the CPU module, *=Aft mgr_MEC-SERWER MEC-SERVER 192,254.1.1 12/27/2005 08:08 PM
The driver finished successfully to bind the Io module, T=Aft mor_MEC-SERVYER MEC-SERWER 192.254.1.1 12/27/2005 058:06 PM
The driver skarted o bind the IO module. FT=Aft mgr_MEC-SERVWER MEC-SERWER 192.254.1.1 12/27/2005 05:06 PM
4 Items, 4 Unread - Information l_ Minar - Major 4

Collective Management of Distributed Servers

The excellent GUI provided by NEC ESMPRO Manager allows servers on a network to be
managed collectively. The management screen is designed in the Explorer format to indicate the
components in a server hierarchically for effective server management.

NEC ESMPRO Manager manages servers by

uSing the fOHOWing three types Of GUIS %= Operation Window - [{Znd_Development_Division@comm1)]
[EAe Eat Mew Drsors  Ealp
m  Operation Window & L2lle) X 2 m

The operation window is used to create
the map of servers connected to network
to manage them. The map can be
multi-layered depending on the
installation areas, organizations, and
objects.

vt Desicn
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m  Data Viewer

The data viewer indicates the server source configuration information in the Explorer format. In
addition, it changes the status color of the failed server component. This enables you to identify
the failed portion.

o, TUNE-3051 - DataYiewer =1 B3
e Edt Yiew Tools Help
[=3 TUNE-3051 [ESMPRO MIB] == A =R = i e | e | -4
o TUNE-3051 [ESMPRO MIB]
Product : Express5800/320La [NS800-+x3]
U5 10 Device Manufacturer : NEC
i “Windaws 2000 Advanced Server
! endosure 0S Version : 5.0.2195
B Software ame : TUME-2051
Alias : TUNE-3051
D& netwerk. |P Address : 140.0.0.51
W Expansion Bus Device I ross
B B1os SHMP Carmmurity Nemefoz0 : puilic
ararunity N ame{ st
H | Local Palling 35 Type
= File System R/l MAC Address
=1-{=) TUME-3051 [FTServer] 'Ll 1P Broadcast Address
CPL Madule E’EA"I"PH On
# PCIModule “w/abch Server Status : On
& 5CSIEnclosure Server Status Polling Interval (min) : 1
B ior Disk ‘watch DMI Event : Dff
Hardware Type
Manager
Location :
Background : MID BMP
Detect Server Down
Serwer Down Detection Retry Count : 0
LED
Sustem Feady
Fowsr On Cht Alm
v
E B 8
Hardware System 1/O Device Enclasure Seftware
M O R F B
Metwork  ExpansionBus  BIOS Local Polling  File System
Device
For Help, press F1 [armal twarning Il [Abnormal

m  Alert Viewer

The Alert Viewer manages fault reports sent from servers together. A fault occurred in a server
is immediately reported to the Alert Viewer.

The Administrator can recognize all faults on the network instantly.

Alert¥iewer =] ]

File Edit Yew Tools Help

|| x| 2| [N =
Filter settings: I(None) 'l Add |M0dlfy Delete ‘

Summa’ | C.| R.| Type | Manager | C... | Address | Received |
iThe driver finished successfully ta bind the CPU module. Teaf magr_SERY... SER... 192.168.0.140 01/13/2006 09:33 PM
iThe driver started ko bind the CPU module, At mgr_SERY... SER... 192,168.0,140 01/13/2006 09:33 PM
iThe driver finished successfully to bind the IO module, At mgr_SERY... SER... 192,168.0,140 01/13/2006 09:33 PM
iThe driver started to bind the I0 module, T=afk mgr_SERY... SER... 192.165.0.140 01/13/2006 09:32 FM

mar_SERY... SER... 192,168.0,140 01/13/2006 09:32 PM
mar_SERY... SER... 192,168.0,140 01/13/2006 09:32 PM
mar_SERY... SER... 192,168.0,140 01/13/2006 09:32 PM
mgr_SERY... SER... 192,168.0,140 01132006 09:32 PM
mar_SERY... SER... 192,168.0,140 01/13/2006 09:32 PM
mar_SERY... SER... 192,168.0,140 01/13/2006 09:32 PM
mgr_SERY... SER... 192.1658.0,140 01132006 09:32 PM
mgr_SERY... SER... 192.168.0.140 01132006 09:32 PM
mar_SERY... SER... 192,168.0,140 01/13/2006 09:30 PM
mar_SERY... SER... 192,168.0,140 01/13/2006 09:30 PM
mgr_SERY... SER... 192.165.0,140 01132006 09:30 PM
iThe driver finished successfully to remave the CPU module, mar_SERY... SER... 192,165.0.140 01/13/2006 09:30 PM
iThe driver started ko remove the CPU module, mgr_SERY... SER... 192,168.0,140 01/13/2006 09:30 PM

17 Items, 17 Unread [0 tnformation | [Minor Il Major

iThe driver finished successfully ta bind the Maodule,
=2l The driver started to bind the Module,
iOn-bDard SCSI bus prioriy change

iOnfbDard SCSI bus warning

=2l0n-board SCST bus status change

iOn-bDard SCSI adapter prioriy change
iOn-bDard SCSI adapker warning

iOn-bDard SCSI adapter status change

=P ath was removed

=2l The driver finished successfully to remave the 10 madule.,
iThe driver started to remave the 10 module,
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NEC ESMPRO Agent

NEC ESMPRO Agent is a utility which acts as an agent (proxy) between NEC Express5800/ft series
and NEC ESMPRO Manager.

For details on the operating environment, the settings required before the setup, and the installation
procedure, see the separate volume, User’s Guide (Setup).

Device ID in Alert Report

Some NEC Express5800/ft series reports use unique device IDs which correspond to the devices
listed in the table below as the device identification information.

320Fb-L, 320Fb-LR, 320Fb-M, 320Fb-MR models

Device name Device name
CPU module #0 0/0
DIMM slot A1 on CPU module #0 0/0/0
DIMM slot B1 on CPU module #0 0/0/1
DIMM slot A2 on CPU module #0 0/0/2
DIMM slot B2 on CPU module #0 0/0/3
DIMM slot A3 on CPU module #0 0/0/4
DIMM slot B3 on CPU module #0 0/0/5
CPU #1 on CPU module #0 0/0/20
CPU #2 on CPU module #0 0/0/21
PCI module #0 0/10
PCl lost 1 on PCI module #0 0/10/0
PCI slot 2 on PCI module #0 0/10/1
PCI slot 3 on PCI module #0 0/10/2
Slot 1 of riser card on PCI module #0 0/10/3
Slot 2 of riser card on PCI module #0 0/10/4
PCI controller 1 on PCI module #0 0/10/100
PCI controller 2 on PCI module #0 0/10/101
1/0 hub on PCI module #0 0/10/102
Display controller on PCI module #0 0/10/103
SCSI adapter 1 on PCI module #0 0/10/104
SCSI bus 1 of SCSI adapter 1 on PCI module #0 0/10/104/0
SCSI bus 2 of SCSI adapter 1 on PCI module #0 0/10/104/1
Ethernet adapter on PCI module #0 0/10/105
CPU module #1 11
DIMM slot A1 on CPU module #1 1/1/0
DIMM slot B1 on CPU module #1 111
DIMM slot A2 on CPU module #1 1/1/2
DIMM slot B2 on CPU module #1 1/1/3
DIMM slot A3 on CPU module #1 1/1/4
DIMM slot B3 on CPU module #1 1/1/5
CPU #1 on CPU module #1 1/1/20
CPU #2 on CPU module #1 1/1/21
PCI module #1 1/11
PCI slot 1 on PCIl module #1 1/11/0
PCI slot 2 on PCI module #1 1111
PCI slot 3 on PCIl module #1 1/11/2
Slot 1 of riser card on PCIl module #1 1/11/3
Slot 2 of riser card on PCIl module #1 1/11/4
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Device name Device name
PCI controller 1 on PCI module #1 1/11/100
PCI controller 2 on PCI module #1 1/11/101
1/0 hub on PCI module #1 1/11/102
Display controller on PCI module #1 1/11/103
SCSI adapter 1 on PCI module #1 1/11/104
SCSI bus 1 of SCSI adapter 1 on PCI module #1 1/11/104/0
SCSI bus 2 of SCSI adapter 1 on PCI module #1 1/11/104/1
Ethernet adapter on PCI module #1 1/11/105
SCSI enclosure 41
SCSiI slot 0 on SCSI enclosure 41/0
SCSiI slot 1 on SCSI enclosure 411
SCSiI slot 2 on SCSI enclosure 41/2
SCSiI slot 3 on SCSI enclosure 41/3
SCSiI slot 4 on SCSI enclosure 41/4
SCSI slot 5 on SCSI enclosure 41/5

The figure below shows the actual locations of the device names displayed on the NEC ESMPRO
screen. In the case of the tower model, modules are mounted vertically instead of horizontally.

CPU/IO module #1

CPU/IO module #0 SCSI enclosure
SCSI slots 0 through 5 from bottom to top

Front view of the rack-mount model
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Supplement
Note the following when using NEC ESMPRO Agent.
Dual registration of event logs

At some types of errors, two event logs may be registered for a single occurrence. (However, in the
case of NEC ESMPRO Manager, one log is reported for one occurrence.) Such errors are as
follows:

- Temperature error
- Voltage error

- Thermal trip

Maintenance-related Functions

When you want to use maintenance-related functions, contact your maintenance personnel.

CPU Information

If you select [CPU Module]-[CPU] in the FT tree of the data viewer, unknown or incorrect
information appears in some information items.

The CPU information can be viewed by selecting [System]-[CPU] in the [ESMPRO] tree.

Module Diagnostics

When you diagnose a PCI module (I0 module), the CPU module of the same side will also be
diagnosed. Therefore, the CPU module also needs to be stopped.

Status during Module Diagnostics

While diagnosing a stopped module, the module is no longer in the duplex mode and the CPU and
the memory cannot be used. However, the status of [CPU] and [DIMM] displayed under [CPU
module] in the FT tree on a Data Viewer becomes “Online” and the status color becomes green.

Change of Installation States of CPU and PCI (I0) Modules

If you dynamically change the configuration of the CPU or PCI module (IO module) in the relevant
system during review of the server information by using the data viewer, the message prompting
you to reconstruct the tree of the data viewer will appear. If you click the [Yes] button, the tree is
reconstructed in the data viewer to reflect the change of the system configuration on the data viewer.
Clicking the [No] button does not cause the tree to be reconstructed in the data viewer. If so, the
information in the data viewer may be different from the current system information because the
change of the system configuration is not reflected on the data viewer.
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Status of Logical PCI Slots

Because the I/0O hub and display controller on a PCI module (I0 module) are logical PCI slot
information, PCI module (IO module) are not influenced by them. Therefore, the “Status” of [PCI
slot (ID:0/10/102)] and [PCI slot (ID:0/10/103)] under [PCI module (ID:0/10)] and the “Status” of
[PCI slot (ID:1/11/102)] and [PCI slot(ID:1/11/103)] under [PCI module (ID:1/11)] in the FT tree on
a Data Viewer becomes “Online” and the status color becomes green.

Impact of Module Status Changes

PCI modules (I0 modules), SCSI adapters, SCSI buses, and modules under the SCSI enclosure have
impact on each other. For example, when the “Status” item of a module changes to “fault,” it may
be caused by another module’s error. Therefore, you need to check the status of the other modules
based on alert information.

Status Color after Mounting a Hard Disk

When creating a new mirror, the status of the hard disk and its upper component, SCSI enclosure,
will continue to change after you mount a hard disk until the mirror is completed. The OS may take
several minutes to recognize changes of disk status or the disk may need to be rescanned. During
this process, the status color may turn to abnormal, but when the mirror is created successfully, it
will return normal.

LAN Monitoring Report

The LAN monitoring function defines the line status depending on the number of transmission
packets and the number of packet errors within a certain period. Thus, the LAN monitoring function
may report a line fault or high line load only in a temporary high line impedance state. If a normal
state recovery is reported immediately, temporal high line impedance may have occurred thus there
is not any problem.

LAN Monitoring Threshold

Because hardware faults on the network are found in the driver level, NEC ESMPRO Agent does
not monitor line faults. Thus, the value set for "Line fault occurrence rate" of a [LAN] tab of [NEC
ESMPRO Agent properties] in the control panel is not used.

Community Authority
Depending on your OS type or its version, settings for community, SNMP service’s security
function, are not made, or default settings of authority are different.

To enable the remote shutdown and threshold change functions via NEC ESMPRO Manager, make
settings of community and set its authority to "READ CREATE" or "READ WRITE."
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Monitoring with NEC ESMPRO Manager Ver.4.22 or Earlier

NEC ESMPRO Manager Ver.4.23 or later is required for monitoring the server.

If you are using an older version, you must install NEC ESMPRO Manager using the CD-ROM
shipped with the server.

ESRAS Utility
ESRAS Utility runs on NEC Express5800 series with NEC ESMPRO Agent installed, and is used to
display, print, and initialize logs and export them to a file.

If you use the ESRAS Utility of NEC ESMPRO Manager, logs may not be displayed on some
servers. Make sure to use ESRAS Utility of NEC ESMPRO Agent. ESRAS Utility of NEC
ESMPRO Agent is included in the CD-ROM attached to the server. Install it using the utility related
to NEC ESMPRO setup.

Coexistence with the Oracle products

The installation of the Oracle products may change Startup Type of SNMP Service into “Manual.” If
so, change the setting back to “Automatic” and set up correctly according to the description of the
Oracle product.

Change of SNMP Community

If the security setting of the SNMP Service of a system, where the NEC ESMPRO Agent is installed,
is changed from the default “public” to a community name, change the community settings of the
NEC ESMPRO Agent, too.

1. Double-click the [NEC ESMPRO Agent] icon in [Control Panel].

2. Select a desired community name from the [SNMP Community] list box in [SNMP Setting]
of the [General] sheet.

The community names to receive SNMP packets from are listed in the [SNMP Community]
list box.

3. Click the [OK] button to terminate the operation.
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Disk Maintenance While NEC ESMPRO Agent is Running

The following works to disks (hard disk drive or magneto optical) are not allowed while NEC
ESMPRO Agent is running;
B To format or delete a partition by Disk Administrator or by other means.

B To request programmatically to remove media from removable disks such as MO, Zip and PD.

1. Connect the machine using Web UL

2. Click the [Maintenance].
3. Click the [Terminal Service].
4. Log on as an administrator.
5. Select the [Start] — [Settings] — [Control Panel].
6. Open the [Service].
7. Select a service named “ESM Common Service”, and click the [Stop].
8. Confirm that “ESM Common Service” stopped, and close the [Service].
9. Do the disk-related works.
10. Open the [Service] again, select “ESM Common Service” and click the [Start].
11. Confirm that “ESM Common Service” is active and close the [Service] and [Control

Panel].

About the warning event of CPU load Monitoring

If NEC ESMPRO Agent cannot get performance information from the OS due to a temporary
resource shortage or high load ratio on the system, it will record the following event log. However,
there is no real problem on operation. (In the description, Y and X represent alphanumeric
characters.)

Source: ESMCpuPerf
EventID: 9005
Description: Cannot get system performance information now (YYYY Code=xxxx).

If NEC ESMPRO Agent cannot get information, it will treat the load ratio as 0%. So, if NEC
ESMPRO Agent cannot get information continuously, the CPU load ratio may appear lower than the
actual value.

Connection with Hard Disk Drive

The preventive hard disk drive maintenance function may not work properly when a hard disk drive
which was used in a system where NEC ESMPRO Agent is installed is connected to other systems.
Make sure not to connect such hard disk drives.



Installing and Using Utilities  5-25

Change Settings of File System Monitoring Function

New settings in thresholds of monitoring interval and free space monitoring are not reflected
immediately after they are changed. They are reflected at the next monitoring interval of monitoring
service.

CPU Load Ratio of SNMP Service (snmp.exe)
While monitoring the server from NEC ESMPRO Manager, the CPU load ratio of SNMP Service
on the NEC ESMPRO Agent side may increase at every monitoring interval (default: 1 minute).

NEC ESMPRO Manager and NEC ESMPRO Agent exchange information through SNMP Service.
If the server status monitoring by NEC ESMPRO Manager is on (default: ON), NEC ESMPRO
Manager regularly issues a request to NEC ESMPRO Agent to get the current status of the server. In
response, NEC ESMPRO Agent checks the status of the server. As a result, the CPU load ratio of
SNMP Service increases temporarily.

If you have trouble of terminating a movie player application, turn off the server status monitoring
by NEC ESMPRO Manager or extend the monitoring interval.

Current Status of Temperature, Voltage and Fan Sensors

Some modes are equipped with temperature/voltage/fan sensors that do not have information on
status, current values, rpm, threshold etc. Therefore, if you view such a sensor on NEC ESMPRO
Manager, it may be displayed as follows:

m The status becomes “Unknown” (grayed out) on the data viewer.

m The current value or rpm becomes “Unknown’ on data viewer.

m The status is grayed out on the Web component data viewer.

m The current value or rpm becomes blank on the Web component data viewer.

Even if the sensor is displayed like stated above, it is monitoring the server.
Actions to Take When Temperature/Voltage Error Occurs on CPU/PCI Modules
At the time when a temperature or voltage error occurs on CPU/PCI module (CPU/IO module),

necessary actions will differ depending on its status as shown below. You can check the status of
each module from the data viewer of NEC ESMPRO Manager or Server Maintenance Utility.

Status Actions
Duplex Stop the failed CPU/PCI module (CPU/IO module).
Simplex Shut down the system.
TIPS:
m If the status is “Empty Absent,” the module is not mounted. Sensor monitoring is not
conducted.

m  If disks are mounted on PCI modules (I0 modules), the status of both modules is “Simplex”
while the disks are mirrored. Temperature or voltage error occurring during disk mirroring
will result in the system to shut down.
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CPU Information

In [CPU Information] of Data Viewer’s system tree, the external clock is listed as “Unknown.”

When [ft] Tree Appears on Date Viewer in an Incorrect Manner

If you open a Data Viewer immediately after the system starts up, the tree or the state of a Data
Viewer may not be displayed correctly due to high load of the system. In about 20 minutes after the
system startup, when a pop-up message which prompts you to reconstruct a Data Viewer appears,
click [OK]. The Data Viewer will be reconstructed and the tree and the status will be displayed
correctly. If the [ft] tree is not displayed, register the server again (delete the icon and then register
it) on the integrated viewer.

Floppy Disk Drive Name

After switching on and off the power of the CPU/PCI module (CPU/IO module), the floppy disk
drive name of [I/O Device] on Data Viewer may be different from the name that is recognized by
the OS.

(Example: drive name on Data Viewer: “A”
drive name recognized by the OS: “B”)

Check the floppy disk drive name on Explorer.

Floppy Disk Drive Information

If you add or delete floppy disk drive connected with USB while the system is running, the drive
information under the [I/O Device] in the data viewer will be updated at the next system startup.

When the Displayed BIOS Information is Incorrect

Additional information of BIOS which is displayed by clicking [ft] - [CPU Module] - a CPU
module - [General] - [BIOS Information] on a Data Viewer or by clicking a CPU module and
clicking [BIOS Information] on Server Maintenance Utility may not be displayed correctly. In such
a case, display the BIOS information on a Data Viewer by clicking [ESMMIB] - [BIOS].

Ethernet Adapters You Do Not Use

If an Ethernet adapter is not used (not connected to cable), set it to “Disable” in [Network
Connections] from Control Panel. If an Ethernet adapter you are about to disable has dual LAN
settings (AFT function), remove the dual LAN settings before disable it.
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Monitoring in Sleep State

NEC ESMPRO Manager cannot monitor the NEC ESMPRO Agent machine in the sleep state
(system standby or system halt state).

While NEC ESMPRO Manager monitors server shutdown, the relevant NEC ESMPRO Agent
machine may be entered into the sleep state. If so, the report "server access disabled" is issued and
the status color of the server icon becomes gray. This cannot indicate whether the NEC ESMPRO
Agent machine is shut down or entered into the sleep state. Keep these in mind when operating the
system where systems to be monitored may enter the sleep state.

Printer Information’s Available Time:

When you add a new printer, install its driver and make its settings, if you do not make settings for
the available time from the properties window of the printer, the printer’s available time (From and
To) in [Printers and Faxes] are [00:00], on the other hand, NEC ESMPRO Manager’s time are
[9:00]. To display them properly, make the settings of printer from its properties window. The
procedures are as follows:

1. From [Control Panel], click [Printers and Faxes], and open the properties window of a printer
for making settings.

Select the [Advanced] tab.

3. Enter values in the available time (“Available from” and “To”), and click [OK] on the
properties window to exit.

Now, you can see the correct information from NEC ESMPRO Manager, too.

Hang of SNMP Service
SNMP Service has a module called “SNMP Extended Agent.” This module may be registered when
you install some software that uses SNMP Service.

If you start SNMP Service, SNMP Extended Agent is also loaded at the initialization. However, if
the initialization is not completed within a specified period, SNMP Service will hang.

It may take time to complete the initialization due to temporary high load on the system. In this case,
wait for the system load become low enough before restarting SNMP Service.

SCSI Status on a Data Viewer

“Unknown” is always displayed for the following items:

B “Serial Number”, “Firmware Revision” and “ROMBIOS Revision” in “General” of “SCSI
Adapter”

B “Reassign Block Count” and “Reassign Block threshold” in “General” of “SCSI Slot”



5-28 Installing and Using Utilities

SCSI Status while IO Module is Starting or being Stopped

While an 10 module is starting or being stopped, the status of SCSI adapters, SCSI bus, SCSI
enclosure, SCSI slots, and mirror disks temporarily indicates an undefined status. Once the module
is started or stopped, the status will return to normal.

Status of SCSI Slots and Mirrored Disks at High Load

When the system load is high, the status of SCSI slots and mirror disks may not be obtained, and
incorrect status may be displayed temporarily.

Event of “ESM HAS Storage Service” when Starting the Server for the First Time

After installing the server and when it is started for the first time or when it is started for the first
time after the system is reset up, an event that SCSI-related status has changed is registered.
However, the previous status in the message shows an undefined value.

Event 401 and 402 of “ESM HAS Storage Service”

An event “Status of SCSI Slot (ID:41/n) has changed from Empty to Empty” may be registered to
the event log because, internally, there are two types of the status “Empty” which indicates that a
disk is not mounted. For example, when no disk is mounted in both Slot 1 and Slot 4, “Empty” is
simply informational. Slot 1 also indicates “Empty” when a disk that no volume is created is in Slot
4. However, if a simple volume is created on the disk in Slot 4, the status “Empty” of Slot 1 is
handled as a warning in order to maintain redundancy. In such a case, check the status of volume
creation and configure mirror volumes.

SCSI Slot Indication when a Disk Fails

When a disk which has failed before is mounted, the SCSI slot status becomes “Broken.” The status
changes from “Broken” when a mirror volume is created on the disk or any mirror volume is
resynchronized.

ESMhstrg.dat

While the server is running, the “\data\ESMhstrg.dat” file in the installation directory of NEC
ESMPRO Agent (C:\ESM by default) cannot be accessed. Therefore, it cannot be backed up when
using backup software. However, there is no problem even if it is not backed up because the file is
recreated at a server startup.

PCI Module Status is “Empty”

If devices such as LANs and FCs in the PCI module are not duplicated, the PCI module status
becomes “Empty.” If the PCI module status is “Empty,” make sure that the LAN and FC cables are
connected to and LANSs are teamed.
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Indication of the mirror status

If the pair of the disks that make up a mirror is different from the one described in “Disk
Operations” in Chapter 3, “Warning” is displayed even for a normal mirror volume.
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NEC ESMPRO Manager
To monitor and manage a computer, on which NEC ESMPRO Agent is installed, with a
management PC online, use NEC ESMPRO Manager that is bundled with the product.

For detailed procedures of installation and setting, see online documents or NEC ESMPRO Online
Help.

TIPS:

Online documents provide cautions and information for using NEC ESMPRO Manager. See NEC
ESMPRO Manager User’s Guide in the NEC EXPRESSBUILDER CD-ROM.

Monitoring by Use of Data Viewer

To monitor the state of the NEC Express5800/ft series on a management computer with installation
of NEC ESMPRO Manager, the data viewer is used. If you click each of the modules and items to
be checked sequentially on the tree view in the Windows Explorer format, the data viewer indicates
their states on the right side of the screen.

You can manage the status on a Web browser using Web component functions of NEC ESMPRO
Manager. For details, see Help on Web Component.

This section describes the tree structure and displayed screens in the data viewer.

To make the data viewer indicate the state of each module and those of the components on it, select
the server to be monitored from NEC ESMPRO Manager to start the data viewer (in the following
description, the start procedure of the data viewer is omitted).

The server is physically configured with two modules, but each module has a CPU module and 10
module. Therefore, NEC ESMPRO Manager Data Viewer displays module #0 and module #1 in a
tree and under each of them, a CPU module and PCI module are displayed (on a Data Viewer of

NEC ESMPRO Manager and Server Maintenance Utility of NEC ESMPRO Agent, the IO module

is indicated as “PCI module”).
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Monitoring CPU Module

To monitor the CPU modules and the components on the CPU module, see the [CPU Module] tree.
To see the information on the [CPU Module] tree, select the target CPU module from [CPU
Module] in the [ft] tree.

You can see the following information on the modules and the components on the CPU modules in
the [CPU Module] tree.

m  General

Allows the configuration and other information on the CPU modules to be viewed.
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m  Update

Allows the device identification information of the CPU modules to be viewed and BIOS of the
CPU modules to be updated. See "Maintenance of the Server" described later for the update of
BIOS of the CPU modules. The detailed device identification information can be checked by
selecting [ESMPROY] tree—[Hardware] tree—[Field Replaceable Unit] tree.

s CPU

Allows the information of the CPU on the CPU modules to be viewed.
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Monitoring 10 Module

To monitor the IO modules and the components on the I0 modules, refer to the [PCI Module] tree.
To see the information on the [PCI Module] tree, select the target IO module from [PCI Module] in

the [ft] tree.

You can see the following information on the IO modules and the components on the IO modules of

the [PCI Module] tree.

(This section describes the general information screens of the IO modules. The components on the
10 modules are described later.)
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Allows the configuration and other information of the IO modules to be viewed.
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Allows the start/stop, MTBF information clear, and diagnostics of the IO modules to be
provided. See "Maintenance of the Server" described later for the start/stop and MTBF
information clear of the IO modules.
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Monitoring PCI Slots and Devices on IO Module

To monitor the PCI slots and devices on the IO modules, see the [PCI slot] tree. To see the
information on the [PCI slot] tree, select [PCI Module]—[PCI module (containing PCI slot to be

seen)]—>[PCI slot] of the [ft] tree.

You can see the following information on the PCI slot and the devices on the PCI slot in the [PCI

slot] tree.

m  General

Allows the PCI slot configuration information to be viewed.

CHECK:

The status of the following PCI slots is always “Online.”
ID: 0/10/102, 0/10/103, 1/11/102, 1/11/103

m  Maintenance

Allows a device on the PCI slot to be started. This function is not supported in the current

version.
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PCI Device — General

Allows the information of devices on the PCI slot to be viewed.
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PCI Device — Detailed information

Allows the detailed information of a device on the PCI slot to be viewed.
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Monitoring BMC on 10 Module

To monitor the base management controller (BMC), controller for system management, on the 10

modules, see the [BMC] tree. To see the information on the [BMC] tree, select [PCI Module] - [PCI
module (containing BMC to be seen)] - [BMC] of the [ft] tree.

You can see the BMC’s firmware version and other information in the [BMC] tree.
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Monitoring SCSI Enclosure

To monitor the SCSI enclosure, see the [SCSI enclosure] tree. To see the information on the [SCSI

enclosure] tree, select [SCSI enclosure] of the [ft] tree.
You can see the following information of the SCSI enclosure from the [SCSI enclosure] tree.

m  General

Allows the configuration and other information of the SCSI enclosure to be viewed.

IMPORTANT:

You need to be aware that PCI modules, SCSI adapters, SCSI buses, and modules under the
SCSI enclosure have impact on each other. For details, see “Impact of Module Status

Changes” described above.
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m  SCSI Slot — General

Allows the configuration and other information of the SCSI slot to be viewed.
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IMPORTANT:

You need to be aware of the status of hard disk during the mirror creation. For details, see
“Status Color after Mounting a Hard Disk™ in “Supplement.”
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Monitoring Mirror Disk

To monitor the mirror disk components, see the [Mirror] tree. To view information on [Mirror] tree,
select [Mirror] under [ft] tree.

You can see the redundancy status of the mirrors and the device IDs of the SCSI slots into which
these hard disk components are connected.
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Monitoring Hard Disk

To monitor the hard disks and detect disk failures at an early stage, use the NEC ESMPRO Manager
and Agent. You can see configurations and information of hard disk in the Data Viewer.

Monitoring Operations

This section describes how to maintain hard disks.
1. Confirmation of hard disk failure

If NEC ESMPRO Agent detects some problem with a hard disk, it will report an alert of the
problem to NEC ESMPRO Manager. Check the alert viewer in the manager regularly.

Ex. If a hard disk in SCSI Slot (41/1) is broken, agent reports the following alert.

|Status of the SCSI Slot (ID:41/1) has changed from Duplex to Broken.|

And manager displays the problem information of the hard disk in the [ft] & [SCSI
enclosure] — [SCSI Slot] — [General] of the data viewer.
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2. Confirmation of mirror status

To check the redundancy status of the failed mirror disk, open [Mirror] screen under [ft]. On
this screen, you can check the redundancy status of the mirror and the status of the mirrored

hard disks.
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IMPORTANT:

The mirroring redundancy status will change depending on the status of the two hard disks
that make up a mirror as follows:

Status of hard disk 1 Status of hard disk 2 Status of mirror volume
Duplex Duplex Normal
Simplex Warning
Others Warning
Simplex Duplex Warning
Simplex Warning
Others Warning
Others Duplex Warning
Simplex Warning
Others -

“-”: No status is shown.

TIPS:

Unless the hard disks make up a mirror, the Mirror Disk screen does not show any
information.




Installing and Using Utilities  5-41

IMPORTANT:
The Mirror Disk screen shows a pair of two hard disks as a mirror. Disk pairs are shown in
the same manner even if a few volumes are created within a single disk or one volume

spans a few disks (span volume).

B A few volumes are created within a single disk:

Boot volume

41/0 4171 41/2
N\ ™\ N\
MirrorLI r MirrorLI r MirrorLI r
-
Boot volume
41/3

»
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The screen shows information on a pair of hard disks that make up a mirror. It does not
show information based on volumes (ex. Volume A, Volume B).
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3. Recovery from a hard disk failure

If a hard disk breaks, the broken disk must be replaced immediately. This section describes
alert reports and status shown by the Data Viewer while disks are replaced to restore
mirroring.

(1) Detecting problem of a hard disk
See [1. Confirm of hard disk failure] above.
(2) Removing the hard disk

Disconnect the hard disk with the problem. At this time, NEC ESMPRO Agent reports
the following alert to manager. And icons related to the hard disk with problem change
the state of warning in the data viewer.

Since the hard disk has been removed, the status of the SCSI slot will be “EMPTY.”
petail= £
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Alert genaration time : Thursday, December 15, 2005
11:52 AM (-D8:00)

Status of the SCST Slot(ID:41/1) has changed From
Broken to Empty.

tiction:

In case of empty, insert the pair HOD and construct:
mirrorred wolumes with the Disk Management. In case of
Syncing, wait for & while until mirroring is completed.

Irwoke associated application:  [voke...

pon | e |

5

TIPS:
You can identify the new hard disk by DevicePathID (ex. 41/1).
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When one hard disk with problem was disconnected, SCSI slot changes the status to
"Warning".

ol SERVERBI - DataWicwer

=lol=
e Edt Wew Jook el
N — T PV = O il el
BT v o
=8 wnﬁ1 ' -
: Moddesi &d
@ scultere To: U
@ FosErdenesat) ook Ru*‘“"“"w
: % Hodel: AT
. Rarvition 2
[ Sonad Muber Unkmoswn
w [ Disk Murvbes 1
) s x Coun:  Linknown
* Ex. { ; o
-l S0 BotID:eLS) Path Indormton
- e 2 .
1] il T o
IF] 0 04 ]
il -
‘
For el press F1 I ormal | fwamig Il nomal
[SCSI Slot] — [General]
IMPORTANT:

The status color of the SCSI slot differs depending on the connection of mirrored
hard disks:

m  If one of the mirrored disks was removed: Warning

m  [fboth of the mirrored disks were removed: Gray

Also, at this time, the redundant status of mirrored disks is changed to "Warning".

B SFRVER-B1 - DalaViewer

=l =]
[
[ = < o o] li] @l o [S i) o
= B sErveroe1 ) -
-l Hoduieso = |
-} Hodule# | T
F-i 5051 Enclosure
i R 551 Crcksurs(I0:A1) Mimr | Stahes Hard [isk|Skans)
=101 1 Homal 41 ADples], £173Dupkes]
N 2 Wanng  4151(Fmply] 4174 Samples|
] Homal 41700 wphen]. 41750 o]
. 1 M
- =]
For Help, press 111 I fricemnal fwancg Il BEoomal o

[Mirror]
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(3) Mounting a hard disk drive.

Mount a hard disk drive. When a hard disk drive is inserted, an alert report is sent and the
information on a Data Viewer changed.

A hard disk drive is mounted and the SCSI slot status becomes “Online.”

Detais |

General | stp | Report status |

SCSI slot of built-in HOD recovery

From: SERVER-B1@magr_SERVER-B1

Address: 192.168.0.137

Received:  Thursday, December 15, 2005 11:58 AM
izenerated: Thursday, December 15, 2005 1158 AM

Iyour kirne: |
Detail:

Alert generation time ; Thursday, December 15, 2005 ﬂ

11:58 AM (-08:00)
Status of the SCSI Slob(ID:41/1) has changed from

Empty ta Online. h
Action:
=
L
Invoke associated application: Invoke. .. |
Up I Down | Help I

[Details] of alert report

TIPS:

The device ID (for example, “41/1”) on the “Details” window of alert indicates the
location of the removed hard disk drive.

The state color becomes “Green” because a hard disk drive constructing a mirror is

mounted.
il
B ER Y Jock Hep
[Escitmome =] &1 40| 3] &lw| [~ 0] ==l el
N ]
= [l swven-n [fe) =
-l Modude b
| w.-b:‘: o
3 50T Erwrarn )
B 5051 EndonrellDni) Tiee Haed Digk.
IE denersl Vendet FUITSY
0 [ MAFIENG
Pervision : 20
Stial Nurtbes UPGHP3A00052
Ditk Kurtbes © 1

FeasignDlock Court:  Unkncwn
Finagrs flock theashald . Uinknown

Paas burbes | PO Mocde | SCS1Adspter | SC31 Bun
1] i T ]
=] ] 104 ]

1 |1 o

Fox Mk, prossc 1 B el warriey [l Rtecernal

[General] of SCSI Slot




Installing and Using Utilities  5-45

The redundancy status becomes “Normal” because the hard disk drive constructing a
mirror is mounted.

=

ERVER-E1 [ESMPRO]

o, SERYER-B1 - Data¥iewer
i it iew Tools Help

=101

SERVER-B1 [ft]

5CS1 Enclosure(IDi41)

Mitor_| Status
1

o
| Hard Disk(Status)

Normal
2 Normal
3 Normal

41/0Duplex), 41730 uplex)
41A110rling), 41/4(0rline]
41/2[Duplex), 41/5(0 uplex)

For Help, press F1

[=1]

[Mirror]

[0 [ormal [ [warning [l [Abnormal
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Server Maintenance Utility Online Help

Server Maintenance Ultility is a tool for managing server operation. It is used to configure operation
patterns, to check status at replacement of parts, and to instruct operations.

To use Server Maintenance Utility, you need to log on as a user with administrator authority.

Select [Start] - [All Programs] - [NEC ESMPRO Agent] - [Server Maintenance Utility] to start
Server Maintenance Utility.

Only one Server Maintenance Utility can be run at a time.

Screen Layout

Top

Title bar Name of an item that Server Maintenance Utility is currently using.

Menu bar Menu items.

Tool bar Provides easy access to functions available for Server Maintenance
Utility by clicking each button.

Center

Tree view Information display view

Items indicating the information and Information of the item selected in the tree on the

configuration of the entire system, and the left pane.

components of the device of each module.
Components of physical modules are displayed
under respective modules.

Note: The tree view will not be updated even when the status of devices changes. Use the menu or
the tool bar to update the tree view.

Bottom

Status bar Short description of a selected menu command is displayed on
the left side of the status bar. Pressing down a tool bar button
also displays short descriptions. If you decide not to execute the
tool bar command after reading the description, continue to
press the mouse button and move the mouse pointer away from
the button, and then release the mouse button.

The right side of the status bar shows whether the following keys
are pressed:

CAP: Caps Lock, NUM: Num Lock, SCRL: Scroll Lock
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System Information

Chassis Information contains the following information:

Item Description
Type Chassis type of the server
Part Number Parts number of the server chassis

Serial Number

Serial number of the server chassis

System Information conta

ins the following information:

Item Description
OS Name of the OS installed on the server
OS Version Version of the OS installed on the server
Name Host name of the server

Product Information contains the following information:

Item Description
Manufacturer Manufacturer of the server
Product Product name of the server
Part Number Parts number of the server
Serial Number Serial number of the server
Version Version number of the server

LCD contains the following information:

Iltem

Description

Module #0

Virtual LCD information of the module #0

Module #1

Virtual LCD information of the module #1
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System Configuration
System Configuration contains the following information:

Quick dump that is harvested at the same time of system reboot.

Select the [Enable] radio button to obtain quick dump at a system crash.

This function is enabled when “Complete memory dump” is set on Windows setting. When a quick
dump cannot be produced, a dump is produced by the standard dump function.

Automatic firmware update.

Select the [Enable] radio button to enable automatic firmware update. When this item is enabled and
when one module is started, the firmware (System BIOS) of the other module started later will be
automatically updated to the one that is already running if it is old.

Automatic module start.

Select the [Enable] radio button to enable the automatic module start. When this item is enabled and
when the server is running in the simplex mode with one module, if the other module is inserted to
the chassis, it will be automatically started and modules will become duplex.

The module POWER switch of the server is always enabled regardless of this setting. (The module
stopped by the module POWER switch can be started even when this setting is disabled.)

The following buttons are displayed for System Configuration:

Item Description
Apply Applies the system configuration to the server
Restore Defaults Resets the system configuration of the server to the default.

These operations cannot be performed while collecting dump or updating firmware. Wait until such
processing is finished to perform the operations in the table.

Module#n
Module contains the following information:

Item Description
Device CPUI module name and PCI module name
Status Status of the CPU module and the PCI module

CPU Module(ID:n/m)

CPU Module contains the following information:

Item Description

Status Status of the CPU module
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MTBF Information contains the following information:

Item

Description

Type

Monitoring status of MTBF.

Use Threshold: MTBF is calculated at a fault occurrence. The device is
stopped when the calculated value is lower than the
threshold.

Never Restart: Always stops the device at a fault occurrence.

Always Restart: Always restarts the device at a fault occurrence.

Threshold

Threshold of MTBF.
When the threshold is not specified, “--” is displayed.

Current

Current MTBF value.
When there is no or few errors, “--”
calculated.

is displayed because MTBF cannot be

Faults

Number of faults

Time of last fault

Time of the last fault.

When there is none, “--" is displayed.

Firmware contains the following information:

Item

Description

Version

Version of the firmware (System BIOS)

Additional Information

Additional information of the firmware (System BIOS)

The following buttons ar

e displayed for CPU Module:

Item

Description

Clear

Clears the MTBF information of the CPU module

Up

Starts the CPU module. When you also start the PCI module of the same
module, start the PCI module before the CPU module.

Down

Stops the CPU module

Firmware

Updates the firmware (System BIOS)

Jump Switch

Switches the board.

Start the IO module and the CPU module of the sopped module
respectively and make modules duplex. Then, stop the other module's
CPU module and 10 module respectively.

* Use this function when updating the firmware (BIOS). This function is
available for a module which CPU and PCI (I0) modules are stopped.

Harvest

Collects dump.
Before clicking this button, select one of the methods of to collect dump:

Save memory dump of the stopped module.

Harvest memory dump of the current system without stopping it.
*Check the result of dumping by an event log. This function cannot be
used if “Complete memory dump” is not set on Windows setting. In such
a case, a dump is not produced even if it is requested. Do not start or
stop the module while producing a dump.

The execution of

)

each button may take a few minutes. Wait for a while to update the display

and check the module status.

)
A3)

Execute diagnos

This system performs diagnostics to both CPU module and PCI module on the same board.

tics from a PCI module.

These operations cannot be performed while collecting dump or updating firmware. Wait

until such processing is finished to perform the operations in the table.
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PCI Module(ID:n/m)

PCI Module contains the following information:

Item Description
Status Status of the PCI module
MTBF Information contains the following information:
Item Description
Type Monitoring state of MTBF.
Use Threshold: MTBF is calculated at a fault occurrence. The device is stopped
when the calculated value is lower than the threshold.
Never Restart: Always stops the device at a fault occurrence.
Always Restart: Always restarts the device at a fault occurrence.
Threshold Threshold of MTBF.
When the threshold is not specified, “--” is displayed.
Current Current MTBF value.
When there is no or few errors, “--” is displayed because MTBF cannot be
calculated.
Faults Number of faults
Time of last fault | Time of the last fault.
When there is none, “--” is displayed.
Diagnostics Information contains the following information:
Iltem Description
Time of last run Time and date of the last diagnostics execution
Message Message from the diagnostics result

Test Number

Test number from the diagnostics result

The following buttons are displayed for PCI Module:

Item Description

Clear Clears the MTBF information of the PCI module

Up Starts the PCI module.
The CPU module of the same module must be stopped when starting the PCI
module. When the CPU module of the same module is running, stop the CPU
module and then start it after starting the PCI module.

Down Stops the PCI module.
Depending on a module state, a screen will go off temporarily. Also, USB
devices such as a keyboard and a mouse may not be available for a few
minutes. However, a system continues operating.
You cannot stop the module when the FT status LED is not illuminating green
(when the server is not duplicated).

Diagnostics Executes diagnostics of the CPU module on the same module as the PCI

module. To perform diagnostics, both CPU and PCI modules on the module
needs to be stopped.

o

The execution of each button may take a few minutes. Wait for a while to update the display

and check the module status.

()

These operations cannot be performed while collecting dump or updating firmware. Wait

until such processing is finished to perform the operations in the table.
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SCSI Adapter(ID:n/m/o)

SCSI Adapter contains the following information:

Item Description

Status Status of the SCSI adapter

SCSI Bus(ID:n/m/o/p)

The following information is displayed for SCSI Bus:

Item Description

Status Status of the SCSI bus

The following information is displayed for the primary setting:

Item Description

Setting Current setting (Primary or Secondary) of the SCSI bus

The following information is displayed for SCSI Bus:

Item Description

Primary Makes the current bus the primary SCSI bus (For your maintenance
personnel).

* The execution of each button may take a few minutes. Wait for a while to update the display and
check the module status.

Ethernet Board(ID:/n/m/o) Port p

The following information is displayed for Ethernet Board:

Item Description
Status Status of the Ethernet board

BMC

The following information is displayed for Firmware:

Item Description
Active Current status of the firmware

IPMI Version IPMI version

Firmware Revision Firmware revision

SDR Version SDR version

SEL Version SEL version

SCSI Enclosure

The following information is displayed for SCSI Enclosure:

Item Description

Device SCSI enclosure name

Status Status of the SCSI enclosure
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SCSI Enclosure(ID:n)

The following information is displayed for SCSI Enclosure:

Item Description

Status Status of the SCSI enclosure

The following information is displayed for SCSI Slot:

Item Description

Slot SCSI slot name

Status Status of the SCSI slot

The mirror status of the volume in the disk mounted to the slot is
reflected to the status of the SCSI slot, but the duplex status of the
SCSI bus to the slot is not reflected.

* The last digit of SCSI slots corresponds to the slot number of built-in SCSI disk.
For the rack-mount model: 0 through 5 from bottom to top.
For tower model: 0 through 5 from right to left.

SCSI Slot (ID:n.m)

The following information is displayed for SCSI Slot:

Iltem Description

Status Status of the SCSI slot (individual built-in SCSI disk)

The mirror status of the volume in the disk mounted to the slot is
reflected to the status of the SCSI slot, but the duplex status of the
SCSI bus to the slot is not reflected.

The following information is displayed for SCSI Bus:

Iltem Description
Path State State of the two SCSI buses connected to individual internal SCSI
disks.
PCI Module PCI module number
CSI Adapter SCSI adapter number
SCSI Bus SCSI bus number

Firmware Update
The following information is displayed for Firmware Update:

Copy online BIOS image to offline.
Select this radio button to copy online BIOS image to offline.

Specify the file path to update.
Select this radio button to specify the file path to update.

Type the location of the firmware.
Type the full path (location and the file name) of the firmware to update in the edit box.
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The following buttons are displayed for Firmware Update:

Item Description
Browse Opens a dialog box for selecting a file
Execute Updates the firmware

firmware.

- Start/stop of a module
- OS shutdown

- Module removal

- Module power-off

*Do not perform the following operations during the update of

*Firmware can be updated from an old version to a new version only.
It cannot be updated if its version number is equal to or smaller than
the one of both modules of the system whose firmware you want to

update.

Cancel Cancels firmware update
Help Displays the contents of Help.
Menu bar
File menu
There are the following commands for [Menu] - [File]:
Item Description
[Export] Exports the information that Server Maintenance Utility has into a file
[Exit]] Terminates Server Maintenance Utility
View menu
There is the following command for [Menu] - [View]:

Item Description
[Refresh] Displays the latest information of Server Maintenance Utility

Settings menu
[Menu] - [Settings] is not supported for this release.

Tool menu
There are the following commands for [Menu] - [Tool]:
Iltem Description
[BMC FW] - [Update] Updates BMC firmware
[BMC FW] - [Properties] Specifies the update medium of the BMC
firmware
Help menu
There are the following commands for [Menu] - [Help]:
Item Description
[Help topics] Displays the contents of Help
[About Server Displays the version of this application
Maintenance Utility]
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Tool bar

There are the following buttons:

Item Description

Help The mouse cursor is displayed with “?.” Clicking something on the screen
with that cursor displays corresponding help information.

Refresh Displays the latest information of Server Maintenance Utility. Same as
selecting [View] - [Refresh].

Scroll bar

The scroll bars are shown at the right and bottom sides of each window. The scroll box in the scroll
bar indicates the location of the currently displayed information.
Use the mouse to scroll the screen.

Key Operations

Arrow keys

The selection of the tree item can be moved up or down using the up or down arrow key (1 or |)
when the focus is on the tree view. For items with “+” or “-”, the tree can be expanded or closed
using the left or right arrow key («— or —).

When the focus is on the information display view, the screen can be scrolled using the up, down,
right and left arrow keys (1, |, <, —).

Tab key

Moves to the next selection item when the focus is on the information display view. Pressing the
Shift and Tab keys together moves the focus to the previous selection item.
When the focus is moved, the screen is scrolled to display the selected item.

F1 key

Displays help information of the item in the information display view.
When the mouse cursor is on a menu item, the help information of that menu item is displayed.

F6 key

Switches the focus between the tree view and the information display view.

Tree view

Colors of icons in the tree view and their meaning:

Green: ~ Normal
Yellow: Warning
Red: Error
Gray: Unknown

When the color of an item in the tree view is yellow (warning) or red (error), the color of its
upper-level icons changes to yellow or red accordingly. If the color is gray (unknown), it does not
change the color of the upper-level icons.
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Maintenance of the Server

The server maintenance can be done in two ways; one is to use NEC ESMPRO Manager for remote
maintenance and the other is to use the NEC ESMPRO Agent Server Maintenance Utility on the
server for local maintenance.

TIPS:

To start the NEC ESMPRO Agent Server Maintenance Ultility installed in server, select the items
as follows:

Start Menu—[All Programs]—>[NEC ESMPRO Agent]—[Server Maintenance Utility]

The maintenance functions that can be executed from NEC ESMPRO include three types, those
common to all components, those specific to particular components, and general system settings.

The maintenance functions common to all components are operated in the same way basically (the
operation procedure and typical examples of screen images are described below).

The table below lists the maintenance functions common to all components.

Diag-
Component Start Stop '\éllelz'r: nosgi]s u;'):(li\glte
R L R L R L R L R L
CPU module VIV [N N[NV A
10 module VIV NN NN NN =] -
PCI slot - — - - - - - - - -
Ethernet board - - - - - - - - - —

SCSI adapter - - - - - - - - _ _
SCSI enclosure - - - - - - — - — —
SCSI electronics - - - - - - — - _ _
SCSI slot - - - - - - - - _ _

R: Remote. Executable from remote management PC by using NEC ESMPRO Manager
L:  Local. Executable on local server by using Server Maintenance Utility

\:  Support
- Not support

The maintenance operations in the table cannot be performed while collecting dump or updating
firmware. Wait until such processing is finished to perform the operations in the table.



5-56

Installing and Using Utilities

The table below shows the component-specific maintenance functions executable from NEC

ESMPRO.
Dump acquisition
c ; ac lei?itﬁon during system Board switch
omponen q operation
R L R L R L
CPU module - N v \ \ Y
R:  Remote. Executable from remote management PC by using NEC ESMPRO Manager
L:  Local. Executable on local server by using Server Maintenance Utility
\:  Support
- Not support
Component CRhange of primary SCSI bfs
SCSI bus - \/
R: Remote. Executable from remote management PC by using NEC ESMPRO Manager
L: Local. Executable on local server by using Server Maintenance Utility
\:  Support
— Not support
Component BMC firmware update
R L
BMC V V
R: Remote. Executable from remote management PC by using NEC ESMPRO Manager
L:  Local. Executable on local server by using Server Maintenance Utility
\:  Support
—: Not support

The table below shows the support of the whole system setup functions.

Component Quick dump Auto firmware update Auto module start
p R L R L R L
Whole system - N - N _ N

L=2rm

Remote. Executable from remote management PC by using NEC ESMPRO Manager
Local. Executable on local server by using Server Maintenance Utility

Support
Not support
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Start and Stop of Components
To start or stop a component with NEC ESMPRO Manager, use the [Maintenance] tree of the
component in the [ft] tree of the data viewer. Open the tree of the component to be started or
stopped and select the [Maintenance] tree.
To start or stop a component with the Server Maintenance Utility, use the utility screen of the
component.
The table below shows the potential cases in which a component is to be started or stopped.
Compo- Start Stop
nent Remote Local Remote Local
CPU When the cause of |When the cause of |When system is When system is
Module down is reviewed down is reviewed stopped forcibly stopped forcibly
and the system is and the system is due to replacement |due to replacement
restarted in module | restarted in module | or malfunction of or malfunction of
down state. down state. module. module.
E table | f Executable in the ) Executable in the
thxefcu”a e in ang? following module Executable in the | following module
tet 0 Ot\r’:’.'ng mob UI€ | state: (this can be following module state: (this can be
sa esd( IScanbe yiewed on Server  |state (this canbe | viewed on Server
VIewed on manager | pmaintenance Utility | viewed on manager | Maintenance Utility
screen): screen) screen): screen)
* Removed o Removed  Duplex « Duplex
* Broken « Broken
* Shot « Shot
« Firmware Update |, Firmware Update
Complete Complete
« Diagnostics « Diagnostics
Passed Passed
I0 Module |Same as above Same as above Same as above Same as above
Remote: Executable from remote management PC by using NEC ESMPRO Manager
Local: Executable on local server by using Server Maintenance Utility
IMPORTANT:

10 modules, SCSI adapters, SCSI buses, and modules under the SCSI enclosure have impact on
each other. You need to be aware of this, for example, when you replace a CPU/IO module. For
details, see “Impact of Module Status Changes” described earlier in this chapter.

When starting modules, ensure to start IO modules first and then CPU modules. To start IO
modules when CPU modules are running and 10 modules are stopped, the CPU modules must be
stopped before starting IO modules.

CHECK:

Even if stoppage of a CPU module or IO module is requested, the module will not be stopped if it
is judged that the system would be unable to continue running. It is the same for when the FT

STATUS LED is off.
For example, the module is not stopped when the CPU/IO modules are successfully duplicated,
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but the link cable of a teamed LAN is connected to only one side of the modules or when a
storage device connected by FC is connected to only one side of the modules.

If the module is not stopped even when you attempt to stop the module, see the event log to
check the status.

Procedure in NEC ESMPRO Manager

B Start

H  Stop

Select the target component in the [ft] tree.

Check the current state with the "State" display on the target component screen.
Click the [Bring Up] button in the [Maintenance] screen for the target component.
A certain time is required for the start.

The start result can be confirmed by "State" on the target component screen. The result of
the start operation is reported by the server as an alert.

CHECK:

When starting a stopped 10 module, diagnostics of the CPU/IO modules are
automatically performed. The IO module is started after the diagnostics.

Perform the procedure below before replacing a component.

1.
2.
3.

Select the target component in the [ft] tree.

Check the current state with the "State" display on the target component screen.
Click the [Bring Down] button in the [Maintenance] screen for the target component.
A certain time is required for the stop.

The stop result can be confirmed by "State" on the target component screen. The result of
the stop operation is reported by the server as an alert.

CHECK:

When stopping IO module, check that the status of Ethernet is “Duplex” on NEC
ESMPRO Manager. Do not stop the IO module especially when LAN is connected
only to the IO module on that side.
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Sample screen of NEC ESMPRO Manager 1

B TE
Be ESt Wew lock Heb
[ nddesn = o «lv] Gl@] sl [ wl = Eio) €
) e P Moy =
= 9 sena ) =
B rodieso ¥
= [ cPuMcd Do) L
Press e [Brivy U] bnihios s by the
P Mk ue, ereis the [Brvey Dewn] e |
b b b s P Mk . gt
Frvas the [Pumg] button b hold Dump. D
MIOF Information,
Trga: st Theashald
et 1800 S0
et -
Fauts: ]
Teva of laat Faulk: Urdnown
Press the [MIHF Cie] bufscn 10 dear
o ~WW 1 HIOF Jaar |
P SAIDLYI004) Disgrostics Information,
5 [ par seeteoiono) Trve of bt et b
0 [ 505 Ao DO Renki
- [ttt ]
< e
o [l et Board It 10/008) Ports
= ] Mt
4 i
= M
Preas the [Dugrentics] button b "
dagrrots the CPU ek, s | "
— ___=
Fur Help, press F1 I il | foieriy [l Rerermdl

[Maintenance] screen of CPU module
[CPU Module] — [CPU Module] — [Maintenance]

Sample screen of NEC ESMPRO Manager 2
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Procedure in the Server Maintenance Utility

B Start

Select the target component by using the Server Maintenance Utility.
Check the current state of the target component with the LEDs.
Click the [Up] button of the target component.

A certain time is required for the start.

The start result can be confirmed by the LEDs on the target component. The result of the
start operation is registered in the event log.

CHECK:

When starting a stopped 10 module, diagnostics of the CPU/IO modules are
automatically performed. The IO module is started after the diagnostics.

B Stop

Stop before replacing components.

1.
2.
3.

Select the target component by using the Server Maintenance Utility.
Check the current state of the target component with the LEDs.
Click the [Down] button of the target component.

A certain time is required for the start.

The start result can be confirmed by the LEDs on the target component. The result of the
start operation is registered in the event log.

CHECK:

When stopping IO module, check that the status of Ethernet is “Duplex” on Server
Maintenance Utility. Do not stop the IO module especially when LAN is connected only
to the 10 module on that side.
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Sample screen of Server Maintenance Utility
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Check and Clear of MTBF Information

The MTBF information of a component can be viewed or cleared (initialized).

The server manages the MTBF (mean time between failure) of each component. If a fault occurs in
a component, the server series calculates the MTBF of the component again. If the calculated value
is lower than the pre-defined threshold, the server disables the component to be used.

Contact your maintenance personnel if such a symptom as above occurs.

IMPORTANT:

A disabled component with the MTBF lower than the threshold can be forcibly enabled by
clearing the MTBF. However, contact your maintenance personnel for the forced use of such a
component.

To clear the MTBF information of a component with NEC ESMPRO Manager, use the
[Maintenance] tree of the component of the [f{t] tree of the data viewer. Open the tree of the
component whose MTBF information is to be cleared and select the [Maintenance] tree.

To clear the MTBF information of a component with the Server Maintenance Utility, use the utility
screen of the component. The table below shows the potential cases in which the MTBF information
of a component is to be cleared. Contact your maintenance personnel for clearing MTBF
information.

Component MTBF clear
Remote Local
CPU Module | To start the module forcibly after To start the module forcibly after replacing
replacing a module or if MTBF became | a module or if MTBF became lower than
lower than the threshold due to the threshold due to malfunction and

malfunction and disabled the module. disabled the module.

10 Module Same as above Same as above

Remote: Executable from remote management PC by using NEC ESMPRO Manager
Local: Executable on local server by using Server Maintenance Utility
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Procedure in NEC ESMPRO Manager

Perform the procedure below before replacement of a component.
1. Select the target component in the [ft] tree.
2. Check the current state with the "State" display on the target component screen.
3. Click the [Clear] button in the [MTBF Clear] of the target component.
The MTBF clearing result can be confirmed by the MTBF information on the target

component screen. The result of the MTBF clearing operation is reported by the server as an

alert.

CHECK:

m At this point, the "State" display on the target component screen is not changed.

m  [fthe MTBEF clear is executed in the following conditions, diagnostics of the CPU/IO

modules are automatically performed after MTBF clear:

- The target CPU/IO module is turned on
- Both of the target CPU module and 10 module are stopped

4. Start the component.

CHECK:

At this point, the "State" display on the target component screen is changed.

Sample screen of NEC ESMPRO Manager
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[Maintenance] screen of IO module
[PCI module] — [Maintenance]
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Procedure in the Server Maintenance Utility

Perform the procedure below before replacement of a component.

1.
2.
3.

The MTBEF clearing result can be confirmed by the LEDs on the target component. The result

Select the target component by using the Server Maintenance Utility.
Check the current state of the target component with the LEDs and event log.
Click the [Clear] button in [MTBF Information] of the target component.

of the MTBEF clearing operation is registered in the event log.

CHECK:

m At this point, the "State" display on the target component screen is not changed.

m  [fthe MTBF clear is executed in the following conditions, diagnostics of the CPU/IO

modules are automatically performed after MTBF clear:

- The target CPU/IO module is turned on
- Both of the target CPU module and 10 module are stopped

Start the component.

CHECK:

At this point, the "State" display on the target component screen is changed.

Sample screen of Server Maintenance Utility
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Diagnostics

The server provides the self-check diagnostics function for some components. If a fault occurs in a

component, the server can diagnose the component to detect the fault.

For this server, CPU modules and 10 modules can be diagnosed all together.
To diagnose a component with the NEC ESMPRO Manager, use the [Maintenance] tree of the
component in the data viewer. Open the tree of the component to be diagnosed and select the

[Maintenance] tree.

To diagnose of a component with the Server Maintenance Utility, use the utility screen of the

component.

The table below shows the potential cases in which a component is to be diagnosed.

Component Diagnostics
P Remote Local

CPU Module When a phenomenon causing the When a phenomenon causing the
module to be down occurs or a module to be down occurs or a
phenomenon supposed to be a phenomenon supposed to be a
malfunction occurs. malfunction occurs.
Executable in any of the following Executable in any of the following
module states (this can be viewed on | module states:
manager screen): (This can be viewed on Server
e Removed Maintenance Utility screen.)
e Broken ¢ Removed
e Shot e« Broken
e Firmware Update Complete ¢  Shot
To diagnose the module under «  Firmware Update Complete

- . (Diagnostics Passed)
operation, bring down the module To diaanose the module under
before the diagnostics. 9 .
operation, bring down the module
before the diagnostics.
Remote: Executable from remote management PC by using NEC ESMPRO Manager
Local: Executable on local server by using Server Maintenance Utility
IMPORTANT:

Diagnostics operations are performed to IO modules. When IO modules are diagnosed, CPU
modules will be diagnosed as well. CPU modules cannot be diagnosed individually.

The system diagnostics cannot be performed while collecting dump or updating firmware. Wait until

such processing is finished to perform the diagnostics.
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Procedure in NEC ESMPRO Manager

Select the target module in the [ft] tree.

Check the current state with the "State" display on the target module screen. If CPU and 10
modules of the target module are running, stop them.

3. Click the [Diagnostics] button in the [Maintenance] screen for the 10 module of the target

module.

When the diagnostics is started, the CPU and IO modules are diagnosed together.

The diagnostics result can be confirmed by "Result" of the diagnostics on the target
component screen. The result of the diagnostics is reported by the server as an alert.

The result of diagnostics executed last is displayed in the [Diagnostics Information] column.
In addition, if a fault is detected by the result of the diagnostics, the state of the [General
Information] tree of the component is changed.

CHECK:

When stopping 10 module, check that the status of Ethernet is “Duplex” on NEC ESMPRO
Manager. Do not stop the IO module especially when LAN is connected only to the IO module

on that side.

Sample screen of NEC ESMPRO Manager
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[Maintenance] screen of IO module
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Procedure in the Server Maintenance Utility

Select the target module by using the Server Maintenance Utility.

Check the current state of the target module with the LEDs. If the component is operating,

stop the component.

3. Click the [Diagnostics] button in the [Diagnostics Information] on the target module.

The diagnostics result can be confirmed by re-obtaining the status of the target module. The

result of the diagnostics is registered in the event log.

CHECK:

When stopping 10 module, check that the status of Ethernet is “Duplex” on Server Maintenance
Utility. Do not stop the IO module especially when LAN is connected only to the IO module on

that side.

Sample screen of Server Maintenance Utility
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Firmware Update

The server can update firmware (including BIOS) if some hardware components operate in the
online state (in which the system continues the operation but the component trying to update
firmware or BIOS is stopped).

To update firmware with NEC ESMPRO Manager, use the [Update] tree of the component in the
data viewer. Open the tree of the component for which firmware is updated and select the [Update]
tree.

To update the firmware of a component with the Server Maintenance Utility, use the utility screen of
the component.

To update the firmware of a component, the firmware image file of the firmware for update must
previously be stored in the managed server. On the firmware update screen, specify the path to the
firmware image file for update.

The table below shows the potential cases in which the firmware of a component is to be updated.

Firmware update
Remote Local

Component

CPU Module

When BIOS must be updated to
new one.

Executable in any of the
following module states (this can
be viewed on manager screen):

e Removed

e Broken

e Shot

o Diagnostics Passed

To update the module under
operation, bring down the
module before the update.

When BIOS must be updated to new
one.

Executable in the following module
state (this can be viewed on Server
Maintenance Utility screen):

¢ Removed

e Broken

e  Shot

e« Diagnostics Passed

(Firmware Update Complete)

To update the module under operation,
bring down the module before the
update.

Remote: Executable from remote management PC by using NEC ESMPRO Manager
Local: Executable on local server by using Server Maintenance Utility
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Procedure in NEC ESMPRO Manager

1.

Save the image data of the update firmware in an arbitrary directory of the server.
Write down the path to the directory in which the image data is saved.
Select the target component in the [ft] tree.

Check the current state with the "State" display on the target component screen. If the
component is operating, stop the component. Stop the CPU module and then stop the PCI
module.

Click the [Firmware Update] button in the [Update] screen for the target component.

Sample screen of NEC ESMPRO Manager
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[Update] screen of CPU module
[CPU Module] — [Update]

Select [Specify the file path to update], enter the directory 2]
where the firmware to update is stored (the directory you Select 2 method For updating,
wrote down in step 1) and the file name of the image data ¢ copy online B105 imsge ta ffiine.

into the input box, and click the [Execute] button. & Specity the file nath fa Update
The server Wlll update the ﬁrmware Type the location of the firmware,
' | |
The update result can be confirmed by the state on the
p y Execute I Cancel | Help |

target component screen (indication of "Firmware update
completed"). The result of the update processing is
reported by the server as an alert.

6. After the BIOS for a single CPU module is completed, click the [Jump Switch] button. The

module completely updated is started and the active module is stopped.

The result of switching boards is reported as an alert. Switching boards should be performed
only by “Firmware Update.” The keyboard and mouse may not function for a few minutes
while switching boards.

If the module is not switched successfully, by setting “Operation at the time of newer version
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BIOS detection” of GeminiEngine Monitor Tool, BIOS may be updated for the rest of the
modules automatically. In this case, it is not required to take the following steps. For the
details on GeminiEngine Monitor Tool, see “GeminiEngine Monitor Tool” on page 5-16 of
this guide.

Click [Diagnostics] on the [Maintenance] screen of the other PCI module stopped.

Start the other stopped module.

Starting the module causes the firmware to be updated automatically. However, if the [Enable
automatic firmware update] property is disabled, the module is not started. In such a case,
perform the following operations before starting the module:

(1) Click the [Firmware Update] button in the HE

reen for the tar mponent.
[Update] screen for the ta get compone t Select a method for updating.

(2) In the [Firmware Update] dialog box, select [Copy Loy online BI03 fmane Fo Offine

online BIOS image to Offline] as a method for W Sty e et ek,
updatlng, and click [EXCCUtC]. Type the location of the firmware,

| |
Execute I Cancel | Help |

IMPORTANT:

A message prompting you to reconstruct the tree of Data Viewer you are updating may appear. In
such a case, click [Yes].

CHECK:

When stopping IO module, check that the status of Ethernet is “Duplex” on NEC ESMPRO
Manager. Do not stop the IO module especially when LAN is connected only to the IO module
on that side.
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Procedure in Server Maintenance Utility

1.

4.

Save the image data of the update firmware in a desired directory of the server.
Write down the path to the directory in which the image data is saved.
Select the target component with the Server Maintenance Utility.

Check the current state of the target component with the LEDs. If the component is operating,
stop the component. Stop the CPU module and then stop the PCI module.

Click the [Firmware...] button for the target component.

Sample screen of Server Maintenance Utility
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[CPU Module]
Select [Specify new firmware for update], =
enter the directory where the firmware to et e

update is stored (the directory you wrote down ® Brpedmiins mypie
in step 1) and the file name of the image data LT

Tupe the Jocation of the firmware.

into the input box, and click the [Execute] | [ e
button. Eaiay

The server will update the firmware.

Check the update result with the event log.

When using the Server Maintenance Utility

screen to check the update result, the tree view status is not updated automatically. Select
“Refresh” from the display menu or use the tool button, to update the tree view status.

After the BIOS update for a single CPU module is completed, click [Jump Switch] in [Jump
Switch].

The module completely updated is started and the module under operation is stopped.
Switching boards should be performed only by “Update Firmware.” The keyboard and
mouse may not function for a few minutes while switching boards.

If the module is not switched successfully, by setting “Operation at the time of newer version
BIOS detection” of GeminiEngine Monitor Tool, BIOS may be updated for the rest of the
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modules automatically. In that case, the BIOS update status dialog is displayed, so check its
information. If the automatic update completes, it is not required to take the following steps.
If the automatic update of BIOS is not set by GeminiEngine Monitor Tool, click the [Down]
button of the module you want to stop and continue to the following operation. For the
details on GeminiEngine Monitor Tool, see “GeminiEngine Monitor Tool” on page 5-16 of
this guide.

Click [Diagnostics] in [Diagnostics Information] of the other stopped PCI module.
Start the other inactive module.

Starting the module causes the firmware to be updated automatically. However, if the [Enable
automatic firmware update] property is disabled, the module is not started. In such a case,
perform the following operations before starting the module:

(1) Click the [Firmware...] button in the Server Maintenance Utility screen for the target
component.

(2) On the [Firmware Update] dialog box, select =l
[COpy Online BIOS image to ofﬂine.] as a Select a method for updating
method for updating and click [Execute].

(3) Check the result of the update in the event log. Tipe helocation of the fimere

I j Braowse.
Execute I Cancel | Help |

CHECK:

When stopping IO module, check that the status of Ethernet is “Duplex” on Server Maintenance
Utility. Do not stop the IO module especially when LAN is connected only to the IO module on
that side.
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Dump Collection

To collect the dump file with NEC ESMPRO Manager, use [CPU Module] —[Maintenance] tree in
the data viewer.

To collect the dump with the Server Maintenance Utility, use the utility screen of the component.

IMPORTANT:

m  Acquire the dump only for the examination of a fault. For the memory dump setting of OS,
select “Complete memory dump” when it is available. The quick dump function of this
server is enabled only when the dump setting is set to “Complete memory dump.”

m  Perform the steps below to change your memory dump setting, if a total memory capacity
exceeds 2GB after additional memory has been installed in the system with complete
memory dump enabled. If the setting is not changed incorrect dump files may be collected.

1) Go to [Control Panel], click [System], and click [Advanced] to display the [Startup and
Recovery] dialog box. Choose “Small memory dump” and click [OK].

2) Return the setting to “Kernel memory dump” and click [OK].

The dump can be collected in two ways. In each way, the dump file is collected with the same path
and file name "%SystemDrive%aMEMORY.DMP" as the dump file of the OS standard.

m  Collecting dump of inactive module
The dump is acquired from the inactive CPU module (Broken or Shot).

The dump can be collected only when the power is supplied with the module POWER LED
illuminating and both CPU module and 10 module are stopped.
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m  Collecting dump under system operation

Either of the CPU modules is entered into the offline state and the dump is collected during
system operation. After the acquisition, the CPU module is returned to the online state again.
This can be done only in the duplex system.

The table below shows the potential cases in which the dump is acquired.

Saving dump of stopped module

Saving dump of component under

Component system operation
Remote |Local Remote Local
CPU Module - When a fault or malfunction |When a fault or When a fault or
occurs in the system. malfunction occurs | malfunction occurs in
Save the dump if requested |in the system. the system.
by maintenance personnel. |Save the dump if Save the dump if
Executable in the following | requested by requested by
module state: maintenance maintenance
(this can be viewed on personnel. personnel
Server Maintenance Utility | Executable inthe |Executable in the
screen) following module following module
¢ Removed state (this can be state:
e Broken viewed on manager | (this can be viewed on
e  Shot screen): Server Maintenance
«  Firmware Update e Duplex Utility screen)
Complete »  Duplex
e Diagnostics Passed
Remote: Executable from remote management PC by using NEC ESMPRO Manager

Local:

- Not support

Executable on local server by using Server Maintenance Utility
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Procedure in NEC ESMPRO Manager
The [Dump] button of NEC ESMPRO Manager performs the function of "saving dump during
system operation."
1. Select [CPU Module] in the [ft] tree.
2. Check the current state with the "State" display on the target component screen.
3. Click the [Dump] button in the [Maintenance] screen for the target component.
A certain time is required for the dump saving.
The dump is stored as %SystemDrive% MEMORY.DMP on the managed server.
The result of the dump saving is reported by the server as an alert.

Sample screen of NEC ESMPRO Manager
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[Maintenance] screen of CPU module
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Procedure in Server Maintenance Utility

Select the target CPU module by using the Server Maintenance Utility.
Check the current state of the target CPU module with the LEDs.

Select the dump acquisition method with [Dump] of the target CPU module and click the
[Harvest] button.

A certain time is required for the dump acquisition.
The dump is stored as %SystemDrive%e MEMORY.DMP on the server.
The result of the dump acquisition can be confirmed in the event log.

Sample screen of Server Maintenance Utility
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Setup of System Operation

The following properties can be set as the operation setup of the whole system.
m  Quick dump that is harvested at the same time of reboot

If “Enable” is selected for this item, dump is collected as the system reboots when an error
occurs in the system. When “Disable” is selected, dump is collected by the OS standard dump
function.

The default value is “Enable.”

IMPORTANT:

To use the quick dump function, refer to “Make Settings for Failure Management” in the
User’s Guide (Setup) to set “Complete memory dump” for the memory dump setting and
reboot the system. When the setting is not set to “Complete memory dump”, the standard
memory dump function is performed even if the quick dump setting is set to “Enable” In
addition, the standard memory dump function is used when “Complete memory dump”
cannot be specified because mounted memory exceeds 2GB.

m  Auto firmware update

If “Enable” is selected for this item, the BIOS of the new CPU module is updated to the BIOS
of the existing CPU module to match with each other. If “Disable” is selected, the BIOS of the
new CPU module is not updated automatically.

The default value is “Enable.”
®  Auto module start

If “Enable” is selected for this item, modules will be put into the duplex mode automatically
when mounting both modules and restarting the system. If “Disable” is selected, the modules
will not be in the duplex mode.

The default value is "Enable."



5-78

Installing and Using Utilities

Settings can be made in the [System Configuration] window of Server Maintenance Utility.

The table below shows the potential cases in which the system operation setup is changed. Contact
your maintenance personnel for the change of the system operation setup. Setting change will take
effect after system reboot. However, the utility does not indicate that reboot is required.

The system operation settings cannot be made while collecting dump or updating firmware. Wait until
such processing is finished to make the settings.

Component Quick dump Auto firmware update Auto module start
Remote |Local Remote |Local Remote |Local
Whole - Executable if - Executable if the - Executable if the
system the system is system is system is
operating. operating. operating.
When dump is When firmware is When firmware is
acquired by updated manually started manually at
using the at insertion of insertion of new
dump function new module module
normally
installed in OS
at occurrence
of system
fault.
Remote: Executable from remote management PC by using NEC ESMPRO Manager

Local:

- Not support

Executable on local server by using Server Maintenance Utility
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Configure the system settings using the Server Maintenance Utility in the following procedure. The
system cannot be configured using the NEC ESMPRO Manager.

1. Select [System Configuration].

2. Select radio buttons to change the settings in [System Configuration].

3. Click the [Apply] button.

Sample screen of Server Maintenance Utility
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BMC Firmware Update

The firmware of the BMC on the PCI module can be updated.

The base management controller (BMC) is the processor exclusively used for monitoring the
system’s operating environment faults and controlling of the system.

The BMC firmware can be updated by using the BMC firmware update utility.

Both NEC ESMPRO Manager and the Server Maintenance Utility can start the BMC firmware
update utility.

To update the BMC firmware, the firmware image file must be updated on the managed server in
advance. On the BMC firmware update screen, specify the path of the image file of the firmware to
be updated.

The table below shows the potential cases in which the BMC firmware is to be updated.

IMPORTANT:

Contact your maintenance personnel for the update of the BMC firmware.

BMC firmware update
Component
Remote Local
BMC When an update to new firmware is | When an update to new firmware is
required. required.
Executable in the following module Executable in the following module state
state (this can be viewed on (this can be viewed on Server Maintenance
manager screen): Utility screen)
® Duplex ® Duplex

Remote: Executable from remote management PC by using NEC ESMPRO Manager
Local: Executable on local server by using Server Maintenance Utility
— Not support
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Procedure of Update from NEC ESMPRO Manager Menu

Update firmware in the procedure as follows:

1. Select [Tools]—[BMC FW Update Utility] from
the Operation Window’s menu.

The [BMC FW Update] dialog box appears.

— o o
2. Enter the device name and click [OK]. ]
. . Please specifyy the nare of the target systern which is
The [Execution Check] dialog box appears. 0 be updted

Canrcel

i

| SERVER-BI Ashout

3. Store the firmware in the directory specified by e
[LOCathn] Diata files for the update are located helow:
’ System: -
The storage area may be modified. See "Change of ||
Update Data Storage Destination " described later. ol e
| = Sl
. BME FW update status
4. Click [OK].

BNC FW update in progress. Flease wait ..

[
[

Run firmware update.

The advance of the update appears during update.

At the termination of update, the update result is displayed.

5. Click [OK]. bmctwupc T

.
W1 ) Firmware update completed normally,
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Procedure of Update from Server Maintenance Utility

Update the firmware in the procedure as follows:

1.

From the menu bar, click [Tool], point to [BMC
FW], and select [Update].

The [BMC FW Update] dialog box appears.

Enter the device name and click [OK].

The [Execution Check] dialog box appears.

Store the firmware in the directory shown in
[Location].

The storage area may be changed. See "Change of
Update Data Storage Destination" described later.

Click [OK].
Execute the firmware update.

The progress of the update appears during the
update.

The update result appears after the update is
terminated.

Click [OK].

-ali x|
o
51
Please specifyy the naree of the target systern which is =
to be updated:
Cancel
About

BMC FW Update

Data files for the update are located below:

lLocamn: CiProgram Files'BracToolBracFwl pilData l

Click [OK] to proceed with BWIC firmware update:

Canrcel |

BMC FW update status

BMC FW update in progress. Please wait...

[]
[ ]

bmcfwupc x|

.
\ 1 ) Firrnwate update complated normally,
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Change of Update Data Storage Destination

Perform the firmware update by using the Server Maintenance Utility in the procedure below:

1. From the menu bar, click [Tool], point to [BMC FW], and select [Properties].
The [BMC FW Update Service Properties] dialog box appears.

& S il mance oty - Himsarr =0l x|

etve St cxinary
Ml 15
Fameessn Fpasion . Q0500 (10
SR Verson D0ER

505 Eretore
o [ scurdonraiinn)

2. Enter the storage destination in [Storage directory for update data:] and click [Register].

257 BMC FW Update Service Properties x|

Upt

Storage directory for update data:

C Program FilesBrmeTool BrocFwUp Data

Retry Comte for Update Coraraaud, | 5 tites Browse.

~History Lo

File Mame:

C Program Files®rac ToolBrocFeUp\DatalBrocUpLog txt

Fils Size 100 | p Wi e

Defondlt Setting Register I Close
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Refresh of View based on State Change Alert Setting

A new function is supported so that NEC ESMPRO Manager window will be updated on a system
state change basis (in other words, whenever necessary). This function is OFF by default. See the
[Setting] below about how to turn it ON.

NEC ESMPRO Manager window is updated by one minute-interval polling by default. Therefore,
there is some time-lag for NEC ESMPRO Manager to recognize changes in NEC Agent. By using
this function, the time-lag can be reduced. However, it may consume a little bit more network band
width since each state change will be notified to NEC ESMPRO Manager as some kind of alert.

[Setting]
1. Select [All Programs] — [Esmpro] from the start menu and click [Manager Settings].

£} Manager Settings H

Folling Interval

My Manager: IBU 3: sec
Meighbor Manager: IBU 3: sec

I™ Enable the State Change Alert Setting

Agent Setting... |
0k I Eancell Help |

[Manager Settings] dialog box
2. Check [Enable the State Change Alert Setting].
3. Click the [Agent Setting...] button.

L} State Change Alert Setting K E
Server List:
Server Mame | Status | Result |

[[] MECST-B5%0... Mot Supported
TUME-3051 [l

[State Change Alert Setting] dialog box

4. Check the name of servers sending the state change alert to the Manager when the Agent
recognizes changes in the state.

Click the [Execute] button for the setting change to take effect.

5. Refer to “To change the settings of the SNMP Service:” in “Preparation before Setup” in
Chapter 5 of the User’s Guide (Setup) to configure destinations to send state change alerts.
(This server sends state change alerts by SNMP).
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NEC DianaScope

NEC DianaScope is software for remote management of NEC Express5800/ft series.
For features and installation of NEC DianaScope, see “NEC DianaScope Online Document” in
“NEC EXPRESSBUILDER.”

o Swap Lt = Tieies » Blueberry
4
[ T :

mrmhr«-- Finmens Cinsteed | Fomstte Corneode | Fomets Bute | [PM] Infimmatvon

S -

on
OB 0C 0273 0010
Power On Cril Alm
[ p—
a| oo
e Itemdpecitic Mip
Systeminte mmwgui
<Tab>, <Shifi-Tate, or
Legacy A opey A iumﬁ-s 8] Enter s selects fid
Legacy Al oppy 8 O sl o)
Hord Ok Fra-Ceiny |Ossbled
* Frimey | CE Mt er vl ] e (o ]
> Primey | E 9 mve Hone]
> Frocessor Setti rge
Language [Engtish (LS]

TIPS:
To use NEC DianaScope with NEC Express5800/ft series, appropriate server license is required.
- UL1198- 001E DianaScope Additional Server License (1)

License for managing one server.

- UL1198- 011E DianaScope Additional Server License (10)
License for managing ten servers.

ft Remote Management Card comes with one license of NEC DianaScope.

Notes

The online document provides general descriptions of overall severs to be remotely managed by
NEC DianaScope, but this section indicates notes that require special attention for remotely
managing this server using NEC DianaScope.

® NEC Express5800/ft series can be managed remotely only when ft Remote Management Card
is installed.

®  When remotely managing this server from NEC DianaScope, only LAN connection is
available. Direct connection and connection via modem are not supported.

® NEC DianaScope cannot power off, power cycle or reset the server. NEC Express5800/ft
series does not support such functions.
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GeminiEngine Monitor Tool

This section gives a brief explanation for “GeminiEngine Monitor Tool.”

Overview

“GeminiEngine Monitor Tool” is a tool that monitors if the server status is duplex. If the status

changes from duplex to simplex and the FT STATUS LED of the server turns off or illuminates
amber, the tool sounds beeps for a certain interval and displays a dialog box reporting the status
change.

Also, if versions of the firmware (System BIOS) stored on CPU/IO modules differ between module
#0 and module #1, the older version is automatically updated to the newer one.

When the Server Status Becomes Non-redundant

GeminiEngine Monitor Tool displays the following dialog box when the system status becomes
non-redundant:

GeminiEngine Monitor

Syskem skatus: non-redundant,
Please confirm a board and a skate of an IO device with
a server maintenance ukility or an event viewer,

Euzzer Stop

Skatus Check,

Buttons:
[Buzzer Stop]: Stops the buzzer (beeps) for a certain interval and closes this dialog box.
[Status Check]: Starts the Server Maintenance Utility.

Check the event viewer log and other logs for non-redundancy status.

Automatic firmware update

There are two ways to automatically update firmware:

®  If the version of the firmware (System BIOS) stored in the CPU/IO module is newer than the
one stored in the module to be installed later, the firmware is automatically updated when
installing the CPU/IO module, and then the system is duplexed. At this time, you can set
whether to enable the automatic update of the firmware by the system setup function of Server
Maintenance Utility.
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On the other hand, if the BIOS version of the running CPU/IO module is older than the one of
the module to be installed later, after installing the module and making the system duplexed,
the firmware is updated by temporarily stopping the running module and starting it again.
While using this function, the module is switched automatically, and the [GeminiEngine
Monitor Tool] window is displayed. Wait until the window closes automatically without
performing operations such as starting, stopping and diagnosing modules. Set whether to
enable this function on the setup window described later. Also, if updating the firmware stops
without completion, check the system status with Server Maintenance Utility or event log, and
start the module that has been stopped.

GeminiEngine Monitor Tool

IUpdating BIOS ma0: 0019 -= ma1: 0018,
-= Bringing the CPU madule dawn,
Bring the PED module dawrn,
Wait 10/ secands,
Bring the PEI module up (Copy BIOS),
Bring the CRU module up,

Finish updating BIZS,

Please check the status of each module with "Server
Maintenance Lkiliky, "

Setup Window

GeminiEngine Monitor Tool can be set on the following setup window:

From the Start menu, select [All Programs], [GeminiEngine Monitor Tool] and then
[Configuration].

If you start the configuration function, the following [GeminiEngine Monitor Tool Configuration]
window is displayed. Below explains the check boxes and actions to be taken when they are
selected:

Action for detecting failed redundant: You can set actions for when the status changes from
duplex to simplex

Beep: If the server status changes from duplex to simplex, the tool sounds beeps at a fixed
interval.

Warning message: If the server status changes from duplex to simplex, a warning message is
displayed.
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The settings above are disabled by default. Set them according to the operational mode of the server.

Operation at the time of newer version BIOS detection: You can set the actions for when a
module that contains a newer version BIOS than the one currently running is detected.

®  Update the BIOS on the working module: Updates the BIOS on the module currently running
to the one on the new module.

® Display the updation status: Displays a window that shows the progress of the BIOS update.

®  Sound the beep when update failed: If updating the BIOS fails, the tool sounds beeps.

ok,

Cancel

[ “warning meszage

— Operation at the time of newer verzion BIOS detection. ——
¥ Update the BIOS on the working module,

¥ Display the progress of updation status.
[™ Sound the beep when update failad.

Notes:

- The dialog box on page 5-16 may also be displayed when the system is temporarily
degraded. In such a case, it is automatically closed when the system status returns to the
duplex state and the FT STATUS LED illuminates green.

- Ifyou have mistakenly closed the dialog box on page 5-16, run the following program:
C:\ Program FilessNEC\HAS SW\HASFTSTS\HASFTSTU.EXE

- When the dialog box on page 5-16 is still displayed after the FT STATUS LED
illuminates green, press the Alt + F4 keys together to close it.

- The firmware update status dialog is temporarily closed by the changes on the user logon
status. If the automatic update of the firmware is started without a user logging on and
the progress window is displayed, the window closes when you try to log on during the
operation. After that when the firmware update process finishes, the progress window is
displayed again. Also, if a user logs off while updating the firmware, the progress screen
closes temporarily in the same way and is displayed again when updating the firmware
finishes.



Chapter 6

Maintenance

This chapter describes the daily maintenance of NEC Express5800/ft series and precautions when
relocating or storing the server.
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DAILY MAINTENANCE

To use your NEC Express5800/ft series in best condition, check and maintain regularly as described
below. If an error is found on your NEC Express5800/ft series, consult your sales agent.

Checking Alert

Monitor the failure occurrence by NEC ESMPRO during the system operation.

Always check whether any alert is reported to NEC ESMPRO Manager on the management PC.
Check whether any alert is reported on the Operation Window, Data Viewer, or Alert Viewer of
NEC ESMPRO Manager.

Viewers of NEC ESMPRO
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Data Viewer

Checking STATUS LEDs

Check the LED indication on the front of the NEC Express5800/ft series, on hard disks installed in
3.5-inch hard disk drive bay, or on LCD display when the server is powered on or powered off by

the shut down operation. The functions and indications of LEDs are described in Chapter 2. If any
indication that shows an error, contact your sales agent.
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Making Backup Copies

NEC recommends you make backup copies of your valuable data stored in hard disks of the server
on a regular basis. For backup storage devices suitable for the server and backup tools, consult with
your sales agent.

When you have changed the hardware configuration or BIOS configuration, select "System
Information Management" and then "Save" of the Off-line Maintenance Utility to make a backup
copy of the system information.

Cleaning

Clean the server on a regular basis to keep the server in a good shape.

A WARNING

@@ Observe the following instructions to use the server safely. There are risks of
ﬁ ﬁ death or serious personal injury. See “PRECAUTIONS FOR SAFETY” in

Chapter 1.

%@ ¢ Do not disassemble, repair, or alter the server.

¢ Do not look into the DVD-ROM drive.
¢ Disconnect the power plug before cleaning the server.

Cleaning the NEC Express5800/ft series

For daily cleaning, wipe the external surfaces of the server with a dry soft cloth. Follow the
procedure below if stains remain on the surfaces:

IMPORTANT:

To avoid altering the material and color of the server, do not use volatile solvents such as
thinner or benzene to clean the server.

The power receptacle, the cables, the connectors on the rear panel of server, and the inside
of the server must be kept dry. Do not moisten them with water.

AP 0w DD

o

Make sure that the server is powered off.
Unplug the power cord of the server from a power outlet.
Wipe off dust from the power cord plug with a dry cloth.

Soak a soft cloth in neutral detergent that is diluted with cold or warm water, and squeeze
it firmly.

Rub off stains on the server with the cloth prepared in Step 4.

Soak a soft cloth in water, squeeze it firmly and wipe the server with it once again.
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7. Wipe the server with a dry cloth.

8. Wipe off dust from the fan exhaust opening on the rear of the server with a dry cloth.

Cleaning the Keyboard and Mouse

IMPORTANT:

A keyboard and a mouse use USB interface. Therefore it is not necessary to power off the
server when connecting or disconnecting them.

Disconnect the keyboard from the server while the devices in the system (the server and the
peripheral devices) remain turned on. Wipe the keyboard surface with a dry cloth. Then connect the
keyboard to the server.

The mouse operation depends on the degree of smoothness of the internal ball rotation. To keep the
mouse ball clean, use the mouse in a place with little dust. Follow the steps below to clean the
mouse regularly:

1. Disconnect the mouse from the USB hub of the keyboard while the server remains
powered on.

2. Turn the mouse upside down, and rotate the
mouse ball cover counterclockwise to remove it.
Take out the ball from the mouse.

Mouse

3. Wipe the mouse ball with a dry soft cloth.
Mouse ball

If stains remain, use a soft cloth to wipe them off.
Soak the soft cloth in neutral detergent that is
diluted with water or warm water, and squeeze it
firmly.

4. Wipe three small rollers inside the mouse with Mouse cover

cotton swab.

Use the cotton swab soaked with alcohol if stains
remain.

5. Put the mouse ball back into the mouse.

If the mouse or rollers are wet in steps 3 and 4, put
it back after fully dried.

6. Place the mouse ball cover, and rotate it clockwise
until it is locked. Rollers

7. Connect the mouse to the server (the USB hub of
the keyboard).
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Cleaning the Floppy Disk Drive

A read/write error may occur due to stains on the read/write head of the floppy disk drive.

Use the cleaner dedicated for floppy disk drive to clean the read/write head. It is recommended to
clean the head on regular basis.

Cleaning CD-ROM

A dusty CD-ROM or dust-accumulated tray causes the device to fail to read data correctly.

Follow the procedure below to clean the tray and CD-ROM regularly:

1.
2.

Make sure that the server is powered on.

Press the Eject button on the front of the DVD-ROM drive.
The tray comes out.

Hold the CD-ROM lightly and take it out from the tray.

IMPORTANT: Do not touch the signal side of the CD-ROM with your hand.

Wipe the tray with a dry soft cloth.

IMPORTANT: Do not wipe the lens of the DVD-ROM drive. Doing so may damage
the lens and may cause a malfunction of the drive.

Gently push on the tray front to close the tray.
Wipe the signal side of the CD-ROM with a dry soft cloth.

IMPORTANT: Wipe CD-ROM s from the center to the outside. Use only CD-ROM
cleaner if necessary. Cleaning a CD-ROM with record spray/cleaner, benzene, or
thinner causes damage to the CD-ROM contents. At worst, inserting the CD-ROM
into the server may cause failure.
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Cleaning Tape Drive

Dirt on the tape head may be a cause of unsuccessful backup and damage to tape cartridge. Clean
the tape head regularly using a cleaning tape. For procedure and interval of cleaning as well as
lifetime of a tape cartridge to use, see instructions included with the tape drive.
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SYSTEM DIAGNOSTICS

The System Diagnostics runs several tests on the server.
Select [Tools] - [System Diagnostics] in the NEC EXPRESSBUILDER to diagnose the system.

Test Items

The following items are tested in system diagnostics.
] Memory
] CPU cache memory

] Hard disk drive used as a system

IMPORTANT: When executing the system diagnostics, make sure to remove the LAN cable.
Executing the system diagnostics with the LAN cable connected, the network may be
influenced.

TIPS: On checking the hard disk drive, no data is written into the disk.

Startup and Exit of System Diagnostics

Follow the steps below to start the system diagnostics. (If the server is running, shut it down, and
execute Step 1 through Step 12.)
1. Shutdown the OS, and power off the server. Then, unplug the power cord.

2. Disconnect all the LAN cables from the server.
3. Plug the power cord and power on the server.
4. Use the NEC EXPRESSBUILDER CD-ROM to start the system.

Refer to “NEC EXPRESSBUILDER?” of Chapter 5 “Installing and Using Utilities”, to
start the system properly. “NEC EXPRESSBUILDER Top Menu” is displayed on the
screen, when starting the system from the NEC EXPRESSBUILDER.

NEC EXPRESSBUILDER

NEC EXPRESSBUILDER Top Menu



6-8 Maintenance

Select [Tools].
Select [System Diagnostics].

The system diagnostics starts and will be completed in approximately three minutes.

When the diagnostics is completed, the screen of the display changes as shown below:

Diagnostics tool title

e

Test End:  NormalEnd

Start 10:06:58  End 10:09:58 Pass 000:03:00 'I‘csi'T‘lmcUl_iU:{}'}:l}U\
00 ForceEnd 00 et

<
TeDoLi (TEst & Diagnosis On Linux) Ver001.00 (Build020%01.1.1m)

Test End

03 AbnormalEnd

<System>

MEM Memory
CACHE Cache
<SCSI>

HDD_02:000 DK32DJ-36W

NormalEnd
NormalEnd

16 count
49 count

MNormalEnd

N

89 count

|Enter| Detail Information  [ESC] Return to Enduser }\"IL'I]I{

—— Test window title

Test result

™\ Test summary
window

Diagnostics tool title

Guideline

Shows the name and version of the diagnostic tool.

Test window title

Shows the progress of the diagnostics. “Test End” is displayed when the diagnostics

completes.

Test result

Shows the start, end, and elapsed time and completion status of the diagnostics.

Guideline

Shows the details of the keys to operate window.

Test summary window

Shows the results of each test that executed the diagnostics. Move the cursor and press the
Enter key on the cursor line to display the details of the test.

When an error is detected by the system diagnostics, the relevant test result in the test
summary window is highlighted in red, and “Abnormal End” is displayed in the result on

the right side.
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Move the cursor to the test that detected the error, and press the Enter key. Record the
error message that has been output to the Detail Information screen and contact your sales
agent.

7. Follow the guideline shown at the bottom of the screen, and press the Esc key.

The [Enduser Menu] below is displayed.

TeDoLi (TEst & Diagnosis On Linux) Ver001.00 (Build020901.1.1m)

Enduser Menu

<Device List>

<Log Info>
<Option>
<Reboot>

Please choose a function by the arrow key and push Enter key.

<Test Result>
Shows the diagnostics completion screen of the above diagnostics.

<Device List>
Shows a list of connected devices.

<Log Info>

Shows the log information of the diagnostics. It can be saved on a floppy disk. To save it
on a floppy disk, insert a formatted floppy disk to the floppy disk drive, and select
<Save(F)>.

<Option>
Changes the output destination of a log.

<Reboot>
Reboots the system.
8. Select <Reboot> in the [Enduser Menu] above.
The server restarts and the system is started from the NEC EXPRESSBUILDER.

9. Exit the NEC EXPRESSBUILDER, and remove the CD-ROM from the DVD-ROM
drive.

10. Power off the server and unplug the power cord from the receptacle.
11. Reconnect all the LAN cables that have been disconnected in Step 2 to the server.

12. Plug the power cord.

This completes the system diagnostics.
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OFF-LINE MAINTENANCE UTILITY

The Off-line Maintenance Utility is an OS-independent maintenance program. When you are unable
to start the OS-dependent NEC ESMPRO to troubleshoot a problem, the Off-line Maintenance
Utility can be used.

IMPORTANT:

m The Off-line Maintenance Utility is intended for use of your sales agent. The NEC
EXPRESSBUILDER CD-ROM and the Off-line Maintenance Utility Bootable FD you
have created contain a file that describes operation of the utility, but do not attempt to use
the utility by yourself. Contact your sales agent and follow instructions.

m Starting the Off-line Maintenance Utility disables any access from a client to the server.

Starting the Off-line Maintenance Utility

The Off-line Maintenance Utility may be started in the following ways.

NEC Express5800/ft series does not support the feature to start the Off-line Maintenance Utility
from the maintenance partition.

m From the CD-ROM

Set the NEC EXPRESSBUILDER CD-ROM in the DVD-ROM drive and reboot the
system. After the menu is displayed on the screen, select [Tools] - [Off-line Maintenance
Utility]. The Off-line Maintenance Utility program starts from the CD-ROM.

m From the floppy disk

Set the Off-line Maintenance Utility Bootable FD in the floppy disk drive and reboot the
system. The Off-line Maintenance Utility program starts from the boot disk. The Off-line
Maintenance Utility Bootable FD is created by selecting [Tools] - [Create Support FD] on
the NEC EXPRESSBUILDER.

Features of Off-line Maintenance Utility

The Off-line Maintenance Utility provides the following features.
m IPMI Information Viewer

Provides the functions to view the system event log (SEL), sensor data record (SDR), and
field replaceable unit (FRU) and to make a backup copy of them.

Using this feature, you can find system errors and events to determine a maintenance part.
m BIOS Setup Viewer

Provides the functions to export the current configuration data defined with the SETUP utility
to a text file.



Maintenance 6-11

m System Information Viewer

Provides the functions to view information on the processor (CPU) and the BIOS and export it
to a text file.

m System Information Management

Provides the function to make a back-up copy of your data. Without the backup data, the
system-specific information and/or configuration may not be restored.

TIPS: For information on making backup copy of system information, see the separate

volume “User’s Guide (Setup).” Only the authorized personnel are allowed to restore the
backup data.

m Chassis Identification

Provides the function to distinguish the server using the LEDs or beeps of the server. This

function is convenient to distinguish the server from others when multiple servers are on the
rack.
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RELOCATING/STORING THE NEC Express5800/ft series

Follow the procedure below to relocate or store the server. (Users should not attempt to remove the
rack-mountable server from the rack assembly.)

A CAUTION

® ﬁ Observe the following instructions to use the server safely. There are risks of

fire, personal injury, or property damage. See “PRECAUTIONS FOR SAFETY”
in Chapter 1 for details.

o Never attempt to lift the server only by yourself.

e Do not install the server in any place other than specified.

o Do not connect/disconnect any interface cable with the power cord of the
server plugged to a power source.

IMPORTANT:
m If the server needs to be relocated/stored due to a change in the floor layout to a great

extent, contact the sales agent.

m Make sure to make a backup copy of your valuable data in the hard disk, if any.
m When moving the server with hard disks, make sure not to give a shock to the hard disks.
m When storing the server, keep it under storing environment conditions (temperature: -10

to 55°C, humidity: 20 to 80%, non-condensing).

© N o g bk w DN PRE

Take a floppy disk and a CD-ROM out of the server, if any.
Power off the server.

Unplug the power cord of the server from a power outlet.
Remove all the cables from the server.

Remove all the mounted modules.

Remove the backplane and the rails from the rack cabinet.
Carry backplane, rails, and modules separately.

Protect the server with the shock-absorbing materials, and pack it securely.
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IMPORTANT:

Check and adjust the system clock before operating the server again after relocating or storing
it.

If the server and the built-in optional devices are moved from a cold place to a warm place in a
short time, condensation will occur and cause malfunctions and breakdown when these are used
in such state. When you start operating these equipments again after the transportation or the
storage, make sure to wait for a sufficient period of time to use them in the operating
environment.

If the system clock goes out of alignment remarkably as time goes by, though the system clock
adjustment is performed, contact your sales agent.
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Chapter 7

Troubleshooting

If the product does not work properly, see this chapter before deciding that it is a breakdown.
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TO LOCATE THE ERRORS

Use NEC ESMPRO to monitor the occurrence of fault during the system operation.

Especially take note on whether any alert is reported to NEC ESMPRO Manager on the
management PC. Check whether any alert is reported on the Operation Window, Data Viewer, or
Alert Viewer of NEC ESMPRO Manager.

[Example]

T =
UL BT ()

Determine type and location of
server/workstation trouble.
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ERROR MESSAGES

If the NEC Express5800/ft series enters the abnormal state, the error is posted by various means.
This section explains the types of error messages.

Error Messages by LED Indication

The LEDs on the front and rear panels of the NEC Express5800/ft series and near the handles of
hard disks inform the user of the various server statuses by the colors and the patterns of going on,
going off, and flashing. If trouble seems to have occurred, check the LED indication. For the LED
indication and meanings, see page 2-25 “LEDs.”

This User’s Guide describes actions to be taken for watch error message. However, if replacement
of modules is necessary, contact your sales agent.
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POST Error Messages

Powering on the server automatically starts the self-diagnostic program, POST (Power On
Self-Test). When POST detects any error, it displays an error message and its measure on the

display unit. Follow the table below to troubleshoot such errors.

Message indicating a floppy disk drive error

-

CPU=Pentium III XXX MHz
0640K System RAM Passed
0127M Extended RAM Passed

Phoenix BIOS 4.0 Release 6.0.XXXX

~

'WARNING:

02BO0: Diskette drive A error.

press <F1> to resume, <F2> to SETUP

TIPS:

For error messages on optional PCI boards, refer to the manual provided with those options.

On-screen error message

Cause

Action

0200 Failure Fixed Disk

o Hard disk is faulty
e  CPU/IO module is faulty.

¢ Replace the hard disk.
¢ Replace the CPU/IO module.

0210 Stuck Key

Keyboard connection error

« Disconnect the keyboard and
connect it back again.
« Replace the keyboard.

0211 Keyboard error

Keyboard is faulty.

¢ Disconnect the keyboard and
connect it back again.

¢ Replace the keyboard.

o If restarting does not help,
replace the CPU/IO module.

0212 Keyboard Controller
Failed

Keyboard controller is faulty.

If restarting the server does not
help, replace the CPU/IO module.

0213 Keyboard locked -
Unlock key switch

Keyboard is locked.

Unlock the key switch.

0230 System RAM Failed at

DIMM is faulty.

¢ Replace DIMM.

offset « Replace the CPU/IO module.
0231 Shadow RAM Failed at | Shadow RAM is faulty. ¢ Replace DIMM.
offset « Replace the CPU/IO module.

0232 Extended RAM Failed
at address line

Extended RAM is faulty.

¢ Replace DIMM.
¢ Replace CPU/IO module.

0233 Memory type mixing
detected

Memory of the different types
is installed.

Memory of the different types is
installed. Replace DIMM with
appropriate one.

0250 System battery is dead
-Replace and run
SETUP

System battery is dead.

¢ Replace system battery.
e Replace CPU/IO module.
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On-screen error message

Cause

Action

0251 System CMOS
checksum bad-Default
configuration used

System CMOS configuration
is changed.

¢ Reconfigure the system CMOS
by using BIOS setup.

o Clear system CMOS using
hardware jumper.

0252 Password checksum
bad -Password cleared

Password is cleared.

e Reconfigure by using BIOS
setup.

o Clear system CMOS using
hardware jumper.

0260 System Timer error

System Timer is faulty.

0270 Real time clock error

RTC is faulty.

0271 Check date and time
setting

Date and time are incorrectly
set.

Reconfigure by using BIOS setup.

02D0 System cache error -
Cache disabled

CPU cache is faulty.

02D1 System Memory
exceeds the CPU's

CPU cache is faulty.

If replacing the CPU does not
help, replace the CPU/IO module.

caching limit
0613 COM A configuration COM A configuration is faulty. | If restarting does not help after
change resetting the setting to default by

0614 COM A config, error -
device disable

Device constructing COM A is
faulty.

using BIOS setup, replace the
CPU/IO module.

0B28 Unsupported
Processor detected on
Processor 1

Unsupported CPU is mounted.

0B29 Unsupported
Processor detected on
Processor 2

Unsupported CPU is mounted.

Check the supported CPU and
replace it. If this does not help,
replace the CPU/IO module.

0B60 DIMM group #1 has
been disabled

0B61 DIMM group #2 has
been disabled

0B62 DIMM group #3 has
been disabled

DIMM is faulty.

Replace DIMM Group#1.

Replace DIMM Group#2.

Replace DIMM Group#3.

0B70 The error occurred
during temperature
sensor reading

12C pass is faulty.
Sensor is faulty.

Replace the part that relevant
sensor is mounted.

OB71 System Temperature
out of the range

Temperature is abnormal.
Fan is abnormal.

Check if fan is faulty or clogging
has occurred. If there is no
problem, replace CPU/IO module.

0B74 The error occurred
during voltage sensor

12C pass is faulty.
Sensor is faulty.

Replace the part that relevant
sensor is mounted.

reading
0B75 System voltage out of | Voltage is abnormal. If turning AC power off and on
the range does not help, replace the

CPU/IO module.

0B80 BMC Memory Test
Failed

0B81 BMC Firmware Code
Area CRC check failed

0B82 BMC core Hardware
failure

RMC device is faulty.

Replace the CPU/IO module or ft
Remote Management Card
(option).
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On-screen error message

Cause

Action

0B83 BMC IBF or OBF
check
failed

RMC device is faulty.

Replace the CPU/IO module or ft
Remote Management Card
(option).

0B8A BMC SEL area full

There is no space to write
system event logs.

Clear system event logs after
saving them.

0B8B BMC progress check
timeout

BMC check is suspended.

Replace the CPU/IO module or ft
Remote Management Card
(option).

0B8C BMC command
access failed

BMC command access failed.

Replace the CPU/IO module or ft
Remote Management Card
(option).

0B8D Could not redirect the
console - BMC Busy

Console cannot be redirected
(BMC is busy).

There is a possibility that the
BMC was busy and could not
respond. Restart the server
again.

OB8E Could not redirect the
console - BMC Error

BMC is faulty.

Replace the CPU/IO module or ft
Remote Management Card
(option).

OB8F Could not redirect the
console — BMC
parameter Error -

Configuration is faulty.

Configure the console redirection
by using BIOS setup.

0B90 BMC Platform
Information Area
corrupted

0B91 BMC update firmware
corrupted

BMC device is faulty.

0B92 Internal Use Area of
BMC FRU corrupted

Data within SROM is faulty.

Replace the CPU/IO module or ft
Remote Management Card
(option).

0B93 BMC SDR Repository
empty

SDR data is faulty.

If updating SDR does not help,
replace the CPU/IO module or ft
Remote Management Card
(option).

0B94 IPMB signal lines do
not respond

SMC is faulty.

Replace the CPU/IO module or a
center plane after determining
where IPMB error has occurred
based on OS information.

0B95 BMC FRU device

NVRAM within BMC is faulty.

failure

0B96 BMC SDR Repository | SDR repository within BMC is
failure faulty.

0B97 BMC SEL device SEL repository within BMC is
failure faulty.

0B98 BMC RAM test error

BMC RAM is faulty.

Replace the CPU/IO module or ft
Remote Management Card
(option).

0B99 BMC Fatal hardware
error

BMC FPGA is faulty.

If updating FPGA does not help,
replace the CPU/IO module or ft
Remote Management Card
(option).

0B9A BMC not responding

BMC device is faulty.

Replace the CPU/IO module or ft
Remote Management Card
(option).

0B9B Private 12C bus not
responding

12C bus is faulty.

Replace the part related to failed
12C bus.
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On-screen error message

Cause

Action

0B9C BMC internal
exception

0B9D BMC A/D timeout error

BMC device is faulty.

Replace the CPU/IO module or ft
Remote Management Card
(option).

OB9E SDR repository corrupt

SDR data is faulty.

If updating SDR does not help,
replace the CPU/IO module or ft
Remote Management Card
(option).

OB9F SEL corrupt

SEL repository within BMC is
faulty.

Replace the CPU/IO module or ft
Remote Management Card
(option).

0OBAO SDR/PIA mismatched.
SDR, PIA must be
updated.

SDR and PIA data do not
match.

If updating SDR/PIA does not
help, replace CPU/IO module or ft
Remote Management Card
(option).

0BBO SMBIOS - SROM data
read error

e 12C bus is faulty.
e SROM is faulty.
e« BMC is faulty.

0BB1 SMBIOS - SROM data
checksum bad

Data within SROM is faulty.

If turning AC power off and on
does not help, replace the
CPU/I0 module.

0BCO POST detected startup
failure of 1st Processor

OBC1 POST detected startup
failure of 2nd
Processor

CPU is faulty.

Replace the CPU.

8120 Unsupported DIMM
detected in DIMM
group #1

8121 Unsupported DIMM
detected in DIMM group #

8122 Unsupported DIMM
detected in DIMM group
#3

Unsupported DIMM is
mounted.

8130 Mismatch DIMM detected
in DIMM group#1

8131 Mismatch DIMM detected
in DIMM group#2

8132 Mismatch DIMM detected
in DIMM group#3

DIMM group do not match.

Check supported DIMMs and
replace the DIMM. If replacing the
DIMM does not help, replace the
CPU/IO module.

8150 NVRAM Cleared By

CMOS clear jumper is

Jumper mounted.
8151 Password Cleared By Password clear jumper is
Jumper mounted.

Turn off the DC power and
change back the jumper setting.

8160 Mismatch Processor
Speed detected on
Processor 1

8161 Mismatch Processor
Speed detected on
Processor 2

CPU frequency does not
match.

8170 Processor 1 not
operating at intended
frequency.

CPU frequency is incorrect.

Check supported CPUs and
replace the CPU. If replacing the
CPU does not help, replace
CPU/I0 module.
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On-screen error message

Cause

Action

8171 Processor 2 not
operating at intended

CPU frequency is incorrect.

Check supported CPUs and
replace the CPU. If replacing the

frequency CPU does not help, replace
9064 Mixed CPU Steppings | Different CPU steppings are CPU/IO module.

detected found.
9038 Check date and time Data and time settings are If reconfiguring by using BIOS

settings (Chipset)

incorrect.

9001 Missing date and time
synchronization

Information delivery among
units failed

setup does not help, replace the
CPU/IO module.

9002 Memory not installed.

DIMM is not implemented.
DIMM is faulty.

Mount or replace the DIMM.

9003 Memory
implementation error
detected

Error is detected on memory
implementation.

Check supported DIMMs and
replace the DIMM. If replacing the
DIMM does not help, replace the
CPU/IO module.

9004 Real time clock error RTC is faulty. Reconfigure RTC by using BIOS
(Chipset) setup.

9005 Remote BMC access BMC of remote unit is faulty. Check again if the CPU/IO
failed module is mounted properly. If

this does not help, replace the
CPU/IO module.

9006 HW Memory Test
failed.

Memory is faulty.

Replace the DIMM. If replacing it
does not help, replace the
CPU/I0 module.

9009 Chipset NMI occurred!

BIOS NMI handler is executed
and POST is stopped.

Obtain detailed information, and
replace the CPU/IO module.

900A PEXA Link Width

PCI-EX Link is faulty.

Since performance becomes

Warning slightly lower, replace the CPU/IO
900B PEXB Link Width module in case of an emergency.
Warning
900D PEXD Link Width
Warning
900E PEXE Link Width
Warning
9021 Trace memory test Trace memory is faulty. Replace the CPU/IO module.
failed
902C BMCFW major revision | BMCFW revision does not Update SDR/PIA. If updating it
mismatched. match. does not help, replace the

CPU/I0 module or ft Remote
Management Card (option).

902D IPMB#1 SROM failure
detected

IPMB#1 SROM is faulty.

902E IPMB#2 SROM failure
detected.

IPMB#2 SROM is faulty.

If restarting does not help,
replace the CPU/IO module, ft
Remote Management Card
(option) or center plane.

902F PCI Device Test failed.

PCI Device is faulty.

Replace the CPU/IO module.

9060 Module#0 is not
present.

CPU/IO module#0 is not
mounted.

Mount the primary unit. If
restarting does not help, replace
the CPU/IO module.

9061 Module#1 is not
present.

CPU/IO module#1 is not
mounted.

Mount the primary unit. If
restarting does not help, replace
the CPU/IO module.
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On-screen error message

Cause

Action

9039 Not keep last boot
order

Unintended operations such
as incorrect DC off are
performed.

Reconfigure the boot option by
using the BIOS setup. If
reconfiguring the boot option
does not help, replace the
CPU/IO module.

9070 The error occurred
during water-cooling
unit sensor reading

The sensor of water-cooling
kit is faulty.

Replace the water-cooling kit. If
turning on/off AC does not help,
replace CPU/IO module or ft
Remote Management Card.

NOTICE System is force
boot with POST

Abnormality of one or both
sides of modules is detected.

View other error information and
the error information of standby

error CPU/IO module.
9000 A serious error occurred There are some error messages
during a POST. in addition to this error code.
Check the other error message.
9007 Forced power off occurred by | Pull out another CPU/IO module
another CPU/IO module has and install it.
a problem. If this does not help, replace the
CPU/I0 module.
9008 Forced power off occurred by | Pull out another CPU/IO module
another CPU/IO module has and install it.
a problem. If this does not help, replace the
CPU/IO module.

9010 - 9015 Can not boot from target Disk. | Check the target disk.

In addition, replace it if required.
If this does not help, replace the
CPU/I0 module.

9020 CPU is faulty. Replace the CPU.

If this does not help, replace the
CPU/IO module.

9022 - 9023 Initialization of the cross-link When the system is running in
between the CPU/IO the duplex mode, it is no
modules and access are problem.
faulty. If the system cannot be running

in the duplex mode due to
continuous this error, replace the
CPU/IO module.

If this does not help, replace
another CPU/IO module or
center plane.

9024 Disconnect the cross-link

between the CPU/IO
modules.

When the system is running in
the duplex mode, it is no
problem.

If the system cannot be running
in the duplex mode due to
continuous this error, replace the
CPU/IO module.

If this does not help, replace
another CPU/IO module or
center plane.
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On-screen error message Cause Action
9027 Mounted CPU is CPU configuration may be
mismatching. different between the CPU/IO

modules.

Replace the CPU.

If this does not help, replace the
CPU/IO module.

9028 Memory of the different types | Memory of the different types is
is installed. installed.
Replace DIMM with appropriate
one.
If this does not help, replace the
CPU/IO module.
9029 DIMM is faulty. Replace DIMM.
If this does not help, replace the
CPU/IO module.
902A Initialization of the cross-link When the system is running in
between the CPU/IO modules | the duplex mode, it is no
and access are faulty. problem.
If the system cannot be running
in the duplex mode due to
continuous this error, replace the
CPU/IO module.
If this does not help, replace
another CPU/IO module or
center plane.
902B BIOS revision does not This BIOS revision cannot
match. support the duplex mode.
Update the BIOS revision.
9031 Configuration of PCl riser is Check the PCI configuration.
mismatch. If this does not help, replace the
CPU/IO module.
9032 The microcode to CPU is not Unsupported CPU may be
found and it cannot update mounted.
normally. Replace the CPU.
If this does not help, replace the
CPU/IO module.
9033 The microcode to CPU Replace the CPU.
cannot update If this does not help, replace the
normally. CPU/IO module.
9034 DIMM is faulty. Replace the DIMM.
If this does not help, replace the
CPU/IO module.
903A DIMM is faulty. Replace the DIMM.
If this does not help, replace the
CPU/IO module.
9040 - 9047 CPU is faulty.(ID=0-7) Replace the CPU.
9050 - 9055 DIMM is faulty.(ID=0-5) Replace the DIMM.

If this does not help, replace the
CPU/IO module.
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On-screen error message Cause Action
9058 - 905F This CPU/IO module detected | CPU configuration may be
the different between the CPU/IO

mismatch of CPUID between
the CPU/IO modules.

modules.

Replace the CPU.

If this does not help, replace the
CPU/IO module.

9062 - 9063 CPU/IO module or ft Remote If turning AC power off and on
Management Card (option) is | does not help, replace the
faulty. CPU/10 module or ft Remote

Management Card (option).

9065 One or both the CPU/IO There are some error messages

modules have a problem. in addition to this error code.
Check the other error message.

9071 - 9072 Water-cooling kit has leaked Replace the water-cooling kit.

out. If this does not help, replace the
CPU/IO module.
9080 - 908F This CPU/IO module failed to | When the system is running in

get the information from
another CPU/IO module.

the duplex mode, it is no
problem.

If the system cannot be running
in the duplex mode due to
continuous this error, replace the
CPU/IO module.

If this does not help, replace
another CPU/IO module or
center plane.
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Error Notification by BEEP

An error message may not be displayed on the display unit even though the POST detected an error.
In such a case, the beep sounds notifies you an error. The error contents are indicated by the
combination of beep sound patterns. For example, beep sounds once, consecutively three times,
once, and then once (beep code: 1-3-1-1) indicates DRAM refresh test error.

The following table lists the meaning of beep codes and measures against them.

Beep code Meaning Action
1-2-2-3 ROM checksum Contact your sales agent to replace the CPU/IO module
error motherboard.
1-1-2-4 ROMEXEC code Check the installation of DIMM board.
error If the error persists, contact your sales agent to replace
1-3-1-1 DRAM refresh test the DIMM or CPU/IO module motherboard.
error
1-3-1-3 Keyboard controller | Disconnect the keyboard and connect it back on. If the
error error persists, request your sales agent to replace the
CPU/I0 module motherboard.
1-3-3-1 Failed to detect Check the installation of DIMM board.
memory. If the error persists, contact your sales agent to replace
Or, DIMM board the DIMM or CPU/IO module motherboard.
type is incorrect.
1-3-3-2 Initial setting error of
the POST memory
manager
1-3-4-1 RAM address error
1-3-4-3 RAM low byte data
error
1-4-1-1 RAM high byte data
error
2-2-3-1 lllegal interrupt test | Contact your sales agent.
error
2-1-2-3 Copyright check
error
1-2 Failed to initialize Check the motherboard installation if nothing is
the video BIOS displayed on the display unit. If the error persists,
Failed to initialize contact your sales agent to replace the CPU/IO module
the option ROM motherboard.
Failed to expand the | Check the PCI board installation if the Option ROM of
option ROM the added PCI board is not displayed. If the error
persists, contact your sales agent to replace the CPU/IO
module motherboard, PCl module board or added PCI
board with new one.
1-5-1-1 FRB3 monitoring Check the installation of CPU. If the error persists,
timeout contact your sales agent.
1-5-2-2 CPU not Check the installation of CPU. If the error persists,
implemented error contact your sales agent.
1-5-2-3 CPU configuration Check the installation of CPU. If the error persists,
error contact your sales agent.
1-5-4-2 Power error Check the installation of power. If the error persists,
1-5-4-4 contact your sales agent.
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Windows Server 2003, Enterprise Edition Error Messages

If a fatal error (e.g., a STOP or system error) occurs after Windows Server 2003, Enterprise Edition
starts, the screen of the display unit turns blue and displays detailed error messages.

STOP: CO00021A (FATAL SYSTEM ERROR)
The Windows logon process.. System process terminated.

Unexpectedly with a status of 0x00000001
(0x00000000 0x00000000).

The system has been shutdown.

The screen crashdump : initializing miniport driver
background is "blue".

crashdump : dumping physical memory to disk

Take notes of the messages displayed on the screen, and call your sales agent.

If a fatal error occurs, the server automatically executes memory dump processing and saves the
memory dump data in an arbitrary directory (see the end of this chapter). The maintenance
personnel of your sales agent may ask you to provide this data. Thus, copy the file into a medium
(e.g., DAT) to be ready to pass it to the maintenance personnel.

IMPORTANT: A message may appear indicating that virtual memory is insufficient when
you restart the system after a STOP or system error has occurred. Ignore the message and start
the system.

If an error such as a stop error of the OS occurs, the normal dump function may run instead of
the quick dump function depending on the system status. However, the memory dump file can
be used for failure analysis equivalent to that of the quick dump function.

TIPS: Before copying the file into a medium, start the Event Viewer to confirm that the Save
Dump event log is included in the system event logs and the memory dump has been saved.

The following message may be displayed during usage.

"Your system is low on virtual memory. To ensure that Windows runs properly, increase the
size of your virtual memory paging file. For more information, see Help."

When this message is displayed, extend a physical memory following the procedure below.
1. Add aphysical memory

2. Change the configuration of the paging file (Change more than < physical memory
capacity x 1.5 >)

The system also displays a warning message if an internal device or peripheral equipment (e.g., disk,
network, or printer) encounters an error. Take notes of the message, and call your sales agent.
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Server Management Application Error Message

If the server management tool such as NEC e o
ESMPRO Agent or NEC ESMPRO Manager has ltlz) o Al 2)

- - . Fltar sotirgn) [ore) - hod] J J
been installed in the NEC Express5800/ft series or : - Tl T
management PC, you can obtain the error
information from the display unit of the server or
management PC.

See Chapter 5 or online documentation for details of
such application programs.
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SOLVING PROBLEMS

When the server fails to operate as expected, see the following to find out your problem and follow
the given instruction before asking for repair.

If the server still fails to operate successfully after solving your problem, take a note on the
on-screen message and contact your sales agent.

Problems with NEC Express5800/ft series

Fail to power on the server:

O

Is the server properly supplied with power?

%

%

%

%

-

Check if the power cord is connected to a power outlet (or UPS) that meets the
power specifications for the server.

Check if the two pieces of the provided power cord are connected to the main unit
properly.

Make sure to use the power cord provided with the server. Check the power cord
for broken shield or bent plugs.

Make sure the power breaker for the connected power outlet is on.

If the power cord is plugged to a UPS, make sure the UPS is powered and it
supplies power. See the manual that comes with the UPS for details.

Power supply to the server may be linked with the connected UPS using the BIOS
setup utility of the server.

<Menu to check: [Server] - [AC-LINK] - [Power On]>

Make sure the POWER switch on the power unit is on.

Did you press the POWER switch?

-

Press the POWER switch on the front of the NEC Express5800/ft series to turn on
the power (the POWER LED lights).

Did you install the CPU/IO module properly?

%

Check if the CPU/IO module is properly installed in the server. Secure the
CPU/10 module with screw located on the module removable handle. The server
cannot be powered on unless it is screwed completely.

The screen turns blue during OS boot:

— Wait for the period of time you set at BIOS [Boot Monitoring]; after the boot

module is automatically swapped, the server will be rebooted and the OS will start
up.
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Fail to power off the server:
O Isthe POWER switch enabled?
— Restart the server and start the BIOS setup utility.
<Menu to check: [Security] — [Switch Inhibit] — [Enabled]>

POST fails to complete:
O Isthe DIMM installed?
— At least one DIMM is required for operation.
O Isthe memory size large?
— The memory check may take a time if the memory size is large. Wait for a while.

O Did you perform any keyboard or mouse operation immediately after you started the
server?

— If you perform any keyboard or mouse operation immediately after start-up, POST
may accidentally detect a keyboard controller error and stops proceeding. In such
a case, restart the server once again. Do not perform any keyboard or mouse
operation until the BIOS start-up message appears when you restart the server.

O Does the server have appropriate memory boards or PCI card?

— Operation of the server with unauthorized devices is not guaranteed.

Server reboots while running the SCSISelect utility:
O Have you modified the Setup settings?

— From [Server] - [Monitoring Configuration] - [Option ROM Scan Monitoring] of
Setup, select “Disabled.” If [Option ROM Scan Monitoring] is enabled, the
system may reboot while using the SCSISelect utility. Change back the setting
after you finish using the utility.

Fail to access to internal or external devices:
O Are cables properly connected?

— Make sure that the interface cables and power cord are properly connected. Also
make sure that the cables are connected in the correct order.

O Isthat device compliant with NEC Express5800/ft series?
— Operation of the server with unauthorized devices is not guaranteed.
O Isthe power-on order correct?

— When the server has any external devices connected, power on the external
devices first, then the server.
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O Did you install drivers for connected optional devices?

— Some optional devices require specific device drivers. Refer to the manual that
comes with the device to install its driver.

O Is SCSI controller (including options) configuration correct?

— If the sever has an optional SCSI controller board and SCSI devices are hooked up
to the server, make correct settings by the SCSI controller board’s SCSI BIOS
utility. For details, see manuals included with the SCSI controller board.

O Is SCSI device configuration correct?

— If external SCSI devices are connected to the server, you need to make settings of
SCSI ID and terminal resistance. For details, see manuals included with the SCSI
device.

CPUs not in Duplex mode:
— Check if the memory configuration is correct.

— Check if third-party CPUs or memory (DIMM) are used.

Disks not in Duplex mode:

— Unless you perform mirroring (including reconfiguration after failed disks are
replaced) in correct order, the mirror may not be (re)configured. Check if the steps
were correct.

The keyboard or mouse fails to operate:
O s the cable properly connected?

— Make sure that the cable is connected to the correct connector on the rear of the
server.

O Are the keyboard and mouse are compliant with NEC Express5800/ft series?
— Operation of the server with unauthorized devices is not guaranteed.
O Does the server have drivers installed?

— Refer to the manual that comes with your OS to check that the keyboard and
mouse drivers are installed. (These drivers are installed along with the OS.) Some
OS's allow you to change the keyboard and mouse settings. Refer to manual that
comes with your OS to check that the keyboard and mouse settings are correct.
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Screen freezes, keyboard and mouse don’t work:

— If the amount of memory is large, it takes time to copy the memory in dual mode
and the system stops working temporarily during the copying, but it is not system
trouble.

Message “New Hardware Found” appears:

— Such a message may appear at the system startup or when a CPU/IO module is
replaced and incorporated into the system. This is due to the server’s operating
specifications and does not pose any problem.

Fail to access (read or write) to the floppy disk:
O Does the floppy disk drive contain a floppy disk?
— Insert a floppy disk into the floppy disk drive until it clicks.
O s the floppy disk write-protected?
— Place the write-protect switch on the floppy disk to the "Write-enabled" position.
O s the floppy disk formatted?

— Use a formatted floppy disk or format the floppy disk in the floppy disk drive.
Refer to the manual that comes with the OS for formatting a floppy disk.

Fail to access to the CD-ROM:
O Isthe CD-ROM properly set in the DVD-ROM drive tray?

— The tray is provided with a holder to secure the CD-ROM. Make sure that the
CD-ROM is placed properly in the holder.

O Isthe CD-ROM applicable to the server?

— The CD-ROM for Macintosh is not available for use.

Fail to access the hard disk:
O Is the hard disk applicable to the server?
— Operation of any device that is not authorized by NEC is not guaranteed.
O Is the hard disk properly installed?

— Make sure to lock the hard disk with the lever on its handle. The hard disk is not
connected to the internal connector when it is not completely installed (see
Chapter 8). When the hard disk is properly installed, the drive power LED for the
hard disk is lit while the server is powered.
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Fail to start the OS:
O Isafloppy disk in the floppy disk drive?

— Take out the floppy disk and restart the server.

O Isthe NEC EXPRESSBUILDER CD-ROM (or the other bootable CD-ROM) in the
DVD-ROM drive?

— Take out the CD-ROM and restart the server.
O Isthe OS damaged?

— Use the recovery process of the OS to attempt to recover the damaged OS.

OS behavior is unstable:
O Have you updated your system?

— For update procedure, see the separate volume “User’s Guide (Setup).”

The system does not operate according to the configured settings of "Automatic
Restart" at the occurrence of error.
— The system may or may not restart automatically even if the "Automatic Restart"
settings are made at occurrence of an error is set. If the system does not restart
automatically, restart it in manual mode.

The power cannot be turned off while the blue screen of Windows Server 2003,
Enterprise Edition is displayed.
— The forced power-off (forced shutdown) procedure is necessary to turn off the power
with the blue screen displayed. Keep pressing the POWER switch for about 4
seconds. Pressing the POWER switch quickly does not turn off the power in this
case.

The server is not found on the network:
O Isthe LAN cable connected?

— Make sure to connect the LAN cable to the network port on the rear of the server.
Also make sure to use the LAN cable that conforms to the network interface
standard.

O Have the protocol and service already configured?

— Install the distinctive network driver for the server. Make sure that the protocol, such
as TCP/IP, and services are properly specified.

O s the transfer speed correct?

— The built-in LAN controller mounted as standard on this server can be used in
network with the transfer speed of 1000Mbps, 100Mbps or 10Mbps. You can change
the transfer speed or configure the setting from OS. However, do not use the “Auto
Detect” function. Fix the setting of the transfer rate to the same with that of the
connected hub. Also, check if the duplex mode is the same with that of the connected
hub.

Fix the transfer speed by using Device Manager. Select and right-click the network
adapter to change the transfer speed from the tree on Device Manager, and select
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[Properties] from the displayed menu. When the properties window appears, select
the [Link] tab, and select the item that matches to the connected HUB from the list
box of [Speed and Duplex]. If you click [OK], configuration selected in [Speed and
Duplex] will be effective.

Icon of drive A is changed to that of removal disk:

— Does not cause any problem.
Machine repeats rebooting at startup:

O Is CHKDSK executed at machine startup?
— Open the utility of the BIOS setup at rebooting and change the following settings:

(Change BIOS settings)
Change [Server] - [Monitoring Configuration] - [Boot Monitoring] to [Disable].
(For details, see page 4-25 “Monitoring Configuration.”)

* After completion of CHKDSK, restart the machine and change the above
setting back to [Enable] and continue the operation.

CHKDSK is executed in the following conditions:
(1) CHKDSK is scheduled to be executed at next system startup
(2) Corruption of file system is detected since the previous startup until
shutdown
(3) Inconsistency (corruption) of file system is detected while mouting at
system startup

O s the value of [Boot Monitoring] in the BIOS setting appropriate?

— Change the value of [Boot Monitoring] to suit your environment.
(For details, see page 4-25 “Monitoring Configuration.”)

Disk access LEDs on the disks are off:

— The LEDs may seem to be off when an excessive amount of access causes the
frequent blinking. Check if the LEDs are blinking green when the access is reduced.

CPU/IO module is disconnected:

— When an error occurred in a CPU/IO module, the following message will be
recorded to the system event log and the CPU/IO module may become disconnected.
In this case, contact your sales agent because device replacement will be required.

Source: HasCtrl

Type: Error

Event ID: 3400

Description:  FT nonfatal error occurred on the Module [Module Number].
[Module number] “#0” or “#1.”
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Source: HasCtrl

Type: Warning

Event ID: 4323

Description: The system abnormality of the Module [Module Number] was
detected.
[Module Number] “#0” or “#1.”

CPU module is disconnected:

— When an error occurred in the CPU module, the following message will be recorded
to the system event log and the CPU module may be disconnected. CPU module will
be set to duplex mode again, so there will be no effect on the system by this warning.
If reintegration fails, see “CPU module is not integrated” of this chapter.

Source: HasCtrl

Type: Warning

EventID: 1202

Description: The driver failed the fast re-sync function of the CPU module.
[Module[Module Number]]
[Module Number] “#0” or “#1”

Source: HasCtrl

Type: Warning

Event ID: 3500

Description: The error occurred on the CPU module of Module [Module Number]
[Module Number] “#0” or “#1”

Source: HasCtrl

Type: Warning

Event ID: 4000

Description: The error occurred on the CPU module of Module [Module Number]
[Module Number] “#0” or “#1”

Source: HasCtrl

Type Warning

Event ID: 4310

Description: Synchronization of the CPU module stopped.

10 module is disconnected:

— When an error occurred in the component, the following message will be recorded
to the system event log and the 10 module may be disconnected. In this case, contact
your sales agent, since device replacement will be required.

Source: HasCtrl

Type: Error

Event ID: 3600

Description:  The error occurred on the South Bridge of Module [Module
Number]
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[Module Number] “O#” or “#1”

Source: HasCtrl

Type: Error

Event ID: 3700

Description:  The error occurred on the PCI Express [PCI Express Type] of
Module [Module Number]
[Module Number] “#0” or “#1”
[PCI Express Type] “0” or “1”

Source: HasCtrl

Type: Error

Event ID: 3800

Description: ~ The error occurred on the PCI Express [PCI Express Type] of
Module [Module Number]
[Module Number] “#0” or “#1”
[PCI Express Type] “0” or “1”

CPU/IO module is not integrated:

— When you attempt to integrate the CPU/IO module that caused an error in the past,
the following message will be recorded to the system event log and the CPU/IO
module will not be integrated. In this case, contact your sales agent, since device
replacement will be required.

Source: HasCtrl

Type: Warning

Event ID: 1703

Description: ~ The driver was not able to bind the Module. It has broken down in
the past. [Module [Module Number]]
[Module Number] “#0” or “#1”

CPU module is not integrated:

— When you attempt to integrate the CPU module, the following message will be
recorded to the system event log and the CPU module may not be integrated. In this
case, it is considered that the repair is necessary since CPU module’s MTBF is
below threshold value. Contact your sales agent, since device replacement will be

required.
Source: HasCtrl
Type: Error

Event ID: 4306

Description: MTBF of the [Module Name] module in the Module [Module
Number] is below the threshold.
[Module Name] “CPU” or “10”
[Module Number] “#0” or “#1”
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— When you attempt to integrate the CPU module, the following message will be
recorded to the system event log and the CPU module may not be integrated. It
indicates that some kind of error has occurred when integrate the module. Contact
your sales agent, since device replacement will be required.

Source:
Type:

Event ID:
Description:

HasCitrl

Error

1003

The driver failed to bind the CPU module. [Module[Module
Number]]

[Module Number] “#0” or “#1”

IO module is not integrated:

— When you attempt to integrate the IO module that caused an error in the past, the
following message will be recorded to the system event log and the 10 module will
not be integrated. In this case, contact your sales agent, since device replacement
will be required.

Source:
Type:

Event ID:
Description:

Source:
Type:

Event ID:
Description:

Source:
Type:

Event ID:
Description:

HasCtrl

Warning

1407

The driver was not able to bind South Bridge. It has broken down in
the past. [Module[Module Number]]

[Module Number] “#0” or “#1”

HasCtrl

Warning

1405

The driver was not able to bind PCI Express 0. It has broken down
in the past. [Module [Module Number]]

[Module Number] “#0” or “#1”

HasCtrl

Warning

1406

The driver was not able to bind PCI Express 1. It has broken down
in the past. [Module [Module Number]]

[Module Number] “#0” or “#1”

—  When you attempt to integrate the 10 module while PCI device is not completed to
separate, the following message will be recorded to the system event log and the 10
module will not be integrated. In this case, wait for a while and try to integrate 10
module again referring to Chapter 5 “Start and Stop of Components.”



7-24 Troubleshooting

Source: HasCtrl

Type: Information

EventID: 1408

Description: Since removal of each device was not completed, the driver was not
able to bind the CPU/IO0 module. [Module[Module Number]]
[Module Number] “#0” or “#1”

IO module is not disconnected:

—  When you attempt to disconnect 10 module while network adapter and/or SCSI
adapter and/or FC adapter is not in dual mode, the following message will be
recorded to the system event log and the IO module will not be separated. In this
case, check each adapter setting referring to “After starting up, FT Status LED do
not illuminate or illuminate amber” of this chapter.

Source: HasCtrl

Type: Warning

Event ID: 1505

Description: Device [Device name] is not duplexing.
[Device name] “LAN” or “SCSI” or “FC”

— When you attempt to disconnect 10 module when the HAS Fault Tolerance service
is not started, the following message will be recorded to the system event log and
the 10 module will not be separated. In this case, refer to “After starting up, FT
Status LED do not illuminate or illuminate amber” of this chapter to start the HAS
Fault Tolerance service and retry disconnecting the 1/0O module.

Source: HasCtrl

Type: Warning

Event ID: 1506

Description: The doubleness information about an 1/O device is not reported.
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Unavailable disks are displayed on Disk Management:
Follow the instruction below:

Disk Status Description Action
A message [Foreign] is [To use data of the disk]
displayed when the dynamic Import the disk referring to Chapter 3
disk used on another system is “Windows Setup and Operation.”
mounted.
&¥Disk 3 [To make the disk usable]
Dyniarnic Initialization is required to use this
. disk. Initialize this disk to convert it to
Foreign a usable disk.
<Note>
The data on disks are lost when
initialized. Make sure to back up the
data before initializing disks.
E¥Missing A message [Missing] is Delete the mirror on the disk when
o i displayed when the dynamic mirror volume is on missing disk.
M S - : : )
&.01 CB disk is broken or removed. After deleting the mirror, right-click
CIFFline [Missing] disk and execute [Remove
disk].

i A message Right-click on the disk and execute
TDisk 2 [Not Initialized] is displayed [Initialize Disk] to convert it to a usable
Urknown when there is no signature on disk.

33,687 Gb -
Mot Iritialized the disk.

DISK ACCESS LED is amber and blinking:

O Is the mirror of the hard disk not removed?

— Check [Disk Management], and reconfigure the mirror if the mirror is broken.

(See “Configuring and Breaking Mirror” in Chapter 3 “Windows Setup and
Operation.”)

Relevant Disk LED and DISK ACCESS LED illuminate amber during the process
of automatic mirror reconfiguration. During the process of reconfiguration, DISK
ACCESS occurs at the same time, and amber and green appear to illuminate
alternately. Wait for a while if it is found out that the mirror is being reconfigured
in “Disk Management”, etc.

When one of the disks that configure the mirror is broken, the other disk becomes
“Failed Redundancy.” In this case, DISK LED also illuminates amber. Replace the
failed disk and reconfigure the mirror.

There are rare occasions when a mirrored volume is not fault tolerant even though
the volume’s status is displayed as Healthy. In that case, run [Reactive Disk].

CPU load ratio of SNMP Service (snmp.exe) increases:

—  While monitoring the server from NEC ESMPRO Manager, the CPU load ratio of
SNMP Service on the NEC ESMPRO Agent side may increase at every monitoring
interval (default: 1 minute).




7-26 Troubleshooting

— NEC ESMPRO Manager and NEC ESMPRO Agent exchange information through
SNMP Service. If the server status monitoring by NEC ESMPRO Manager is on
(default: ON), NEC ESMPRO Manager regularly issues a request to NEC ESMPRO
Agent to get the current status of the server. In response, NEC ESMPRO Agent
checks the status of the server. As a result, the CPU load ratio of SNMP Service
increases temporarily.

— If you have trouble of terminating a movie player application, turn off the server
status monitoring by NEC ESMPRO Manager or extend the monitoring interval.

SNMP Service caused hang:

— SNMP Service has a module called “SNMP Extended Agent.” This module may be
registered when you install some software that uses SNMP Service. If you start
SNMP Service, SNMP Extended Agent is also loaded at the initialization. However,
if the initialization is not completed within a specified period, SNMP Service will
hang. It may take time to complete the initialization due to temporary high load on
the system. In this case, wait for the system load become low enough before
restarting SNMP Service.

Pop-up message of esmcmn.exe is displayed when starting the system:

— The following pop-up message may be displayed when you restart the system which
NEC ESMPRO Agent is installed to and removal drives such as MO and
DVD-RAM are mounted on, without closing Windows Explorer, after displaying the
contents of media and removing the media by the software eject (by right-clicking
the DVD drive on Windows Explorer and selecting [Eject]) The message (the drive
name) displayed varies depeneding on the systems.

If the pop-up messages below are displayed, click [Cancel] or [Continue] to close
the dialog box. If you do not close the dialog box, you cannot start the Workstation
service and related services, causing unstable operation of the system. Also, if you
restart the system, execute it after terminating the program such as Windows
Explorer which displays a media.

<Example>

x|

@ There is no disk in the drive. Please insert a disk into drive A,

{Cancel Y Iry Again | Continue I

Memory dump (debug information) cannot be collected when a failure occurs:

O Is there any available storage space on a storage location?

— Specify the drive in which there is an available storage space of more than a
memory size on the server plus 12 MB (more than 2048 plus 12MB if a memory
size is more than 2GB).

For details, see “Set Memory Dump (Debug Information)” of “Step 12: Set up
Failure Management” in Chapter 4 “Windows Setup” in the separate User’s Guide
for setup.
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O Is[Initial size] of the paging file of the OS partition smaller than [Recommended]?

— If a value smaller than the [Recommended] value is set for [Initial Size] of the
paging file, accurate memory dump (debug information) may not be collected. Be
sure to create the file in the above size in the OS partition.

For details, see “Set Memory Dump (Debug Information)” of “Step 12: Set up
Failure Management” in Chapter 4 “Windows Setup” in the separate User’s Guide
for setup.

After starting up, FT Status LED do not illuminate or illuminate amber:
Follow the instructions below:

FT Status LED

Description

Action

CPU module, 10 module, SCSI
adapter, FC adapter, and

No action is necessary.

2. CPU module’s MTBF went
below the threshold value.

Green network adapter are in complete

dual mode.

1. Anerror occurred in CPU/IO | Contact your sales agent, since
Amber module or IO module. device replacement is usually

required.

Blink in amber

Collecting the dump.

No action is necessary.

Not illuminate

Preparing for dual mode.

Wait for a while.

CPU module, and/or IO module,
and/or SCSI adapter, and/or FC
adapter, and/or network adapter
are not in dual mode.

1. CPU module: See “CPU module
is separated” and “CPU module is
not integrated” in this chapter.

2. 10 module: See “IO module is
separated” and “IO module is not
integrated” in this chapter.

3. SCSI adapter: Check if IO module
is separated or SCSI adapter on
10 module is broken.

4. FC adapter: Check if IO module is
separated and if storage device is
connected from both |0 modules
with FC cable. Also check if
access to one 10 module is
restricted in AccessControl of
iStorageManager.

5. Network adapter: Check dual
mode setting. Also, check if there
is any problem in general network
setting or connection.

HAS Fault Tolerance service is
not started.

Start the HAS Fault Tolerance service
by selecting [Administrative Tools] —
[Services].
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Command prompt cannot be display full screen:

In NEC Express5800/ft series, you cannot switch command prompt to full screen
mode. Also, you cannot execute applications that use command prompt full screen
mode. When you attempt to switch to full screen mode, the message below may
appear. Click [OK] and close the window.

<Example message>

Il Command Prompt x|

The video device Failed ko initialize Far Fullscreen mode,

Screen display size and actual drawing range do not match:

This may occur when you use application that can change resolution. Close the
application. If the screen condition does not change even after closing the application,
go to [Display Properties] - [Settings] tab - [Screen resolution] and reset the
resolution. You must reboot the system for new settings to take effect.

Exclamation mark “!” appears to “VGA Display Controller” under the “non-Plug and
Play device” when changed the setting to show hidden devices in menu in the
Device Manager:

This has to do with the server specification and there is no effect to the operation.
Exclamation mark “!”” appears to “VGA Display Controller” since OS Standard VGA
driver is not activated in the server.

Exclamation mark “!" appears to “Serial” under the “non-Plug and Play device”
when changed the setting to display a non-display device in the menu by using
Device Manager:

There is no serial port that is a legacy device in NEC Express5800/ft series. When
you install Windows to a legacy-free server like NEC Express5800/ft series,
exclamation mark “!” may appears to “Serial.” This has to do with the OS
specification and there is no effect to the operation of the server.

Warning message appears in POST after implementing ft Remote Management Card:
O Did you set “Initialize Remote Management Card”?

H/W Configuration of BMC is corrupted.
11 Update BMC H/W Configuration by configuration tool!!
11 Refer to BMC Configuration manual !!

If the message above appears, press F1 key or wait for a while. Then POST
proceeds. Insert NEC EXPRESSBUILDER CD-ROM attached to the server to the
DVD-ROM drive to start NEC EXPRESSBUILDER. Select [Tools] - [Initialize
Remote Management Card] from its main menu to write the sensor information
specific to the server to the card.
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NEC Express5800/ft series cannot be recognized from management PC:

O Did you add the Remote Management Card (option)?

Start NEC EXPRESSBUILDER attached to the device, and select [Tools] —
[Initialize Remote Management Card] from the main menu, and write the
information specific to each server to the card.

O IsJava2 Runtime Environment, Standard Edition 1.4.2_04 or later applied to
management PC?

Java2 Runtime Environment, Standard Edition 1.4.2_04 or later is necessary. It
can be installed from the following location.

Start Windows and set NEC EXPRESSBUILDER attached to the device to
CR-ROM on management PC where you want to install. Master control menu is
displayed by Autorun function. Execute JRE installer in NEC DianaScope install
menu from [Software Setup] — [NEC DianaScope].

*Download the latest Java Runtime from the location below:
http://java.sun.com/j2se/

O Isthe LAN cable properly connected?

— Make sure that LAN cable is properly connected. The device sensor cannot be
referred unless the cable is properly connected. Check if the cable is connected to the
LAN connector or serial port connector by mistake.

O Isthe IP address shared?

— P address of the management LAN port is set to 192.168.1.1 at the time of shipping.
Change the IP address since it will not be recognized properly if there is same IP
address on the same network.

O Is the connection restricted by firewall or gateway?

The connection may be restricted by the setting such as firewall. If directly
connecting the LAN to client PC with cross cable can solve the problem, see
“Network Settings” of “REMOTE MANAGEMENT FUNCTION” in Chapter 4
and check firewall or gateway again.

The device console screen does not appear in web remote KVM console screen:

O s the resolution setting of the device correct?

When the device screen is displayed in remote management function of remote
KVM, change the screen settings to fit within resolution 1024x768 and refresh
rate 75Hz.
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Forgot login name/password to use remote management function from Web
browser:

See “BMC Configuration Jumper Setting” in Chapter 4 and change the implement
position of the jumper to change the each setting (including BMC password) back to
the time of shipping.

IMPORTANT:

This operation also clear the BMC setting that is necessary to connect NEC
DianaScope and NEC Express5800/ft series. When you use NEC DianaScope,
save the setting to connect to NEC DianaScope to a floppy disk before
performing the operation. BMC setting can be configured/saved by system
management function of NEC DianaScope Agent or NEC
EXPRESSBUILDER.

Device is accidentally removed by mistake:

When you click the [Safely Remove Hardware] icon in task tray, device names such
as “USB Mass Storage Device” will be displayed. Among these devices except
“USB Floppy Drive”, if you accidentally removed the device by mistake, click the
[Safely Remove Hardware] icon again and select “Safely remove AMD PCI to USB
Open Host Controller.” Removed devices will be recognized again by doing this.
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Event Log

"The NMS Service terminated unexpectedly.” is recorded in the system event log:

— Although the following log may be recorded in the system event log when starting
the system, or after exchanging PCI modules, there is no real problem on
operation. Change of a setup with PROSet Il will become invalid if NMS service
stops, but you can change a setup normally because NMS service will be
automatically started when PROSet 11 is started.

“Source: Service Control Manager

Event ID: 7031

Description: The NMS service terminated unexpectedly. This has occurred 1
time(s). The following corrective action will be taken in 0
milliseconds: No action.”

HasCtro-related log is recorded in the system event log:

The following events may be recorded on event log after booting the system

It occurs in process of duplexing of a CPU module, and it doesn’t affect the
system. However if these events are recorded several times and FT status LED
does not illuminate, contact your agent.

Source: HasCtrl

Type: Error

Event ID: 1003

Description: The driver failed to bind the CPU module.
[Module[ModuleNumber]] [Module Number] “#0” or “#1”

Source: ESMCommonService

Type: Warning

Event ID: 1309

Description: System bus ECC single bit error occurred.

Source: HasCitrl

Type: Error

EventID: 2101

Description: Memory check failed.

Source: HasCtrl

Type: Error

Event ID: 3400

Description: FT nonfatal error occurred on the Module [Module Number].
[Module Number] “#0” “#1”

Source: HasCtrl

Type: Warning

Event ID: 4310

Description: Synchronization of the CPU module stopped.
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iIANSMiniport-related logs are recorded in the system event log:

— The logs of the source “iANSMiniport” are the logs about the duplex of the
network. The following logs may be recorded in the system event log after starting
the system or after setting duplex, but there is no problem on operation.

Source:

Type:
Event ID:

Description;

Source:

Type:
Event ID:

Description:

Source:

Type:
Event ID:

Description;

Source:

Type:
Event ID:

Description:

Source:

Type:
Event ID:

Description:

iANSMiniport

Warning

35

Initializing “Virtual Team Adaptor” that lack adapter “Number of
missed adaptors.” Check if all adapters exist and function properly.

iANSMiniport

Warning

13

“Physical Adaptor” is invalid in the team.

iANSMiniport

Warning

11

The following adapter link is not connected: “Physical Adaptor.”

iANSMiniport

Error

16

“Virtual Team Adaptor”: the last adapter lost the link.

The team network lost the connection.

iIANSMiniport

Warning

22

The primary adapter did not detect the following probe: “Physical
Adaptor.” Reason: The team may be divided.
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The log above gets output in the process of system start up or dual mode setting.
When the log is recorded, there is no problem to the system by the above warning
if the status of the adapter in the team is “Active” or “Standby.” For the status of
the adapter, check in properties of the team adapter from the device manager.

EvntAgnt log is recorded in the application event log:

— This event does not have any influence to the system not to SNMP services. Thus
no measurement is required.

Source: EvntAgnt
Event ID: 1003
Description:  TraceFileName parameter not located in registry; Default trace file

used is .

Source: EvntAgnt

ID: 1015

Description:  TraceLevel parameter not located in registry; Default trace level
used is 32.

SCSI control error appears in the system event log:

— This symptom occurs, for example, when a SCSI chip receives a reset request
from a different SCSI chip. The process will be continued properly by the retry
function.

It is likely to occur when the server shifts from the simplex mode to the duplex
mode at OS startup or during maintenance operations. If the number of the
following errors recorded in the system event log is few, ignore the errors.

This error is logged about 5 to 50 times in two or three minutes when the server
shifts from the simplex mode to the duplex mode during maintenance operations.
Ignore these errors as well.

Source: adpu320
Type: Error
Event ID: 11

Description: The driver detected a controller error on \Device\Scsi\adpu320xx.

If this error is recorded many times, the hard disk drive may be faulty. Contact
your service representative.
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SCSI device timeout appears in the system event log:

-

This symptom occurs when the processing speed of HDDs is slower than the
request from the operating system. The process will be continued properly by the
retry function.

It is likely to occur when the server shifts from the simplex mode to the duplex
mode at OS startup or during maintenance operations. If the number of the
following errors recorded in the system event log is few, ignore the errors.

This error is logged about 5 times when the server shifts from the simplex mode to
the duplex mode during maintenance operations. Ignore these errors as well.

Source: adpu320
Type: Error
EventID: 9

Description: The device, \Device\Scsi\adpu320xx, did not respond within the
timeout period.

Source: adpu320

Type: Error

EventID: 117

Description: The driver for device \Device\Scsi\adpu320xx detected a port
timeout due to prolonged inactivity. All associated busses were
reset in an effort to clear the condition.

If this error is recorded many times, the hard disk drive may be faulty. Contact
your service representative.

Event log which warn CPU load monitoring is registered:

-

If NEC ESMPRO Agent cannot get performance information from the OS due to a
temporary resource shortage or high load ratio on the system, it will record the
following event log. However, there is no real problem on operation. (In the
description, Y and X represent alphanumeric characters.)

Source: ESMCpuPerf

Type: Information

Event ID: 9005

Description:  Cannot get system performance information now (YYYY
Code=xxxx).

If NEC ESMPRO Agent cannot get information, it will treat the load ratio as 0%.
So, if NEC ESMPRO Agent cannot get information continuously, the CPU load
ratio may appear lower than the actual value.
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HAS Fault Tolerance-related logs are recorded in the system event log:

— The following event logs may be recorded when the server is managed using NEC
ESMPRO Manager, but there is no problem in continue operating the system.
However, there might be a problem in OS or software environment if logs are
recorded repeatedly. Contact your maintenance service company.

Source: HAS Fault Tolerance
Type: Warning
Event ID: 204 - 208

Intermittent failure of software which is attributed to the server load may be the
reason for these logs to be recoded.

— The following event logs may be recorded when operating or
replacement/maintenance of each device of network adapter/SCSI disk/fiber
channel, but there is no problem in continue operating the system. However, there
might be a problem in OS or software environment if logs are recorded regardless
of following the maintenance procedure or they are recorded repeatedly. Contact
your maintenance service company.

Source: HAS Fault Tolerance

Type: Warning

EventID: 209 - 213

Started maintenance operation without suspending (or stopping) HAS Fault
Tolerance service may be the reason for these logs to be recoded.

If the event ID is 212 or 213 and “The error occurred in the duplex state watchdog
of SCSI devices. Error code: -1” or “The error occurred in the duplex state
watchdog of FC devices. Error code: -1” is registered for the details, applications
such as backup software may access the internal log file of HAS Fault Tolerance
service. This event does not affect the duplication operation.

— The following event logs may be recorded during the system operation, but there
is no problem in continue operating the system. However, there might be a
problem in OS or software environment if logs are recorded repeatedly. Contact
your maintenance service company.

Source: HAS Fault Tolerance
Type: Error
Event ID: 300

These logs report captured information when the program exception occur within
HAS Fault Tolerance service. The program exception occurs for various reasons, but
HAS Fault Tolerance service has allowance function that can handle the problem. It is
also set to self-recover even when exceeding the allowance range.
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HasCitrl-related logs are recorded in the system event log:

— The following event logs may be recorded during the system operation. This log
shows that CPU module is not in a dual mode. There is no problem to the system
by this warning, since CPU module will be set to a dual mode again.

Source: HasCtrl

Type: Warning

Event ID: 1202

Description: The driver failed the fast re-sync function of the CPU module
[Module[Module Number]]
[Module Number] “#0” or “#1”

Source: HasCtrl

Type: Warning

Event ID: 3500

Description: The error occurred on the CPU module of Module [Module

Number].

[Module Number] “#0” or “#1”
Source: HasCtrl
Type: Warning

EventID: 4000
Description: The error occurred on the CPU module of Module [Module

Number].

[Module Number] “#0” or “#1”
Source: HasCtrl
Type Warning

EventID: 4310
Description: Synchronization of the CPU module stopped.

HASIPMI-related logs are recorded in the system event log:

— The following event logs may be recorded during the system operation. These
logs are recorded when the software that access to BMC could not receive
response from BMC within a given period of time. There is no problem to the
system by this warning.

Source: HASIPMI
Type: Information
Event ID: 22

Description: IPMI driver detected the response timeout of BMC.
Process = (Although Primary BMC is ready)

Source: HASIPMI
Type: Information
Event ID: 22

Description: IPMI driver detected the response timeout of BMC.
Process = (Secondary BMC is still running)
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ESM HAS Storage Service-related logs are recorded in the system event log:

— Even though the mirror volume is actually built, when the system is highly loaded,
the following event logs may be recorded repeatedly. Since the system is highly
loaded, the status of SCSI slot and mirror disk cannot be retrieved, and incorrect
status is retrieved temporally, and these logs are recorded. If you can verify that
the mirror volume is established, there is no problem, so ignore them.

Source: ESM HAS Storage Service
Type: Warning

EventID: 601

Source: ESM HAS Storage Service
Type: Information

Event ID: 602

Source: ESM HAS Storage Service
Type: Information
Event ID: 402

The following event logs may be recorded during the system operation. This is
caused because there are internally two types of “Empty” status that shows that
disks are not loaded. For example, if disks do not exist in Slot 1 and Slot 4,
“Empty” simply indicates information. Also, if the disk where a volume is not
created exists in Slot 4, “Empty” of Slot 1 is just at the information level. If a
simple volume is created on the disk of Slot 4, “Empty” of Slot 1 is treated as the
warning level to secure the redundancy. In this case, check the volume creation
status, and configure the mirror volume.

Source: ESM HAS Storage Service

Type: Warning

EventID: 401

Description: Status of the SCSI Slot (ID:41/[Slot Number]) has changed from
Empty to Empty.
[Slot Number]: a number between 0 and 5

Source: ESM HAS Storage Service

Type: Information

EventID: 402

Description: Status of the SCSI Slot (ID:41/[Slot Number]) has changed from
Empty to Empty.
[Slot Number]: a number between 0 and 5

— The following event log may be recorded while the server is starting. To start the
server, start one module and then another one, and make them duplex. For this
reason, if only one module has been started but the other one is starting, the status
of the SCSI adapter and the bus temporarily becomes Simplex and Offline
respectively. There is no problem if each status changes to Duplex after the duplex
operation completes. Because of this, right after the server is started and the event
that the status is changed to Duplex is registered when the duplex operation
completes, there are not any problem, so ignore it.
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Source:

Type:
Event ID:

Description:

Source:

Type:
Event ID:

Description:

Source:

Type:
Event ID:

Description:

Source:

Type:
Event ID:

Description:

ESM HAS Storage Service

Warning

101

Status of the SCSI Adapter (ID:[Device Path ID of SCSI Adapter])
has changed from Duplex to Offline.

[Device Path ID of SCSI Adapter]: 0/10/104 or 1/11/104

ESM HAS Storage Service

Information

102

Status of the SCSI Adapter (ID:[Device Path ID of SCSI Adapter])
has changed from Duplex to Simplex.

[Device Path ID of SCSI Adapter]: 0/10/104 or 1/11/104

ESM HAS Storage Service

Warning

201

Status of the SCSI Bus (ID:[Device Path ID of SCSI Bus]) has
changed from Duplex to Offline.

[Device Path ID of SCSI Bus]: 0/10/104/0, 0/10/104/1, 1/11/104/0
or 1/11/104/1

ESM HAS Storage Service

Information

202

Status of the SCSI Bus (ID:[Device Path ID of SCSI Bus]) has
changed from Duplex to Simplex.

[Device Path ID of SCSI Bus]: 0/10/104/0, 0/10/104/1, 1/11/104/0
or 1/11/104/1
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Problems with NEC EXPRESSBUILDER

When the server is not booted from the NEC EXPRESSBUILDER CD-ROM, check the following:

O Did you set the NEC EXPRESSBUILDER CD-ROM during POST and restart the
server?

— If you do not set the NEC EXPRESSBUILDER CD-ROM during POST and
restart the server, an error message will appear or the OS will boot.
O Is BIOS configuration correct?

— The boot device order may be specified with the BIOS setup utility of the server.
Use the BIOS setup utility to change the boot device order to boot the system
from the DVD-ROM drive first.
<Menu to check: [Boot]>

When an error occurs while the NEC EXPRESSBUILDER is in progress, the following message
appears. After this message appears, check the error and take the appropriate corrective action
according to the error codes listed in the table below.

Message

Cause and Remedy

This machine is not supported.

This NEC EXPRESSBUILDER version is
not designed for this server. Execute the
NEC EXPRESSBUILDER on the compliant
server.

NVRAM access error

An access to the nonvolatile memory
(NVRAM) is not acceptable.

Hard disk access error

The hard disk is not connected or it is
failed.

Check whether the hard disk is correctly
connected.

There is no device specific
information on motherboard.
Restore the backup information or
write the information using
[System Information Management]
in offline maintenance utility.

Only maintenance personnel can
operate this.

Are you going to run offline
maintenance utility?

This message is displayed when NEC
EXPRESSBUILDER cannot find device
specific information, such as when
replacing a motherboard.

Maintenance personnel write information
using offline maintenance utility.
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Problems with Master Control Menu

Failed to read online documentation:
O Is Adobe Acrobat Reader installed properly?

— A part of online documentation is supplied in PDF file format. Install the Adobe
Acrobat Reader (Version 4.05 or later) in your operating system. You can also
install the Adobe Acrobat Reader using the NEC EXPRESSBUILDER CD-ROM.
Launch the Master Control Menu and select [Setup] - [Adobe Acrobat Reader].
(After installation, launch Adobe Acrobat Reader and agree on license agreement

before you use it).
Image of online documentation is not clear:
O Is your display unit set to display 256 colors or more?

— Set the display unit to display 256 colors or more.

The master control menu fails to appear:
O Isyour system Windows NT 4.0 or later, or Windows 95 or later?

— The CD-ROM Autorun feature is supported by Windows NT 4.0 and Windows 95.
The older versions do not automatically start from the CD-ROM.

O Is Shift pressed?

— Setting the CD-ROM with Shift pressed down cancels the Autorun feature.
O Isthe system in the proper state?

— The menu may not appear depending on the system registry setting or the timing
to set the CD-ROM. In such a case, start the Internet Explorer and run
\MC\LST.EXE in the CD-ROM.
Menu items are grayed out:

O Is your computer environment proper?

— Some software requires the administrative authority for operation or needs to
operate on the server. Use that software in the appropriate computer environment.
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Problems with Configuration Diskette Creator

O The bit map of the Configuration Diskette Creator window is not displayed correctly
during settings of setup information. (When the Trekking command is used)

— If the specified number of colors is fewer than 256 in the display setting, the bit
map is not displayed correctly, but the setup information can be displayed.

O The Point to Point tunneling protocol cannot be set.

— The protocol is not supported at present. After installation, set the protocol
through Control Panel. In this case, rebooting is not necessary.

O The details of a network adapter cannot be set.

— Configuration Diskette Creator is unable to set the details of network adapters.
Start Windows Server 2003, and set the details through Control Panel.
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Problems with NEC ESMPRO
NEC ESMPRO Manager

— See Chapter 5. See also online document in NEC EXPRESSBUILDER CD-ROM
for troubleshooting and other supplementary information.

NEC ESMPRO Agent

Change in monitoring interval of file system and threshold value of free space monitoring
do not reflect:

— Change in monitoring interval by the file system monitoring function of NEC
ESMPRO Agent, threshold value of free space monitoring do not reflect
immediately. The configuration change becomes effective in the next monitoring
interval of monitoring service after changing the setting.

NEC ESMPRO Manager does not receive traps from NEC ESMPRO Agent properly:

— When the trap community which receives traps in the setting of NEC ESMPRO
Manager is changed from the default setting “public”, SNMP service setting needs
to be changed. See the separate user’s guide (Setup), and set the same community
name configured in NEC ESMPRO Manager. For NEC ESMPRO Manager to
receive traps from NEC ESMPRO Agent properly, both community names must be
matched.

Alert is redundantly reported to NEC ESMPRO Manager:

—  When NEC ESMPRO Manager’s IP address (or host name) assigned to SNMP
service to send traps is assigned in the message manager (TCP/IP), a warning
message for redundancy is displayed. Alert is redundantly reported when the same
NEC ESMPRO Manager is assigned.

Cannot monitor from NEC ESMPRO Managet:

—  When a community name besides “public” is entered in SNMP service trap
properties sheet, see the separate user’s guide (Setup) and add the value to
“Accepted community names” in security properties sheet. When the choice of
“Accepted community names” is set other than “READ CREATE” or “READ
WRITE”, monitoring from NEC ESMPRO Manager cannot be done.

NEC ESMPRO Agent cannot receive SNMP packet from NEC ESMPRO Manager:

— When you changed the community name which receive SNMP packet of SNMP
service from the default name “public” to the desired name, you must register new
community name of NEC ESMPRO Agent from the [Control Panel]. Follow the steps
below:

1. Double-click the [NEC ESMPRO Agent] icon in [Control Panel].
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2. Select a desired community name from the [SNMP Community] list box in
[SNMP Setting] of the [General] sheet.

The community names to receive SNMP packets are listed in the [SNMP
Community] list box.

3. Click the [OK] to terminate the operation.

The community name to send SNMP packet from NEC ESMPRO Manager and the
community name to receive SNMP service in NEC ESMPRO Agent must be the same
to receive SNMP packet properly.

NEC ESMPRO Agent does not operate properly:

— When SNMP service is added after applying service pack when OS is installed,
apply service pack again. Otherwise, SNMP service does not run properly and
NEC ESMPRO Agent may not run.

— SNMP service is necessary for NEC ESMPRO Agent to run. If you deleted SNMP
service after installing NEC ESMPRO Agent, reinstall NEC ESMPRO Agent after
installing SNMP service.

— SNMP service may be used among other software. If you install SNMP service
and NEC ESMPRO Agent while such software is installed, NEC ESMPRO Agent
service may not be able to start. In such case, delete SNMP service once and install it
again. Then, reinstall NEC ESMPRO Agent and other software described above.

[Unknown] or illegal information is displayed in CPU information:

— If you select [CPU Module]-[CPU] in the FTServer tree of the data viewer,
unknown or incorrect information appear in some information items.

— The CPU information can be viewed by selecting [System]-[CPU] in the
[ESMPRO] tree.

Status of logical PClI slot:

— There is no effect to PCI module (10 module) since 1/0 hub and a display
controller on PCI module (10 module) are logical PCI slot information. Hence, for
[PCI slot (ID:0/10/102)] and [PCI slot (ID:0/10/103)] under [PCI module
(ID:0/10)] of FT tree of the date viewer, “Status” becomes “Online” and the status
color becomes green.

Message prompting to reconfigure a tree in the date viewer is displayed:

— If you dynamically change the configuration of the CPU or PCI module (10
module) in the relevant system during review of the server information by using
the data viewer, the message prompting you to reconstruct the tree of the data
viewer will appear. If you click the [Yes] button, the tree is reconstructed in the
data viewer to reflect the change of the system configuration on the data viewer. If
you click [No] button, the tree will not be reconstructed in the data viewer. If such
case, the information in the data viewer may be different from the current system
information because the change of the system configuration is not reflected on the
data viewer.
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Module status is shown “Fault”:

— PCI modules (10 modules), SCSI adapters, SCSI buses, and modules under the
SCSI enclosure have impact on each other. For example, when the “Status” item
of a module changes to “fault,” it may be caused by other module error. Check the
status of the other modules referring to alert message.

Status color changes to different colors after mounting a hard disk drive:

— The status of hard disk drive and its upper component, SCSI enclosures change
while generation of the mirror is completed after mounting a hard disk drive. In
addition, it may take several minutes for OS to recognize the change of disk status
and/or disk may need to be scanned again. A status color may turn to abnormal
during the process, but it will return to normal color once a mirror is successfully
generated.

Line fault and high line load are reported:

— The LAN monitoring function defines the line status depending on the number of
transmission packets and the number of packet errors within a certain period of
time. Thus, the LAN monitoring function may report a line fault or high line load
only in a temporary high line impedance state. If a normal state recovery is
immediately reported, temporal high line impedance may have occurred. Hence,
there is no problem.

Threshold value of LAN monitoring does not reflect:

— Because the NEC Express5800/ft series detects hardware faults on the network in
the driver level, NEC ESMPRO Agent does not monitor line faults. Thus, the
value set for "Line fault occurrence rate” of a [LAN] tab of [NEC ESMPRO Agent
properties] in the control panel is not used.

Remote shutdown function or change of threshold value function from NEC ESMPRO
Manager cannot be used:

— Depending on your OS type or its version, settings for community, SNMP
service’s security function, are not made, or default settings of authority are
different. To enable the remote shutdown and threshold change functions via NEC
ESMPRO Manager, make settings of community and set its authority to "READ
CREATE" or "READ WRITE."

Machine in a sleep state cannot be monitored:

— NEC ESMPRO Manager cannot monitor the NEC ESMPRO Agent machine in
the sleep state (system standby or system halt state).

—  While NEC ESMPRO Manager monitors server shutdown, the relevant NEC
ESMPRO Agent machine may be entered into the sleep state. If so, the report
"server access disabled" is issued and the status color of the server icon becomes
gray. This cannot indicate whether the NEC ESMPRO Agent machine is shut
down or entered into the sleep state. Keep these in mind when operating the
system where systems to be monitored may enter the sleep state.
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Some items cannot be monitored in NEC ESMPRO Manager:

— NEC ESMPRO Manager Ver4.23 or later is necessary to monitor NEC
Express5800/ft series. If you are using older version, install NEC ESMPRO
Manager CD-ROM that comes with the device.

Various logs cannot be referred in ESRAS Utility:

— ESRAS Utility is software that refers various logs, print out, output to a file, and
initialization in NEC Express5800/ft series in which NEC ESMPRO Agent is
installed. When ESRAS Utility of NEC ESMPRO Manager is used, there are
some devices that cannot refer various logs.

— Use ESRAS Utility of NEC ESMPRO Agent. It is registered in CD-ROM that
comes with the device. Install it from related utility of ESMPRO setup.

Managing dual mode system:

— When managing dual mode system, install Operation/Standby separately to local
disk. Installation of NEC ESMPRO Agent is same as normal installation except
installing to two servers.

The monitoring event is not alerted:

— The alert function is based on the event information registered in the event log of
the system. Thus, set the event log process on the event viewer to [Overwrite
events as needed]. The monitoring event is not alerted in the setting other than
that.

— The event registered in the monitoring event tree on the setting tool of alert
function (Alert Manager) is not alerted to the manager if Alert Manager Main
Service does not operate. Even when the service is operating, if the
enabled/disabled flag of each alerting ways is disabled, the event is not alerted.
The alert enabled/disabled flag is set by selecting [Base Setting] — [Report]
Properties from [Setting] of Alert Manager. Also the event occurred before
Eventlog Service started at the time of system startup cannot be alerted.

— You can set the time to the shutdown by selecting [Base Setting] — [Other] on the
setting tool of the alert function (Alert Manager). The initial value is 20 seconds.
When you set smaller value than this, the alert may not be performed at the time
of shutdown.

— When an alert failure occurs at the time of alerting of monitoring target event, an
error message is logged in the event log. If you newly log the error message which
occurs at the time of alerting as a monitoring target event, the error at the time of
alerting will be alerted again. As the result, large number of alerts will be sent
when recovering the failure. This leads to the increase of system load and the
degradation of the performance. Do not register the events especially which are
produced by the following alert function services as the monitoring target.

Alert Manager ALIVE(S) Service
Alert Manager Main Service
Alert Manager Socket(S) Service
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Printer Information’s Available Time:

When you add a new printer, install its driver and make its settings, if you do not make settings for
the available time from the properties window of the printer, the printer’s available time (From and
To) in [Printers and Faxes] are [00:00], on the other hand, NEC ESMPRO Manager’s time are
[9:00]. To display them properly, make the settings of printer from its properties window. The
procedures are as follows:

1. From [Control Panel], click [Printers and Faxes], and open the properties window of a printer
for making settings.

Select the [Advanced] tab.

Enter values in the available time (“Available from” and “To”), and click [OK] on the
properties window to exit.

Now, you can see the correct information from NEC ESMPRO Manager, too.

The disk related works are desired while NEC ESMPRO Agent is running:
— The following works to disks (hard disk drive or magneto optical) are not allowed
while NEC ESMPRO Agent is running.

® To format or delete a partition by Disk Administrator or by other means.

®  To request programmatically to remove media from removable disks such as
MO, Zip and PD.

Please conduct these works by following the procedure written below.
1.  Open [Control panel] — [Service].
2. Select a service named “ESM Common Service” and click [Stop].

3. Confirm that “ESM Common Service” is stopped, and close the [Service] in
[Control Panel].

4. Do the disk-related works.

5. Open the [Service] in [Control Panel] again. Select “ESM Common Service”
and click the [Start].

6.  Confirm that “ESM Common Service” is started and close the [Service] and
[Control Panel].

Changing the threshold of temperature/voltage/fan monitoring is desired:
— Displaying/changing the threshold of the temperature/voltage /fan from NEC
ESMPRO Agent is not allowed. However, you can display the threshold on the
data viewer of NEC ESMPRO Manager on some models. NEC ESMPRO Agent
monitors using the appropriate threshold that is set for each model.

The detail information of alert is displayed as “Unknown”:
— Detail information of some alert displayed on the alert viewer may be displayed as
“Unknown.”
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Monitoring the failures of the tape device is desired:

—

NEC ESMPRO Agent does not monitor the failures of the tape device. If you want
to conduct monitoring, use backup software or tape monitoring application. Using
the event monitoring function of NEC ESMPRO Agent allows you to monitor the

event log of backup software or applications.

File system monitoring cannot be inherited on the system using NEC
EXPRESSCLUSTER:

%

When using NEC ESMPRO Agent in the cluster environment configured by NEC
EXPRESSCLUSTER, there is the following limitation:

If a failover occurs, the settings of the threshold for the empty space monitoring
function and the enable/disable of monitoring of the operating sever are not
inherited to the standby server. Make sure to reset the threshold and the
enable/disable of monitoring on the standby server.

Temperature/voltage/fan sensors appear in an incorrect manner:

%

Some modes are equipped with temperature/voltage/fan sensors that do not have
information on status, current values, rpm, threshold etc. Therefore, if you view
such a sensor on NEC ESMPRO Manager, it may be displayed as follows:

The status becomes “Unknown” (grayed out) on the data viewer.
The current value or rpm is displayed as “Unknown” on the data viewer.

The status is grayed out on the Web component data viewer.

W The current value or rpm becomes blank on the Web component data viewer.

Even if the sensor is stated like stated above, it is monitoring the server.

Temperature/voltage error occurs on the CPU/PCI modules:

%

At the time when a temperature or voltage error occurs on CPU/PCI module
(CPU/10 module), necessary actions will differ depending on their status as
shown below. You can check the status of each module from the data viewer of
NEC ESMPRO Manager or Server Maintenance Utility.

Status Operation

Duplex Stop the failed CPU/PCI module (CPU/IO module).

Simplex Shut down the system.

If the status is “Empty”, the module is not mounted. Sensor monitoring is not
conducted.

If disks are mounted on PCI modules (10 modules), the status of both modules is
“Simplex” while the disks are mirrored. Temperature or voltage error occurring
during disk mirroring will result in the system to shut down.
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Network drive is not displayed in the data viewer:
— On WindowsXP or the OS released after it, the drive connected to network is not
displayed under the file system tree in the data viewer of NEC ESMPRO
Manager.

Shutdown monitoring:

—  When performing shutdown monitoring, all shutdown processes are to be
monitored. If there is an application that performs shutdown without rebooting OS
or turning off the power, set the timeout value longer or disable the monitoring
function.

The external clock of CPU is listed as “Unknown”:

— In [CPU information] of Data Viewer’s system tree, the external clock is listed as
“Unknown.”

[ft Server] tree appears on data viewer in an incorrect manner:

— After the system starts up, the tree or the state of a Data Viewer may not be
displayed correctly due to high load of the system. In about 20 minutes after the
system startup, when a pop-up message which prompts you to reconstruct a Data
Viewer appears, click [OK]. The Data Viewer will be reconstructed and the tree
and the status will be displayed correctly.

The information on the floppy disk appears in an incorrect manner:

— After switching on and off the power of the CPU/PCI module (CPU/IO module),
the floppy disk drive name of [I/O Device] on Data Viewer may be different from
the name that is recognized by the OS.

(Example: drive name on Data Viewer: “A”
drive name recognized by the OS “B”)
Check the floppy disk drive name on Explorer.

— If you add or delete floppy disk drive connected with USB while the system is
running, the drive information under the [1/O Device] in the data viewer will be
updated at the next system startup.

When the Displayed BIOS Information is Incorrect

Additional information of BIOS which is displayed by clicking [ft] - [CPU Module] - a CPU
module - [General] - [BIOS Information] on a Data Viewer or by clicking a CPU module and
clicking [BIOS Information] on Server Maintenance Utility may not be displayed correctly. In such
a case, display the BIOS information on a Data Viewer by clicking [ESMMIB] - [BIOS].
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The status of Ethernet board is displayed as an error:

— If an Ethernet adapter is not used (not connected to cable), set it to “Disable” in
[Network Connections] from Control Panel. If an Ethernet adapter are about to
disable has dual LAN settings (AFT function), remove the dual LAN settings
before disable it.

NEC ESMPRO Agent does not work properly in the environment where Oracle
products and NEC ESMPRO Agent coexist:

— The installation of the Oracle products may change Startup type of SNMP Service
into “Manual.” If so, change the setting back to “Automatic” and set up correctly
according to the description of the Oracle product.

SCSI Status on a Data Viewer:
O “Unknown” is always displayed for the following items:

- “Serial Number”, “Firmware Revision” and “ROMBIOS Revision” in “General” of
“SCSI Adapter”

- “Reassign Block Count” and “Reassign Block threshold” in “General” of “SCSI
Slot”

SCSI Status while IO Module is Starting or being Stopped:

— While an 10 module is starting or being stopped, the status of SCSI adapters, SCSI
bus, SCSI enclosure, SCSI slots, and mirror disks temporarily indicates an
undefined status. Once the module is started or stopped, the status will return to
normal.

Status of SCSI Slots and Mirrored Disks at High Load:

— When the system load is high, the status of SCSI slots and mirror disks may not be
obtained, and incorrect status may be displayed temporarily.

Event of “ESM HAS Storage Service” when Starting the Server for the First Time:

— After installing the server and when it is started for the first time or when it is
started for the first time after the system is reset up, an event that SCSI-related
status has changed is registered. However, the previous status in the message shows
an undefined value.
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Event 401 and 402 of “ESM HAS Storage Service”:

— An event “Status of SCSI Slot (ID:41/n) has changed from Empty to Empty” may
be registered to the event log because, internally, there are two types of the status
“Empty” which indicates that a disk is not mounted. For example, when no disk is
mounted in both Slot 1 and Slot 4, “Empty” is simply informational. Slot 1 also
indicates “Empty” when a disk that no volume is created is in Slot 4. However, if a
simple volume is created on the disk in Slot 4, the status “Empty” of Slot 1 is
handled as a warning in order to maintain redundancy. In such a case, check the
status of volume creation and configure mirror volumes.

SCSI Slot Indication when a Disk Fails:

— When a disk which has failed before it is mounted, the SCSI slot status becomes
“Broken.” The status changes from “Broken” when a mirror volume is created on
the disk or any mirror volume is resynchronized.

ESMhstrg.dat:

— While the server is running, the “\data\ESMhstrg.dat” file in the installation
directory (default is “C:\ESM”) of NEC ESMPRO Agent cannot be accessed. For
this reason, when backup software is used, this file is not backed up. Also, because
the “ESMhstrg.dat” file is recreated while the server is running, there will not be
any problem even if the file is not backed up.

PCI Module Status is “Empty”:

— If devices such as LANs and FCs in the PCI module are not duplicated, the PCI
module status becomes “Empty.” If the PCI module status is “Empty,” make sure
that the LAN and FC cables are connected to and LANs are teamed.

“Warning” is displayed for a “Normal” mirror volume on Disk Management:

— If the combination of the disks that configure a mirror is different from the one
described in “Disk Operations” in Chapter 3, “Warning” is displayed for a normal
mirror volume.
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COLLECTION OF TROUBLE LOGS

In the event of trouble, you can get information in the procedures described below:
IMPORTANT:

m You can perform the procedures described below only when you are asked by your
maintenance personnel to get trouble logs.

m When the system restarts after the trouble, it may show a message that there is a shortage of
virtual memory. However, continue the system startup. If you reset and restart the system,
you cannot get correct information.

Collection of Event Logs

Collect the logs of various events that have occurred in the NEC Express5800/ft series.

IMPORTANT: If a STOP error or system error has occurred or the system has stalled, restart
the system, and then start collecting event logs.

1. Click [Start] - [Settings] - [Control Panel] - [Administrative Tools] - [Event Viewer].
2. Select the type of the log to be collected.

[Application Log] contains events related to the applications that were active at
occurrence of the events. [Security Log] contains security-related events. [System Log]
contains events that occurred in system components of Windows Server 2003, Enterprise
Edition.

3. Click [Save Log File As...] in the [Action] menu.

ﬂ Event Yiewer

| action  iew |J = | | [
|

T OpenLog Rl Swskerm L
Save Log File As... -
L Mew Log View ’
© Clear all Events %i:;z:
Renarne @Inan
Refresh @Inﬁ:n
Export List, ., @Infnn
Properties %i:;z:
Help @Infnrl
@Inﬁ:rl

4. Enter the name of the target archive log file in the [File name] box.

5. Select the format of the target log file from the [Save as type] list box, and click [OK].
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Collection of Configuration Information

Collect information such as the hardware configuration and internal setting information of the NEC
Express5800/ft series.

IMPORTANT: If a STOP error or system error has occurred or the system has stalled, restart
the system, and then start the work.

1. Click [Start] - [All Programs] - [Accessories] - [System Tools] - [System Information].

2. Select the [Save...] from the File menu.
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3. Enter the name of the target file in the [File name] box.
4. Click [Save].

Collection of Diagnostic Information by Dr. Watson

Collect diagnostic information related to application errors by using Dr. Watson.
You can designate any destination to save diagnostic information.

For details, see help information. Click [Start] - [Run...], execute "drwtsn32.exe," and click [Help]
in the [Dr. Watson for Windows] dialog box.



Troubleshooting 7-53

COLLECTION OF THE MEMORY DUMP

If a failure occurs, the memory data should be dumped to acquire the required information. If you
stored the dump data in a DAT, label it so as to indicate the software (e.g. NTBackup) you used for
storing it. You may save the diagnosis data to a desired destination.

IMPORTANT:

m Consult with your sales agent before dumping the memory. Executing memory dumping
while the server is in the normal operation may affect the system operation.

m Restarting the system due to an error may display a message indicating insufficient virtual
memory. Ignore this message and proceed. Restarting the system again may result in
dumping improper data.

Preparing for Memory Dump

Memory dumping with the DUMP switch may disable the server to restart. In such a case, it is
required to force the server to shut down. This forced shutdown, however, is not available if
"Enabled" is selected for "Switch Inhibit" on the Security menu of the BIOS setup utility, SETUP,
because this setting disables POWER switch operation.

Follow the procedure below to change the setting to enable the forced shutdown and restart of the
server.

1. Power on the server and start the BIOS setup utility, SETUP.
2. Select "Disabled" for "Switch Inhibit" in the Security menu.
3. Save the configuration data and exit the SETUP.

Saving Dump Files

Press the DUMP (NMI) switch to save the dump file
when an error occurs. Insert something
sharp-pointed like a pen into the switch hole to press
the DUMP switch.

Pressing the DUMP switch saves the dump file in
the specified directory. (Memory dumping may not
be available when the CPU stalls.)

IMPORTANT: Do not use a toothpick or plastic Dump (NMI) switches
stick that is easy to break.
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BACKUP OF IPMI INFORMATION

You can collect the IPMI information. NEC ESMPRO Agent must be installed to collect the

information.

1 From the Start menu, select [All Programs] — [NEC ESMPRO Agent] — [ESRAS Utility]. The

[ESRAS Utility] window appears.

2 Select [Most recent IPMI Data] from the tree view to
obtain the information of the local computer. If the data
is displayed, that means the information is successfully
obtained.

3 Select [File] — [Back up the current IPMI
information...].

4 Check the name of the computer of which you want to
create backup.

5 Specify the backup file name and the location where
IPMI information is to be saved, and click [OK].

KV ESRAS Ukility

File Wiew Help
HEL|EEE s 3

EESRAS Utility

Back up the current IPMI information. .. ' _|
oo e e e O __I:I_

Stop displaying a backup file

Exik ki
- Most Recent IPMI Data
[ Saved IPMI Data

g Metwork

IPMI Information Backup x|

Back up IPMI information a selected server

Computer Name: ! I -1 '

by
Backup File Name

‘ﬂ J Browse... I

A
Comrment
Enter a server modsl name, description of a Failurs, ste.

=

=

= 7

o

i



Chapter 8

System Upgrade

This chapter describes procedures to add options and replace failed components.

IMPORTANT:

m Optional devices described in this chapter may be installed or removed by the user. However,
NEC does not assume any liability for damage to optional devices or the server or
malfunctions of the server resulted from installation by the user. NEC recommends you ask
your sales agent to install or remove any optional devices.

m Be sure to use only optional devices and cables designated by NEC. Repair of the server due to
malfunctions, failures, or damage resulted from installing such devices or cables will be
charged.
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SAFETY PRECAUTIONS

Observe the following notes to install or remove optional devices safely and properly.

A\ WARNING

%
e

Observe the following instructions to use the server safely. There are
risks of death or serious personal injury. See “PRECAUTIONS FOR
SAFETY” in Chapter 1 for details.

Do not disassemble, repair, or alter the server.

Do not look into the DVD-ROM drive.

Do not remove the lithium battery.

Disconnect the power plug before working with the server.

A\ CAUTION

A
VN

Observe the following instructions to use the server safely. There are
risks of fire, personal injury, or property damage. See “PRECAUTIONS
FOR SAFETY” in Chapter 1 for details.

Do not install or remove components by a single person.
Do not install the server leaving the cover removed.
Make sure to complete component installation.

Do not pinch your finger(s).

High temperature
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ANTI-STATIC MEASURES

The server contains electronic components sensitive to static electricity. Avoid failures caused by static
electricity when installing or removing any optional devices.

m  Wear wrist straps (arm belts or anti-static gloves).

Wear wrist straps on your wrists. If no wrist strap is available, touch an unpainted metal part of
the cabinet before touching a component to discharge static electricity from your body.

Touch the metal part regularly when working with components to discharge static electricity.
m  Select a suitable workspace.
— Work with the server on the anti-static or concrete floor.

— When you work with the server on a carpet where static electricity is likely to be generated,
make sure take anti-static measures beforehand.

m  Use a worktable.
Place the server on an anti-static mat to work with it.
m  Clothes
— Do not wear a wool or synthetic cloth to work with the server.
— Wear anti-static shoes to work with the server.

— Take off any metal accessories you wear (ring, bracelet, or wristwatch) before working
with the server.

m  Handling of components
— Keep any component in an anti-static bag until you actually install it to the server.
— Hold a component by its edge to avoid touching any terminals or parts.

— To store or carry any component, place it in an anti-static bag.
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PREPARING YOUR SYSTEM FOR UPGRADE

Note the following, when installing or replacing devices, to improve the performance of NEC
Express5800/ft series.

m With the NEC Express5800/ft series, devices can be replaced during the continuous operation.
Take extreme care for electric shock and damage to the component due to short-circuit.

m Optional devices cannot be installed or removed during continuous operation. Normally,
shutdown Windows Server 2003, check that the server is powered off, disconnect all power
cords and interface cables from the server before installing or removing the optional devices.

m To remove the CPU or PCI module during the continuous operation, disable the intended module
(place the module off-line) by using the Server Maintenance Utility of the NEC ESMPRO Agent
or the NEC ESMPRO Manager from the management PC on the network. After a new module is
installed to the server, enable the module using the Server Maintenance Utility or the NEC
ESMPRO Manager.

TIPS:

The system is defaulted to automatically boot the module, once installed. For more
information, see Chapter 5.

m Make sure to provide the same hardware configuration on both groups.
m Use the same slots and sockets on both groups.
m Do not install those devices having different specifications, performance, or features.

m Before removing the setscrews from the CPU/IO modules, place the desired module off-line
using the Server Maintenance Utility or the NEC ESMPRO Manager.
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3.5-INCH HARD DISK DRIVE

The 3.5-inch hard disk drive bay in front of the server contains six slots in which hard disks with the
SCAZ2 interface are installed.

IMPORTANT:

m Do not use any hard disks that are not authorized by NEC. Installing a third-party hard disk may
cause a failure of the server as well as the hard disk. Purchase hard disks of the same model in
pair. Contact your sales agent for hard disk drives optimum for your server.

TIPS:

m  The primary CPU/IO module is determined by the order of connecting power cords (see
Chapter3).

The 320Fb-MR model is used in the example quoted here. However steps you should take are the same
for other models. You can install 25.4mm (1-inch) high hard disk drives to six 3.5-inch hard disk drive
bays on the server. 3.5-imch hard disk drive bays have labels with slot number.

The hard disk drives installed on the slot 0, 1 and 2 are mirrored with the slot 3, 4, and 5 respectively.
(The OS is installed on the mirror volumes that consist of the hard disks in the slot 0 and 3)
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Slots to execute the mirroring process

Empty slots in the 3.5-inch hard disk drive bay contain dummy trays. The dummy trays are inserted to
improve the cooling effect within the device. Always insert the dummy trays in the slots in which hard
disks are not installed.

Attach an HDD ID label indicating the slot number of installed hard disk to the handle of the hard disk.
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Installing 3.5-inch Hard Disk Drive

Follow the procedure below to install the hard disk. A hard disk may be installed in another slot in the
same procedure.

IMPORTANT:

Make sure to read "ANTI-STATIC MEASURES" and "PREPARING YOUR SYSTEM FOR
UPGRADE" before starting installing or removing options.

1. Click [Start] - [Administrative Tools] - [Computer Management]. The [Computer Management]
window appears.

Click [Disk Management] under [Storage] in the console tree.
<If you are using the tower model>
Unlock the front door lock with the security key and open the front door.
<If you are using the rack model>
Unlock the front bezel with the security key and detach it.
4. Identify the slot to which you want to install the hard disk.

Install a hard disk in an empty slot in the group, starting from the lower slot. (In the order of slot
0, slot 3, slot 1, slot 4, slot 2, and slot 5)

5. Hold the handle of the dummy tray to remove the
tray.

IMPORTANT:

Keep and store the dummy tray with care.

6. Unlock the hard disk to be added.
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7.

8.

10.
11.

12.

Firmly hold the handle of the hard disk to install and
insert the hard disk into the slot.

TIPS:

m Insert the disk until the lever hook touches the
server frame.

m  Check the orientation of lever. Insert the hard
disk with the lever unlocked.

Slowly close the lever.

When the lever is locked, you will hear a click sound.

IMPORTANT:

Be careful not to pinch your finger(s) between the
lever and handle.

TIPS:

Check the hook of the lever is engaged with the frame.

Connect the power cord.

Press the POWER switch to power on.

<If you are using the tower model>

Close the front door and lock it with the security key.
<If you are using the rack model>

Install the front bezel and lock it with the security key.

Set the dual disk configuration (see Chapter 3).



8-8 System Upgrade

Removing 3.5-inch Hard Disk Drive

Follow the procedure below to remove the hard disk.

IMPORTANT:

Make sure to read "ANTI-STATIC MEASURES" and "PREPARING YOUR SYSTEM FOR
UPGRADE" before starting installing or removing options.

1. Shutdown Windows Server 2003.
The system turns off automatically.
Disconnect all the power cords from the power outlet.
<If you are using the tower model>
Unlock the front door lock with the security key and open the front door.
<If you are using the rack model>
Unlock the front bezel with the security key and detach it.
4. Push the lever of the hard disk to unlock the handle.

Hold the handle and hard disk to pull them off.

Install the dummy tray in an empty tray according to
procedures described in "Installation".

Make sure to install the dummy slot in the empty slot to
improve the cooling effect within the device.
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Replacing 3.5-inch Hard Disk Drive

Follow the procedure below to remove the failed hard disk. If the hard disk fails, it should be replaced
with new device with the server powered-on.

IMPORTANT: Make sure to read “ANTI-STATIC MEASURES” and "PREPARING YOUR
SYSTEM FOR UPGRADE" before starting installing or removing options. You can replace disks
during continuous operation.

Replacing the Hard Disk Drive
1. Locate the failed hard disk.
When a hard disk fails, the DISK LED on the hard disk drive’s handle illuminates amber.
The DISK Access LED of the amber lit disk also illuminates amber.

2. Remove the failed hard disk referring to “Replacing Failed Hard Disk Drives” on page 3-16 and
“Removing 3.5-inch Hard Disk Drive” on page 8-8.

No need to shutdown Windows Server 2003.

3. Refer to the steps in "Installing the hard disk™ to install a new hard disk.

TIPS:

m The hard disk to be installed for replacement must have the same specifications as its
mirroring hard disk.

m Use an unsigned hard disk to replace the failed one. If you use a signed disk, you need to
restore the redundant configuration in the procedure of “How to Restore Redundant
Configuration Manually” below.

4. Restore the redundant configuration (see Chapter 3).
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5.25-INCH DEVICE

The server has two slots to which you can install magnetic tape backup devices.

You need a SCSI controller, sold separately, to install a backup device.
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Installing 5.25-inch Device
1. See page 8-4 to prepare for installation.

2. Loosen screws to remove the side cover.

3. Loosen screws to remove the tray for adding devices.

4. Remove the four screws securing the dummy cover,
and remove the dummy cover.
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5. Fix the device to the tray for adding devices with the
four screws.

6. Gently insert the device into the tray and secure
it with the screw.

7. Connect the SCSI cable and power cords to the
device.

IMPORTANT:

Distorted connector pins or loose
connections may cause malfunction. Make
sure that the device and cable connectors are
connected correctly.

Secure the side cover with the screws.

Set up the SCSI BIOS referring to the manual
shipped with the SCSI controller.

10. Install the device driver of the installed device.

Removing 5.25-inch Device

Removal is the reverse of the installation.



System Upgrade 8-13

CPU/IO MODULE
To replace a CPU (processor, DIMM (memory), PCI card, you need to remove the CPU/IO module.

IMPORTANT:
m  Ask your sales agent to replace the CPU/IO module and components of the CPU/IO module.

m  Make sure to read "ANTI-STATIC MEASURES" and "PREPARING YOUR SYSTEM FOR
UPGRADE" before installing or removing options.

m  To install or remove CPU or DIMM, first power off the server before removing the CPU/IO
module.

®  Removing the module being operating may cause unexpected trouble. Use the management
software (e.g., Server Maintenance Utility or NEC ESMPRO Manager) to identify the module
to be removed so that the module is removed when it is stopped, without fail.
Then remove the relevant module after verifying the Status LED on the CPU/IO module. See
Chapter 2 “LEDs” for details of the Status LED.

m  After installing CPU/IO module, always power on the module using the power switch.

Precautions

When replacing a CPU/IO module, replace one module and wait until dual configuration is
established to replace the other module. If you replace the both modules simultaneously,
establishing dual CPU/IO module configuration, which can result in interruption of the whole
system. (See Chapter 7 “Troubleshooting.”)
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Removing CPU/IO Module

Follow the procedure below to remove the CPU/IO module.

The 320Fb-MR model is used in the example quoted here. However steps you should take are the same
for other models.

1. Stop the CPU/IO module you want to remove.

To this end, use the Server Maintenance Utility of the NEC ESMPRO Agent installed to your
server or the Data Viewer of the NEC ESMPRO Manager.

For the detailed procedure, see "NEC ESMPRO Agent and Manager" - "Maintenance of
NEC Express5800/ft series” in Chapter 5.
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NEC ESMPRO Manager Server Maintenance Utility
Select [ft] - [CPU Module] - [CPU Module (to be Select [FTServer] - [CPU Module] - [CPU Module (to

removed)] - [Maintenance] - [Bring Up/Bring Down]  be removed)] - [Bring Up/Bring Down] - [Down].
- [Bring Down].

Repeat the operation mentioned above for the 10 module and confirm that the status of the
CPU/10 module and the 10 module are “Removed.”

2. If the module POWER LED of the module to be removed is illuminated, press the module
POWER switch to power off the module.

3. <Ifyou are using the tower model>
Unlock the front door lock with the security key to open the front door.
<If you are using the rack model>

Unlock the front bezel with the security key and detach it.
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4. Loosen the screws securing the CPU/IO module
handle to press down the handle.

The lock is unlocked and the CPU/IO module is
pulled out.

IMPORTANT:

Before you pull out a CPU/IO module, check
the rear of the server to make sure cables for Handle

connection with peripheral equipment or

network are disconnected. If any cables are connected, keep a record of where the cables
are connected and then disconnect all cables connected to the module you are to pull out.

5. Hold the release levers of the CPU/IO module and pull it off.

IMPORTANT:
B Do not hold part other than the handle to pull the module.

B Handle the CPU/IO module carefully. Do not drop the module or bump it against
parts in the device when you remove it.

6. Carefully place the CPU/IO module on a flat and sturdy table.
Avoid the dusty or humid place.

This allows you to access the devices in the CPU/IO module. For more information on how to
handle these devices, see the associated sections.
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Installing CPU/IO Module

Follow the procedure below to install the CPU/IO module:

The 320Fb-MR model is used in the example quoted here. However steps you should take are the same
for other models.

IMPORTANT:

Make sure to read "ANTI-STATIC MEASURES" (page 8-3) and "PREPARING YOUR
SYSTEM FOR UPGRADE" (page 8-4) before starting installing or removing options.

1. Firmly hold the CP/IOU module with both hands and insert it into the rack.

Hold the CPU/IO module in such a way that its back panel connector faces the back of the rack
and engage the guides of the
module and chassis, and insert it
slowly.

2. Hold the handle to push the
module as far as it goes.

Handle

3. Put the handle back in the position where it was.

The installed CPU/IO module will start
automatically.

IMPORTANT:

Connect the cables that you disconnected
before removing the CPU/IO module to
where they were originally connected.
Connect cables while the handle is leaned
toward you.

4. Secure the handle with the screws.

IMPORTANT:

m  Secure the handle with the screws. If it is not secured by the screws, the CPU/IO will
not be powered on.

m  In some system statuses or settings, auto start up or integration does not take place
when the module is connected. In such a case, check the status by using the Server
Maintenance Utility or NEC ESMPRO Manager data viewer, and then power on by the
module POWER switch or start up the 10 and CPU modules.

m  After installing CPU/IO module, always power on the module using the power switch.
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DIMM
The DIMM (dual inline memory module) is installed to the DIMM socket in the CPU/IO module on
the NEC Express5800/ft series.

The CPU/IO module board is equipped with six sockets. Two DIMMS are installed on the DIMM slot
Al and B1 as standard equipment. (The standard DIMMSs can be replaced with other DIMMSs.)

320Fb-L and 320Fb-LR models: 512MB DIMMx2
320Fb-M and 320Fb-MR models: 1GB DIMMx2

DIMMs should be installed to these sockets, starting from the lowest socket number.

TIPS:

®m You can add memory up to:
320Fb-L and 320Fb-LR models: 6GB (1GB x 6)
320Fb-M and 320Fb-MR models: 12GB (2GB x 6)

m In the error messages and logs in POST NEC ESMPRO, or Off-line Maintenance Utility, the
DIMM connector may be described as “group.” The number next to “group” corresponds to
the connector number shown in the figure on the next page.

IMPORTANT:

m  The DIMM is extremely sensitive to static electricity. Make sure to touch the metal frame of
the server to discharge static electricity from your body before handling the DIMM. Do not
touch the DIMM terminals or onboard parts with a bare hand or place the DIMM directly on
the desk. For more information on static electricity, see “ANTI-STATIC MEASURES.”

m  Make sure to use the DIMM authorized by NEC. Installing a third-party DIMM may cause a
failure of the DIMM as well as the server. Repair of the server due to failures or damage
resulted from installing such a board will be charged.

m Before adding or removing DIMMs, power off the server and detach the CPU/IO module.

m  Make sure to read “ANTI-STATIC MEASURES” (page 8-3) and “PREPARING YOUR
SYSTEM FOR UPGRADE” (page 8-4) before installing or removing options.
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DIMM slot A1
DIMM slot B1
DIMM slot A2
DIMM slot B2

— DIMM slot A3
—DIMM slot B3
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Motherboard of the CPU/IO module
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Precautions

Note the following to install or replace DIMM.

m The DIMMs with the same number are linked among the groups. When a DIMM is added to one
group, another identical DIMM should be installed to the socket with the same number in
another group. This rule is applied to the case of removal.

m The linked DIMMs should be of the same product with the same performance.

m DIMMs should be installed in sockets from the lowest socket number to the highest socket
number.
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Installing DIMM

Follow the procedure below to install the DIMM.

1.

10.
11.
12.

Shut down OS.
The sever turns off automatically.

Disconnect the power cords from the
outlets.

Remove the CPU/IO module referring
to page 8-14.

Remove the screw securing the
memory duct, and remove the memory
duct.

Check to be sure in which socket you are mounting the DIMM.

Remove the connector cover from the socket. DIMM connector cover

levers on both ends of the connector are opened, the DIMM
connector cover is unlocked and you can remove the cover.

A DIMM connector cover is installed to the open socket. When the ~ /
S

IMPORTANT:

Keep the removed DIMM connector cover.

Insert a DIMM into the DIMM socket vertically.

TIPS:

Pay attention to the orientation of the DIMM. The terminal of
the DIMM has a cutout to prevent misinsertion.

After the DIMM is completely inserted into the socket, the levers
are automatically closed.

Mount the CPU/IO module referring to page 8-16.

Reattach the removed memory duct and secure it with the tree screws.
Connect the power cords.

Press the POWER switch to power on the server.

Verify that POST displays no error message.
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If POST displays an error message, write it down and see the POST error message list on page
7-4.

13. After starting the OS, set the paging file size to at least the recommended value (1.5 times the
installed memory size). (See “Size of the Partition to be Created” in Chapter 4 of the User’s

Guide (Setup).)
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Removing DIMM

Follow the procedure below to remove the DIMM.

TIPS:

Unless at least two DIMMs are installed, the server does not work.

1. Shutdown OS.
The system turns off automatically.
Disconnect the power cords from the outlets.
Remove the CPU/IO module referring to page 8-14.

Open the lever on both ends of the target DIMM socket to
unlock the DIMM. Then, remove the DIMM.

Mount the CPU/IO module referring to page 8-16.
Connect the power cords.

Press the POWER switch to power on the server.

© N o O

Verify that POST displays no error message.

If POST displays an error message, write it down and see the POST error message list on page
7-4.
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Replacing DIMM

Follow the procedure below to replace a failed DIMM.

1. Identify the failed DIMM using the Data Viewer of NEC ESMPRO Manager.
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Remove the CPU/IO module referring to page 8-14.
Replace the DIMM.
Install the CPU/IO module referring to page 8-16.

A S

Start up the CPU/IO module using NEC ESMPRO Manager or Server Maintenance Utility.
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PROCESSOR (CPU)

In addition to the standard CPU (Dual-Core Intel® Xeon® Processor), you can add one CPU to make
a multi-processor system.

IMPORTANT:

The CPU is extremely sensitive to static electricity. Make sure to touch the metal frame of the
server to discharge static electricity from your body before handling the CPU. Do not touch the
CPU terminals or onboard parts with a bare hand or place the CPU directly on the desk. For
more information on static electricity, see “ANTI-STATIC MEASURES.”

Do not use the system before checking to see it works correctly.

Make sure to use the CPU specified by NEC. Installing a third-party CPU may cause a failure
of the CPU as well as the server.

Before adding or removing a CPU, power off the server and then remove the CPU/IO module.

Make sure to read "ANTI-STATIC MEASURES" and "PREPARING YOUR SYSTEM FOR
UPGRADE" before starting installing or removing options.

CPU#1
(Standard CPU)

CPU#2
(Additional CPU)
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Installing CPU (Model with Air-cooling Kit)

Follow the steps below to install a CPU (model with air-cooling kit).

1. Shut down the OS.
The server is automatically powered off.

2. Unplug the power cords.

3. Remove the CPU/IO module referring to page
8-14.

4. Remove the two screws securing the cooling fan
unit, remove the cable and then remove the
cooling fan unit.

Cooling faun unit

5. Check to be sure of the location of the CPU socket.

6. Detach the socket cover on the CPU socket.

IMPORTANT:

Keep the socket cover.

7. Lift the socket lever.

IMPORTANT:

Open the lever fully. It can be opened 120° or
more.
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8. Lift the CPU socket holder.

9. Place the CPU on the socket carefully.

TIPS:

Pay attention to the orientation of the CPU.
The CPU and socket have pin marks to
prevent misinsertion. Check the pin marks of
the CPU and the socket and insert the CPU
correctly.

10. After pressing the CPU softly against the socket,
place the CPI socket holder back to its original
place.

11. Return the socket lever back to its original place.
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12. Place the heat sink on the CPU and secure it with 4
screws. Loosely fasten the screws in the
cross-coupling way, and then fasten them tightly.

13. Check that the heat sink mounted on the CPU is level
with the motherboard.

IMPORTANT:

m If the heat sink is leaning, remove it and then mount it again. The following are
possible causes:

- The CPU has not been installed correctly.
- The screws have not been fastened tight enough.

m Do not move the heat sink that has been secured with the screws.

14. Insert the cable and fix the cooling fan unit.

15. Install the CPU/IO module referring to page 8-16.

16. Connect the power cord.

17. Turn on the power by pressing the POWER switch.

18. Verify that POST displays no error message. If an error message is displayed, write it down and

check it in the error message list on page 7-4.

Removing CPU (Model with Air-cooling Kit)

Removal of a CPU (model with air-cooling kit) is the reverse of installation.
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Installing CPU (Model with Water-cooling Kit)

Follow the steps below to install a CPU.

Information provided here is for the 320Fb-M and 320Fb-MR models, which have a water-cooling kit
installed.

1. Shut down the OS.
The server is automatically powered off.

Unplug the power cords.

Remove the CPU/IO module referring to
page 8-14.

Cooling fan unit

4. Remove the two screws securing the
cooling fan unit, remove the cable and then
remove the cooling fan unit.

5. Check to be sure of the location of the CPU socket.
6. Detach the socket cover on the CPU socket.

IMPORTANT:

Keep the socket cover.

7. Lift the socket lever.
IMPORTANT:

Open the lever fully. It can be opened 120° or more.
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8. Lift the CPU socket holder.

9. Place the CPU on the socket carefully.

TIPS:

Pay attention to the orientation of the CPU. The
CPU and socket have pin marks to prevent
misinsertion. Check the pin marks of the CPU and
the socket and insert the CPU correctly.

10. After pressing the CPU softly against the socket, return
the socket holder back to its original place.

11. Return the socket lever back to its original place.
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12. Remove the cover sheet on the rear of the water-cooling kit
gently.

13. Install the water-cooling bracket and
secure it with two screws.

14. Fix the water-cooling kit on the
motherboard with four screws of the
pump area. 9 Screw of the pump

IMPORTANT:

Place the protuberances of the
water-cooling kit in the hollows of
the module.

Pump

Protuberances
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15. Mount the cooling fan unit, insert the cable, and
secure the cooling fan unit with two screws.

IMPORTANT:

When mounting the water-cooling fan unit,
avoid catching or damaging the tube of the
water cooling kit.

16. Install the CPU/IO module referring to page 8-16.
17. Connect the power cord.
18. Turn on the power by pressing the POWER switch.

19. Verify that POST displays no error message. If an error message is displayed, write it down and
check it in the error message list on page 7-4.

Removing CPU (Model with Water-cooling Kit)

Removal of a water-cooling kit is the reverse of installation.
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Replacing CPU

Follow the steps below to replace a failed CPU:
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Use Data Viewer of NEC ESMPRO Manager to identify the failed CPU.

Remove the CPU/IO module referring to page 8-14.
Replace the CPU.

P w0 NP

Install the CPU/IO module referring to page 8-16.

The installed CPU/IO module will start automatically.
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PCI BOARD

Up to three PCI boards can be installed to the CPU/IO module. The 320Fb-M model is used in the
example quoted here. However steps you should take are the same for other models.

IMPORTANT:

m The PCI board is extremely sensitive to static electricity. Make sure to touch the metal frame of
the server to discharge static electricity from your body before handling the PCI board. Do not
touch the PCI board terminals or onboard parts by a bare hand or place the PCI board directly
on the desk. For more information on static electricity, see "ANTI-STATIC MEASURES" on
page 8-3.

m Make sure to read "ANTI-STATIC MEASURES" and "PREPARING YOUR SYSTEM FOR
UPGRADE" before starting installing or removing options.

PCI#2

Note the following to install or replace PCI board.

m To make a dual PCI board configuration, install the same type of board (i.e., having the same
specifications and performance) to the same slot in another group.

When a PCI board is installed to one group, another identical PCI board should be installed to
the same slot in another group. This rule is applied to the case of removal.

m Install the PCI boards, starting from the one with the smallest number.
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List of option PCI boards and installable slots:

N-code Product name PCI-1 | PCI-2 | PCI-3 | Remarks

PCI slot performance 64bit/100MHz

Slot size Low Profile

PCl board type 3.3V

Mountable board size MD2
N8804-002 1000BASE-T 1ch board set o 1) o Only one board can be
N8804-003 | 1000BASE-SX 1ch board set mounted when

ch board se ° ° © | N8804-004 or
N8803-033 is installed

N8804-004 1000BASE-T 2ch board set o o o Up to one board can be
N8803-032 | SCSI board o o o | mounted per CPUAG
N8803-033 Fibre Channel board set o o o
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Installing PCI Board

Follow the procedure below to install the board to be connected to the PCI board slot.
TIPS:

To install the PCI board, make sure the shape of the board connector matches with the shape of
the PCI board slot connector.

1. Remove the CPU/IO module referring to the page 8-14.
2. Identify the slot to which you want to install a PCI board and remove the connector cap.
IMPORTANT:

Carefully keep the removed connector cap.

3. Remove the PCI bracket by loosening the screw Screw
and remove the slot cover of an expansion slot.

IMPORTANT:

Keep and store the removed slot cover with
care.

Expansion
slot cover

4. Remove the connector cap installed in the slot in which the board is installed.
TIPS:

To install the PCI board, make sure the shape of the board connector matches with the shape
of the PCI board slot connector.

IMPORTANT:

Keep and store the removed connector cap with care.
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5.

6.

7.

8.
9.

Gently insert the slot on the board against the PCl board
connecting part of the board.

Insert the board for connecting part of the board to securely connect to the slot.

IMPORTANT:

If you have trouble installing the board, remove the board once and install it again. Be
careful since the board gets damaged if you press it too hard.

Install the PCI bracket and secure the board. —

NPT

Install CPU/IO module referring to the page 8-16.
Turn ON the power by pressing the POWER switch of installed CPU/IO module.

Removing PCI Board

Removal of PCI board card follows the reverse procedure of the installation and installs the expansion
slot cover.
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Replacing PCI Board

Follow the procedure below to replace the failed PCI board.

1.

© N o gk~ DN

Check the PCI board LED and identify the failed PCI board.

When the PCI board is failed or incorrectly installed, the three LEDs associated with the PCI
board slot are being turned off.

Remove the CPU/IO module referring to the page 8-14.

Remove the PCI bracket, then remove the PCI board.

Replace the board and fasten it.

Install the CPU/IO module referring to the page 8-16.

Connect the network cable and cables for PCI boards.

The installed CPU/IO module will start automatically.

Confirm that the PCI board is correctly recognized by POST and OS.
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Setup of Optional PCI Board

IMPORTANT:

B To enable the fault-tolerant feature of the optional device, the identical PCI boards must be
installed to the slots with the same number in CPU/IO module#0 and CPU/IO module#1.

B The BIOS settings need to be modified when mounting some optional PCI boards. To change
the BIOS settings, start the BIOS setup utility to change the [Boot Monitoring] configuration
in [Server] — [Monitoring Configuration]. See page 4-25 for more details.

B For the supported connecting devices, contact your sales agent.

N8804-002 1000BASE-T 1ch board set
N8804-003 1000BASE-SX 1ch board set

N8804-004 1000BASE-T 2ch board set

IMPORTANT:

For LAN cable’s connector, use a RJ-45 connector which is compliant with IEC8877 standard. If
any other connector is used, it may not be removed easily.

m List of slots to install optional PCI boards
Refer to “List of option PCI boards and installable slots:” on page 8-33.
m  Driver installation procedure
TIPS:

To perform this procedure, you have to log on the system as an Administrator or a member of
the Administrators group.

For NEC Express5800/ft series, use two option PCI boards in a pair to make dual configuration.

After installing OS, install drivers in the following procedure and make dual configuration of the
PCI boards.

Follow the steps below to install the driver and establish a dual configuration:

1. Mount the N8804-002, N8804-003 to the slots with the same number in CPU/IO module
#0 and #1, and then start Windows Server 2003.

After the OS is started, drivers are installed automatically.
IMPORTANT:
If the [Digital Signature Not Found] dialog box appears, click the [Yes] button.
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2.  Setadual LAN configuration.
Refer to the page 3-26 for the dual configuration of the network.

Now the 1000BASE-T 1ch board set, 1000BASE-SX 1ch board set, or 1000BASE-T 2ch board
set is installed.

N8803-032 SCSI Board

m The lists of slots to install optional PCI boards

Refer to “List of option PCI boards and installable slots:” on page 8-33.
m Driver installation procedure

TIPS:

To perform this procedure, you have to log on the system as an Administrator or a member of the
Administrators group.

1. Mount a N8803-032 SCSI board in one CPU/IO module. Then, connect the power cord of that
CPU/10 module, power on the server, and start the system.

2. Setthe “NEC EXPRESSBUILDER” CD-ROM into the DVD-ROM drive, and run
UPDATE.VBS located at DVD-ROM_drive:\HAS\W2K3\HASSETUP\SCSI_folder.

If the pop-up window for confirming to overwrite a file appears, click [Yes] and continue the
installation.

Confirm File Replace

Source: o windowshoemdirsadpu320. sys.
Target: C:NWIMDDWSheysten IZADRIVER S \adpu320. sys.

The target file exizts and iz newer than the source.

Owenarite the newer file?

No | HNowal |

3. After one minute, remove the CD-ROM and shut down the server.
Mount a N8803-032 SCSI board into the other CPU/IO module. (Skip this step if unnecessary.)

5. Connect the power cable of the CPU/IO module you mounted the SCSI board in 4, power on
the server, and confirm that the dual configuration of the SCSI boards are set when the system
starts up.

6. Setthe “NEC EXPRESSBUILDER” CD-ROM into the DVD-ROM drive, and run
UPDATE.VBS located at DVD-ROM_drive:\HAS\W2K3\HASSETUP\SCSI_folder again.

7. After one minute, remove the CD-ROM and reboot the server.

Now the driver is applied.
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N8803-033 Fibre Channel Board Set

m List of slots to install optional PCI boards
“List of option PCI boards and installable slots:” on page 8-33.

m Driver installation procedure

TIPS:

To perform this procedure, you have to log on the system as an Administrator or a member of the
Administrators group.

Mount a N8803-033 Fibre Channel board set, and then start the system.

Start Device Manager from [Start] - [Program] - [Administrative Tool] - [Computer
Management], and check if “Emulex LP1050 Fibre Channel Host Adapter” appears under the
[SCSI and RAID Controllers] as many as mounted.

-0
g File  Action Wiew Window Help |_|ﬁ||5|

e = Em @

E Computer Management {Local)
Elm System Tools
Ge-{] Event Viewer

Keyboards ;I
) Mice and other pointing devices
Manitars

[ Shared Falders ‘@ COther devices
+-#7 Local Users and Groups ﬂ Processors
¥ Performance Logs and Alert: [=l-4e 5CSI and RAID contrallers

evice Manager
EI& Storage
f-{E3) Removable Storage
¢ Disk Defragmenter
Disk Management
[]--& Services and Applications

Adaptec AIC-7902E - Ultra320 5CSI
Adaptec AIC-7902E - Ultra320 5CSI
Adaptec AIC-7902E - Ultra320 5CSI
Adaptec AIC-7902E - Ultra320 SCSI
Emulex LF1 DED Fibre Channel Host Adapter
Emulex LP1080 Fibre Channel Host Adapter
E TIERF AL S0ppore
@, Sound, video and game cortrollers

[]--% Syskem devices
-8 Universal Serial Bus controllers
| | o

3. Set the “NEC EXPRESSBUILDER” CD-ROM into the DVVD-ROM drive and run
\HAS\W2K3\FCUPDATE.BAT.

-

4. When the following pop-up window appears, click [Yes].
x

Da waou set-up the FibreChannel driver?

5. Thedriver is updated. When the following pop-up window appears, click [OK]. The system will
reboot automatically.

Driver UPDATE x|

Finished set-up driver, Click on OF button, and reboot the swstem




8-40 System Upgrade

IMPORTANT:
Replacing of CPU/IO module in a high load system state

If N8803-033 Fiber Channel board is mounted in your system and replace CPU/IO module
during operating the system, observe the following notes.

After the replacing of CPU/IO module, duplexing may not complete properly.
Check whether event properties show a following event.

Source (S): elxstor

Event ID(l): 11

Data (T): “000000C0O"

Event |

Date:  [12/7/2008 t |
Time: 85814 PM Categony: MNone

Type: Eror Event|D: 11 i |
Uszer M AA

Computer: GEMIMNIDhW

Description:
The driver detected a controller enror on \DeviceRaidPart12.

Far more information, see Help and Support Center at
hitp:#/qo. microsoft. com/fwlink /events. asp.

Data: (" Bytes (% Words

0000: Q00lO0000f 006350001 0O0DOOOOD cOO04000b ﬂ
0010: JO00000cO 00000000 00000000 00000000
00Z0: 00000000 00000000 Q0000000 00000000 :I

oK I Cancel I Apply I

If you find it, it means the initialization of Fiber Channel board has been failed.
After reducing the load on the system, turn off the power of CPU 10 module, and turn it on.

In case that the event is not logged or duplexing does not complete properly despite you reduce
the load, contact your agent.
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After the system is rebooted, start Device Manager from [Start] - [Program] - [Administrative
Tool] - [Computer Management], and check that “Emulex LightPulse LP1050, Storport
Miniport Driver” are displayed under the [SCSI and RAID Controllers] as many as installed.

=
g File Action iew ‘window Help |;|i|5|
A=) Gl

EComputer Management (Local) 2 Keyboards ;I

E\ﬁ System Tools
@ Event Viewer

Shared Folders
-] Local Users and Groups
| Performance Logs and Alert:

lanager

Remavable Storage
-[§ Disk Defragmenter

Disk. Management
& Services and Applications

4 | ]

) Mice and other pointing devices
:j Manitors
Other devices
[=-#% Processors
[=-45 5CSI and RAID controllers
{= Adaptec AIC-79026 - Ultra320 SCSI
Adaptec AIC-7902E - Ulkra3z0 SCSI
Adaptec AIC-7902E - Ulkra320 SCSI
Adaptec ATC-7902E - Ultra320 SCSL
Emnulex LightPulse LP10S0, Storport Minipart Driver
Emules LightPulse LP10S0, Storport Minipork Driver
= Mulki-Fath Support
@, Sound, video and game controllers
é System devices

[+-8g Universal Serial Bus controllers =

IMPORTANT:

m  The following is necessary in order to connect NEC Storage or FC array device
N8190-110F using N8803-033 Fiber Channel boards.

- NEC Storage
- FC array device N8190-110F

: StoragePathSavior
: PortDuplexManager

m  Mount N8803-033 Fibre Channel boards after completing the OS installation. They are
used in a pair or in a set of four. Mount each controller on the slot of the same position
of each PCI module.

m  The following error will be recorded to the event log (as many as mounted) at each OS
startup until N8803-033 Fibre Channel boards are mounted and their driver is updated.

Continue using it since there will be no effect to the driver.
2|

Event |

Date: 1/18/2006 Sowce:  IpBnds35
Time: 8:4331 PM Category: Mone

[=
Type: Errar Evert|D: 9 +

User: Mty

Computer: HFG-HICIT1:FHSI

Description

period.

Data: " Pytes & ‘words

The device, \Device\S csibipBnds351, did not respond within the timeout

For more infarmation, see Help and Support Center at
http: /o micmsoft comefulink /events asp

0000: 0010000f 00520001 00000000 cO040009 ﬂ
0010: 000000ed 00000000 00000000 00000000
00Z0: 00000000 00000000 00000000 00000000 LI

0K I Cancel I Apply |
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Appendix A

Specifications

320Fb-L, 320Fb-LR:

NEC Express5800/320Fb-L | NEC Express5800/320Fb-LR

Item N8800-110F, EXP320B N8800-111F, EXP320A

CPU Type Dual-Core Intel® Xeon® Processor x 1

Clock/second cache 1.66GHz/2MB x 2

Number of processors |1 processor (the number of processors installed per module)

Maximum Up to 2 processors (the number of processors installed per

module)

Chipset GeminiEngine (NEC original chipset)
Memory Standard None

Maximum 6GB (The standard DIMM must be replaced.)

Expansion unit

2 DIMMs (1GB x 2/ 2GB x 2)

Memory module

DDR533 SDRAM DIMM (Registered Type)

Error check

ECC

Graphics (VRAM)

ES1000 (32MB)

Auxiliary | Floppy disk (standard) |3.5-inch drive x 1 (USB)
input Hard disk (standard) | None
device Hard disk (maximum) | 1.8TB* (300GB x 6)
* The user area is reduced to a half of the physical capacity due
to software mirroring.
CD-RW/DVD-ROM ATAPI interface x 1 (DVD: faster than x3 speed, CD: faster than
(standard) x10 speed) However, writing function by OS and writing
software is not supported.)
File bay [5.25inch 2 slots [None
3.5inch 6 slots
Additional | PCI, 64-bit 6 slots
slot (Low profile)
LAN interface 1000BASE-T/100BASE-TX/10BASE-T (2 ports)
External USB 4-pin connector (3 ports) Keyboard occupies one port.
interface | Network RJ-45 (4 ports)
Display MINI D-sub 15-pin (1 port)
Cabinet design Tower type Rack-mount type
External dimensions 310 mm (w) x 543 mm (h) x 485 mm (w) x 177 mm (h) x
715 mm (d) 635 mm (d)
Weight 58 kg (Max. 64 kg) 38 kg (Max. 44kg)

Power supply

100 to 120 VAC £10%, 200 to 240 VAC £10%, 50/60 Hz +1 Hz

Power consumption

829 VA, 819 W

Environmental
requirements

In operation Temperature 10 to 35°C

Humidity 20 to 80% RH (non-condensing)
In storage Temperature -10 to 55°C

Humidity 20 to 80% RH (non-condensing)
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320Fb-M, 320Fb-MR:

NEC Express5800/320Fb-M | NEC Express5800/320Fb-MR

Item N8800-112F, EXP320D N8800-113F, EXP320C

CPU Type Dual-Core Intel® Xeon® Processor x 1

Clock/second cache 2.4GHz/2MB x 2

Number of processors |1 processor (the number of processors installed per module)

Maximum Up to 2 processors (the number of processors installed per

module)

Chipset GeminiEngine (NEC original chipset)
Memory Standard None

Maximum 12GB (The standard DIMM must be replaced.)

Expansion unit

2 DIMMs (1GB x 2/ 2GB x 2)

Memory module

DDR533 SDRAM DIMM (Registered Type)

Error check

ECC

Graphics (VRAM)

ES1000 (32MB)

Auxiliary | Floppy disk (standard) |3.5-inch drive x 1 (USB)
input Hard disk (standard) [ None
device Hard disk (maximum) | 1.8TB* (300GB x 6)
* The user area is reduced to a half of the physical capacity due
to software mirroring.
CD-RW/DVD-ROM ATAPI interface x 1 (Load on tray type, x24 speed)
(standard)
Filebay |[5.25inch 2 slots [None
3.5inch 6 slots
Additional |PCI, 64-bit 6 slots
slot (Low profile)
LAN interface 1000BASE-T/100BASE-TX/10BASE-T (2 ports)
External USB 4-pin connector (3 ports) Keyboard occupies one port.
interface | Network RJ-45 (4 ports)
Display MINI D-sub 15-pin (1 port)
Cabinet design Tower type Rack-mount type
External dimensions 310 mm (w) x 543 mm (h) x 485 mm (w) x 177 mm (h) x
715 mm (d) 635 mm (d)
Weight 58 kg (Max. 64 kg) 38 kg (Max. 44kqg)

Power supply

100 to 120 VAC £10%, 200 to 240 VAC £10%, 50/60 Hz +1 Hz

Power consumption

829 VA, 819 W

Environmental
requirements

In operation Temperature 10 to 35°C

Humidity 20 to 80% RH (non-condensing)
In storage Temperature -10 to 55°C

Humidity 20 to 80% RH (non-condensing)
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Appendix B

/O Port Addresses

The factory-set 1/0 port addresses for the server are assigned as follows:

Address

Chip in Use

00000000 - 0000000F
00000020 - 00000021
0000002E - 0000002F
00000040 - 00000043
0000004E - 0000004F
00000060 - 00000060
00000061 - 00000061
00000064 - 00000064
00000070 - 00000073
00000080 - 0000008F
000000AO - 000000A1
000000CO0 - 000000DF
000000EO - 000000FO0
000000FO0 - 000000FF
00000274 - 00000277
00000279 - 00000279
000002E8 - 000002EF
000002F8 - 000002FF
000003B0 - 000003BB
000003B0 - 000003BA
000003CO0 - 000003DF
000003CO0 - 000003DE
000003ES8 - 000003EF
000003F8 - 000003FF
000004D0 - 000004D1
00000540 - 0000055F
00000560 - 0000056F
00000600 - 0000061F
00000A79 - 00000A79
00000CAZ2 - 00000CA5
00000CF8 - 00000CFF
0000FEOQO - 0000FE20

DMA controller

Programmable interruption controller
Motherboard resource

System timer

Motherboard resource

Motherboard resource

System speaker

Motherboard resource

System CMOS/real-time clock

DMA controller

Programmable interruption controller
DMA controller

Motherboard resource

Numerical data processor

ISAPNP read data port

ISAPNP read data port
Motherboard resource

Motherboard resource

PCI standard PCI-to-PCI bridge
Graphics controller (NEC GA Driver)
PCI standard PCI-to-PCI bridge
Graphics controller (NEC GA Driver)
Motherboard resource

Motherboard resource

Motherboard resource

Motherboard resource

Motherboard resource

Motherboard resource

ISAPNP read data port

Motherboard resource

PCI configuration

Motherboard resource
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